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What GAO Found

Many federal, state, and local law enforcement agencies use Bank Secrecy Act
(BSA) reports for investigations. A GAO surwey of six federal law enforcement
agencies found that more than 72 percent of their personnel reported using BSA
reports to investigate money laundering or other crimes, such as drug trafficking,
fraud, and terrorism, from 2015 through 2018. According to the suney,
investigators who used BSA reports reported they most frequently found
information useful for identifying new subjects for investigation or expanding
ongoing investigations (see figure).
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Source: GAO survey of law enforcement agencies. | GAO-20-574

Notes: GAO conducted a generalizable survey of 5,257 personnel responsible for investigations,
analysis, and prosecutions at the Drug Enforcement Administration, Federal Bureau of Investigation,
Homeland Security Investigations, Internal Revenue Service-Criminal Investigation, Offices of U.S.

Attorneys, and U.S. Secret Service. The margin of error for all estimates is 3 percentage points or
less at the 95 percent confidence interval.

As of December 2018, GAO found that the Financial Crimes Enforcement
Network (FinCEN) granted the majority of federal and state law enforcement
agencies and some local agencies direct access to its BSA database, allowing
them to conduct searches to find relevant BSA reports. FinCEN data show that
these agencies searched the BSA database for about 133,000 cases in 2018—a
31 percent increase from 2014. FinCEN created procedures to allow law
enforcement agencies without direct access to request BSA database searches.
But, GAO estimated that relatively few local law enforcement agencies requested
such searches in 2018, even though many are responsible for investigating
financial crimes. GAO found that agencies without direct access may not know
about BSA reports or may face other hurdles that limit their use of BSA reports.
One of FinCEN'’s goals is for law enforcement to use BSA reports to the greatest
extent possible. Howewer, FinCEN lacks written policies and procedures for
assessing which agencies without direct access could benefit from greater use of
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BSA reports, reaching out to such agencies, and distributing educational
materials about BSA reports. By deweloping such policies and procedures,
FinCEN would help ensure law enforcement agencies are using BSA reports to
the greatest extent possible to combat money laundering and other crimes.

GAO reviewed a nongeneralizable sample of 11 banks that varied in terms of
their total assets and other factors, and estimated that their total direct costs for
complying with the BSA ranged from about $14,000 to about $21 million in 2018.
Under the BSA, banks are required to establish BSA/anti-money laundering
compliance programs, file various reports, and keep certain records of
transactions. GAO found that total direct BSA compliance costs generally tended
to be proportionally greater for smaller banks than for larger banks. For example,
such costs comprised about 2 percent of the operating expenses for each of the
three smallest banks in 2018 but less than 1 percent for each of the three largest
banks in GAO’s review (see figure). Atthe same time, costs can differ between
similarly sized banks (e.g., large credit union A and B), because of differences in
their compliance processes, customer bases, and other factors. In addition,
requirements to verify a customer’s identity and report suspicious and other
activity generally were the most costly areas—accounting for 29 and 28 percent,
respectively, of total compliance costs, on average, for the 11 selected banks.

Estimated Total Direct Costs for Complying with the Bank Secrecy Act as a Percentage of
Operating Expenses and Estimated Total Direct Compliance Costs for Selected Banks in 2018
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Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal
Reserve System, and National Credit Union Administration. | GAO-20-574

Notes: Estimated total direct compliance costs are in parentheses for each bank. Very large banks
had $50 billion or more in assets. Small community banks had total of assets of $250 million or less
and met the Federal Deposit Insurance Corporation’s community bank definition. Small credit unions
had total assets of $50 million orless.

Federal banking agencies routinely examine banks for BSA compliance. FinCEN
data indicate that the agencies collectively cited about 23 percent of their
supervised banks for BSA violations each year in their fiscal year 2015-2018
examinations. A small percentage of these violations involved weaknesses in a
bank’s BSA/anti-money laundering compliance program, which could require the
agencies by statute to issue a formal enforcement action.

Stakeholders had mixed views on industry proposals to increase the BSA’s dollar
thresholds for filing currency transaction reports (CTR) and suspicious activity
reports (SAR). For example, banks must generally file a CTR when a customer
deposits more than $10,000 in cash and a SAR if they identify a suspicious
transaction involving $5,000 or more. If both thresholds were doubled, the
changes would have resulted in banks filing 65 percent and 21 percent fewer
CTRs and SARs, respectively, in 2018, according to FinCEN analysis. Law
enforcement agencies told GAO that they generally are concerned that the
reduction would provide them with less financial intelligence and, in turn, harm
their investigations. In contrast, some industry associations told GAO that they
support the changes to help reduce BSA compliance costs for banks.
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1 U.S. GOVERNMENT ACCOUNTABILITY OFFICE
441 G St. N.W.
Washington, DC 20548

September 22, 2020

The Honorable Blaine Luetkemeyer

Ranking Member

Subcommittee on Consumer Protection and Financial Institutions
Committee on Financial Services

House of Representatives

Dear Mr. Luetkemeyer:

Money laundering and terrorist financing pose threats to the integrity of
the U.S. financial system and national security.? In its 2018 National
Money Laundering Risk Assessment, the Department of the Treasury
(Treasury) estimated that domestic financial crime, excluding tax evasion,
generates approximately $300 billion of proceeds for potential laundering
annually.2 The Bank Secrecy Act (BSA) and related anti-money
laundering (AML) authorities and requirements are important tools for law
enforcement and regulators to detect and deter the use of financial
institutions for illicit financial activity.3 The BSA and its implementing
regulations generally require financial institutions, including banks, to
collect and retain various records of customer transactions, verify
customers’ identities, maintain AML programs, and report suspicious
transactions.

BSA/AML regulations require banks to monitor customer transactions to
identify suspicious activity potentially indicating money laundering or other

Money laundering generallyis the process of converting proceeds derived from illicit
activities into funds and assets in the financial system thatappearto have come from
legitimate sources. See 18 U.S.C. §§ 1956-57 (criminalizing the laundering of monetary
instruments).

2Departmentofthe Treasury, National Money Laundering Risk Assessment 2018
(Washington,D.C.: Dec. 20, 2018).

3Bank Secrecy Act, Pub. L. No.91-508, 84 Stat. 1114-24 (1970) (codified as amended in
scattered sections 0f12U.S.C., 18 U.S.C., and 31 U.S.C.). Regulations implementing the
Bank Secrecy Act primarilyappearin 31 C.F.R. Ch. X. The Bank Secrecy Act defines
financial institutions as insured banks, licensed moneytransmitters, insurance companies,
travel agencies, broker-dealers,and dealers in precious metals,among othertypes of
businesses.See 31 U.S.C. § 5312(a)(2).
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criminal activity.4 If warranted, the banks file suspicious activity reports
(SAR) with the Financial Crimes Enforcement Network (FInCEN)—a
bureau within Treasury that administers the BSA.5 In 2019, banks and
other financial institutions submitted more than 2.3 million SARs, of which
banks accounted for 1.1 million, or about 49 percent. FinCEN and federal,
state, and local law enforcement agencies can use SARs and other BSA
reports to help investigate and prosecute fraud, drug trafficking, terrorist
acts, and other criminal activities.

Members of Congress, industry associations, and other stakeholders
have raised questions about the BSA’s benefits to law enforcement and
costs for financial institutions, particularly banks. For example, although
supportive of the BSA, some banks and their trade associations cite
BSA/AML requirements as a significant compliance burden and generally
question whether the act’s benefits outweigh the costs in light of limited
public information about law enforcement’s use of BSA reports. Given
such questions, industry associations and other stakeholders have
proposed a range of reforms intended to improve the BSA’s effectiveness
or efficiency, such as streamlining reporting requirements for SARs and
currency transaction reports (CTR), increasing information sharing, and

enhancing the use of technology.s

4Underthe BSA's implementing regulations, the term “bank” includes each agent, agency,
branch, or office within the United States of commercial banks, savings and loan
associations, thriftinstitutions, creditunions, and foreign banks. See 31 C.F.R.
§1010.100(d). Unless otherwise noted, we use the term “bank” to include creditunions
and “federal banking agencies” to include the National Credit Union Administration.

SUnder FinCEN'’s regulations, banks are required to file SARs if a transaction involves or
aggregates atleast$5,000in funds or other assets and the bank knows, suspects, orhas
reason to suspectthatthe transaction involves funds derived from illegal activities, is
designedto evade any BSA requirements, orhas no business orapparentlawful purpose
and the bank knows of no reasonable explanation forthe transaction. See 31 C.F.R. §
1020.320(a).

6CTRs are reports banks generallymustfile when customers make large cash
transactions, currentlydefined by regulation as those exceeding $10,000.
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You asked us to examine issues related to the implementation of the
BSA/AML requirements.” This report examines (1) the extent to which law
enforcement agencies use BSA reports and to which FinCEN facilitates
access to and use of the reports, (2) costs that selected banks incur to
comply with BSA/AML requirements, (3) federal banking agencies’
examinations of banks for compliance with BSA/AML requirements, and
(4) stakeholder views on potential changes to BSA reporting requirements
and steps that federal banking agencies and banks have taken to explore
innovative approaches to comply with BSA/AML requirements.8

To examine the extent to which law enforcement agencies use BSA
reports, we surveyed a generalizable sample of more than 5,000
personnel at six agencies—U.S. Immigration and Customs Enforcement-
Homeland Security Investigations (HSI) and U.S. Secret Service (Secret
Service) at the Department of Homeland Security; the Drug Enforcement
Administration (DEA), the Federal Bureau of Investigation (FBI), and the
Offices of the United States Attorneys (U.S. Attorneys’ Offices) at the
Department of Justice; and the Internal Revenue Service-Criminal
Investigation (IRS-Cl)—about their use of BSA reports from 2015 through
2018.2 In addition, we analyzed FInCEN data to determine the number of
federal, state, and local law enforcement agencies with and without direct
access to FInCEN’s BSA report database and the number of database

7In August 2019, we issued areportaddressing otheraspects of your request, in cluding
how FinCEN, supervisoryagencies, and law enforcementagencies collaborate to
supervise,implement,examine,and enforce BSA/AML requirements and the extent to
which those agencies have established metrics and provided feedback to financial
institutions on the usefulness oftheir BSA reporting. See GAO, Bank Secrecy Act:
Agencies and Financial Institutions Share Information b ut Metrics and Feedb ack Not
Regularly Provided, GAO-19-582 (Washington, D.C.: Aug. 27, 2019).

8The federal banking agencies are the Board of Governors of the Federal Reserve
System (Federal Reserve), Federal DepositInsurance Corporation (FDIC), National Credit
Union Administration (NCUA), and Office of the Comptroller of the Currency (OCC).

9These agencies were the main users of FINCEN’s BSAreport database in 2018. We
administered our surveyfrom November 2019 through March 2020, and the survey results
are generalizable to the sixagencies’ investigators, analysts, and prosecutors. For
purposes ofoursurvey, we considered the U.S. Attorneys’ Offices to be one entity.
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searches that such agencies conducted from 2014 through 2018.10¢ We
compared the results to the Department of Justice’s data on the total
number of law enforcement agencies and their investigative areas to
describe the extent to which law enforcement agencies had access."* We
interviewed five state law enforcement agencies—selected to include
those that made a relatively large or small number of BSA database
searches at the request of other agencies and a range of geographic
locations—about state and local law enforcement agency awareness and
use of BSA reports.12

To describe how law enforcement agencies access and use BSA reports,
we reviewed the BSA and its implementing regulations; FINnCEN and law
enforcement agencies’ reports, testimonies, and speeches; and GAO
reports. Finally, we interviewed officials at DEA, the Department of
Justice Criminal Division, the Executive Office for U.S. Attorneys, FBI,
FinCEN, HSI, IRS-CI, and Secret Service.13

To estimate the costs of complying with BSA/AML requirements, we
conducted case studies of a nongeneralizable sample of 11 banks to

10Agencies access FInCEN’s BSA data through FinCEN Query, a secure web application.
This application provides users with the ability to perform online search es ofthe complete
BSA data set. Throughoutthis report, we refer to access to BSA data through Fin CEN
Query as direct access to the BSA database. According to FinCEN officials, only a few
authorized individuals in FInCEN’s TechnologyDivision have direct access to the
database where BSA data are stored. In addition, according to FinCEN officials, as of
December2018, 10 federal agencies had agreements to periodicallydownload the BSA
data into their internal computer systems. Personnel in agencies with access to the
downloaded data are able to search the data directly. FinCEN does notsystematically
collectinformation on the number of cases worked with these data, and therefore we have
notincluded them in ouranalysis of use of the database.

11See DepartmentofJustice, Federal Law Enforcement Officers, 2016—Statistical Tables,
Bureau of Justice Statistics Bulletin NCJ 251922 (Washington, D.C.: October 2019); Local
Police Departments, 2016, Personnel,Bureau of Justice Statistics Bulletin NCJ 252835
(Washington, D.C.: October 2019);and Choose Justice: Guide to the U.S. Department of
Justice for Law Students and Experienced Attorneys (Washington, D.C.: December2011).

12The five state agencies served as FinCEN state coordinators as ofMarch 2019 and
were responsible for searching the FinCEN BSA reportdatabase atthe requestof state
andlocal agencies in their state.

13The Executive Office for U.S. Attorneys provides executive and administrative support
for the U.S. Attorneys, including legal education,admini strative oversight, technical
support,and the creation of uniform policies.
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collect data on their 2018 compliance costs.!4 We selected the banks to
reflect a mix of types (credit union, community bank, regional or national
bank), sizes (total assets), and BSA/AML reporting frequencies (number
of SARs filed in 2018).15 To identify the core BSA/AML requirements for
which to collect cost data, we reviewed the associated laws and
regulations, as well as the Federal Financial Institutions Examination
Council's (FFIEC) Bank Secrecy Act/Anti-Money Laundering Examination
Manual.’® From August through November 2019, we conducted
structured interviews on-site at each of the 11 banks and analyzed their
2018 data on personnel, salaries, and time required for key BSA/AML
compliance activities; third-party vendors, such as independent auditors;
and specialized software used by banks to help meet the requirements.

To examine federal banking agencies’ examinations of banks’ compliance
with BSA/AML requirements, we reviewed the BSA and other related laws
and regulations and relevant agency documents, such as an information-
sharing agreement between FInCEN and the federal banking agencies,
and examination and other guidance. We analyzed FinCEN data on the
federal banking agencies’ findings for their fiscal year 2015 through 2018
BSA/AML examinations to determine the extent to which banks were
cited for BSA violations and the types of such violations. To assess the
level of resources that FInCEN would need to conduct BSA/AML
examinations of banks, we analyzed data on hours that federal banking
agencies devoted to BSA/AML examinations, which the banking agencies
provided to us for selected banks. In addition, we reviewed prior GAO
reports and studies by industry and other stakeholders and other
publications on the BSA and BSA/AML examinations. Finally, we

14We limited the scope of our review to federally insured U.S.banks because ofthe
relatively large volume of BSA reports they file. In 2018, banks, creditunions, and other
depositoryinstitutions filed about45 percentof all SARs.

15We also considered geographyand federal regulator,among otherfactors. We defined
communitybanks using FDIC’s definition of communitybanks, which considers banks’
specialties, activities, geographic scope of operations, and total assets. See Federal
Depositinsurance Corporation, FDIC Community Banking Study (December2012). To
identify banks and their characteristics, we used datain FDIC s Statistics on Depository
Institutions, NCUA's Call Report,and the Federal Reserve’s National Information Center
databases. We determined SAR reporting frequency using data provided by FinCEN.

16Federal Financial Institutions Examination Council, Bank Secrecy Act/Anti-Money
Laundering Examination Manual (Feb.27,2015). FFIEC subsequentlypublished stand-
alone sections ofthe manual on the customerdue diligence and beneficial ownership for
legal entity customersrequirements in May 2018 and on the BSA/AML compliance
program requirements in April 2020. The manual includes detailed information on
BSA/AML regulatory requirements, expectations, and industrypractices forexaminers
carrying out BSA/AML compliance examinations.
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interviewed FinCEN, the four federal banking agencies, and six bank and
credit union associations about their views on examination issues.

To examine stakeholder views on potential changes to BSA reporting
requirements and steps taken to explore innovative approaches to comply
with BSA/AML requirements, we reviewed and analyzed proposals that
some Members of Congress, industry associations, and other
stakeholders have made to change the BSA's reporting and other
requirements. To evaluate the potential benefits and costs of increasing
certain reporting thresholds, we reviewed FiInCEN analyses estimating
the effect of increasing the SAR and CTR thresholds on the number of
such filings in 2018. To evaluate the effect of restrictions on the sharing of
SARs by U.S. banks with their foreign branches, we analyzed the Board
of Governors of the Federal Reserve System’s (Federal Reserve)
National Information Center data to estimate the number of foreign
branches affiliated with U.S. banks and reviewed international AML
assessments of some of the countries in which the foreign branches were
located. We also interviewed FinCEN, federal law enforcement agencies
(discussed above), and six bank and credit union associations (discussed
above) about their views on the potential benefits and costs of certain

changes to the BSA.

For all of the objectives, we obtained and analyzed data from FinCEN on
law enforcement access to and use of the BSA database and BSA/AML
examinations and from federal banking agencies on their supervised
financial institutions and BSA/AML examinations. We assessed the
reliability of these data by reviewing relevant documentation; interviewing
knowledgeable staff; and electronically testing the data for duplicates,
missing values, and invalid values. We determined that the data were
sufficiently reliable for our reporting objectives. More detailed information
on our objectives, scope, and methodology is presented in appendix .

We conducted this performance audit from September 2018 to
September 2020 in accordance with generally accepted government
auditing standards. Those standards require that we plan and perform the
audit to obtain sufficient, appropriate, evidence to provide a reasonable
basis for our findings and conclusions based on our audit objectives. We
believe that the evidence obtained provides a reasonable basis for our

findings and conclusions based on our audit objectives.
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Background

FinCEN and Money Laundering

FinCEN was established in 1990 within Treasury, and as a Treasury
bureau in 2001, and is responsible for administering the BSA. FinCEN
has authority to enforce compliance with the BSA’s requirements,
including implementing regulations and imposing civil money penalties.
FinCEN serves as the repository of SARs and CTRs, among other
required reports, from banks and other financial institutions. It also
analyzes information in BSA reports and shares such analysis with
appropriate federal, state, local, and foreign law enforcement agencies. In
addition, FinCEN publishes on its website analyses containing trends and
methods in money laundering and other financial crimes.

Money laundering is generally the process of using the financial system to
make illegally gained proceeds appear legal.!” Criminal activities can
generate proceeds that criminals try to move into banks and other
financial institutions for safekeeping. These proceeds may then be used
for legal activities, funneled back into the existing criminal enterprise, or
used for new illegal activities (e.g., proceeds from drug trafficking used to
pay for human trafficking). Law enforcement agencies can use financial
records and other evidence to learn about these criminal proceeds as
they enter into and exit from banks and other financial institutions through

deposits, transfers, credit applications, and other means.

Money laundering is related to a range of other crimes. Money laundering
statutes identify numerous related criminal activities—including the
felonious manufacture, sale, or importation of a controlled substance;
smuggling; terrorist acts; and fraud—associated with efforts to hide funds
gained through illicit activities.'® According to Treasury’s 2018 National
Money Laundering Risk Assessment, the crimes that generate the bulk of
illicit proceeds in the Unites States are fraud, drug trafficking, human
smuggling, human trafficking, organized crime, and corruption.'® Treasury

17The statutes criminalizing moneylaundering also include additional related activity, such
as usingillegallygained proceeds in transactions with the intentto engage in tax evasion.
See 18 U.S.C. §§ 1956-57.

18See 18 U.S.C. §§ 1956(c)(7),1961(1).

19Departmentofthe Treasury, National Money Laundering Risk Assessment2018.
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also found that flows of money used to finance terrorist activities and the
proliferation of weapons of mass destruction posed significant risks to the
United States.20 Finally, Congress found in the USA PATRIOT Act that
money laundering undermines the integrity of U.S. banks and financial
institutions and the international global financial and trading system.2!

The BSA/AML framework is designed to simultaneously prevent criminals
from using private individuals, banks, and other financial institutions to
launder the proceeds of their crimes and to detect those criminals who
have successfully used the system to launder those proceeds. The BSA
authorizes Treasury to impose reporting, recordkeeping, and other AML
requirements on banks. By complying with BSA/AML requirements, banks
assist government agencies in the detection and prevention of money
laundering, terrorist financing, and other crimes. Law enforcement
agencies, in turn, can use the information compiled by banks to detect
and deter criminal activity by investigating and prosecuting criminal
actors.

Bank Secrecy Act/Anti-Money Laundering Requirements

All federally regulated banks are required to establish BSA/AML
compliance programs and meet certain other regulatory requirements. In
general, banks must comply with the following due diligence, reporting,
compliance program, recordkeeping, and other BSA/AML requirements.

Customer due diligence requirements. Banks are responsible for
implementing appropriate risk-based due diligence procedures, which
include verifying customer identities and understanding the potential risks
associated with their customers. Customer due diligence has four core
elements. First, banks must have procedures for collecting minimum
identifying information from customers at account opening and using that
information to verify the identity of the customer (known as a customer
identification program).22 Second, for legal entity customers, such as

20Departmentofthe Treasury, National Terrorist Financing Risk Assessment 2018
(Washington, D.C.: Dec. 20, 2018) and National Proliferation Financing Risk Assessment
2018 (Washington,D.C.: Dec. 20, 2018).

21USA PATRIOT Act, Pub. L. No. 107-56,§ 302(a)(3) (2001).

227t a minimum, banks mustgenerallyobtain the customer’s name, date of birth, address,
and identification number, such as a Social Security number. See31 C.F.R. §
1020.220(a)(2)(i).
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corporations or limited liability companies, banks must collect and verify
this minimum information for certain beneficial owners of the legal entity.23
Third, banks must establish risk-based customer due diligence
procedures that enable them to understand the nature and purpose of the
customer relationship and develop a customer risk profile.2¢ Under certain
conditions, banks also must conduct additional due diligence for certain
higher risk customers.25 Finally, banks must conduct ongoing monitoring
to identify and report suspicious activity and, on a risk basis, maintain and
update customer information (see fig. 1).26

23Beneficial owners whose information banks mustcollectinclude (1) anindividual with
significantresponsibilityto manage the legal entity, such as a chief executive officer, and
(2) any individuals who, directlyor indirectly, own 25 percent or more of the equity
interests inthe legal entity. See 31 C.F.R. § 1010.230.

24See 31 C.F.R. § 1020.210(b)(5)(i).

25For example, banks mustconductenhanced due diligence for foreign correspondent
accounts established for certain foreign banks. See 31 C.F.R. § 1010.610.In addition,
banks mustconductspecial due diligence for private accounts owned by seniorforeign
political figures. See 31 C.F.R. § 1010.620. Consistentwith arisk-based approach, certain
types of potentially higher-risk customers and accounts mayalso warrantadditional due
diligence, such as politicallyexposed persons ormoneyservices businesses.

26See 31 C.F.R. § 1020.210(b)(5)(ii).
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. ____________________________________________________________________________________________________________________________|
Figure 1: Customer Due Diligence Requirements Banks Must Meet during and after Opening New Accounts
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Source: GAO analysis of Bank Secrecy Act statutes, regulations, and the Federal Financial Institutions Examination Council’'s Bank Secrecy Act/Anti-Money Laundering Examination Manual. | GAO-20-574

Reporting requirements. Banks are required to submit reports to
FinCEN when customer and bank activities meet certain criteria.2” In
particular, banks must have appropriate internal controls in place to
monitor and identify suspicious activity and are required to file a SAR
when a transaction involves or aggregates $5,000 or more in funds or
other assets and the bank knows, suspects, or has reason to suspect that

27TBSA/AML regulatory requirements also have recordkeeping and retention components.
For example, banks mustretain identifying information obtained ataccountopenings for5
years after the accountis closed. Similarly,banks mustalso retain arecord of SARs and
CTRs for 5 years after filing.
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the transaction is suspicious.28 According to FFIEC’s examination manual,
effective suspicious activity monitoring and reporting frameworks
generally include five components: (1) identification of unusual activity, (2)
alert management, (3) SAR decision-making, (4) SAR completion and
filing, and (5) continued monitoring and SAR filing (see fig. 2).

|
Figure 2: Key Components of a Suspicious Activity Report (SAR) Monitoring and Reporting Framework
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28A transaction is suspicious and requires reporting ifit involves or aggregates atleast
$5,000in funds orassets and the bank knows, suspects, orhas reason to suspectthatit
(1) involves funds derived from illegal activities, potential moneylaundering, or other
illegal activity; (2) is designed to evade the BSA or its implementing regulations; or (3) has
no businessorapparentlawful purpose oris notthe typ e of transaction in which the
customerwould normallybe expected to engage and the bank knows of no reasonable
explanation after examining the available facts. 31 C.F.R. § 1020.320. Each federal
banking regulatorhas also established additional criteria for the filing of a SAR by financial
institutions undertheirsupervision, such as arequirementto file a SAR for suspicious
activity involving suspected insiderabuse atanydollaramount. See 12 C.F.R. §§21.11,
163.180 (OCC); 208.62 (Federal Reserve); 748.1(c) (NCUA); 353.3 (FDIC).
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Banks also are generally required to file CTRs for each transaction in
currency of more than $10,000.2° Under certain conditions, a bank may
exempt certain customers from the CTR reporting requirement, but it
generally mustfirst file a report (known as a Designation of Exempt
Person report) and review the customer’s continued eligibility for an
exemption annually.30 Additionally, banks are generally required to report
(1) the international transportation of currency and monetary instruments
in excess of $10,000 and (2) foreign bank and financial accounts that
exceed the same amount.3

Compliance program requirements. Banks must maintain written,
board-approved compliance programs that are designed to provide
reasonable assurance of and monitor compliance with the BSA/AML
regulatory requirements and align with the bank’s unique money
laundering, terrorism financing, and other illicit financial activity risks. At a
minimum, the BSA/AML compliance program must include four elements:
(1) a system of internal controls to assure compliance, (2) independent
testing for compliance by bank personnel or an outside party, (3) training
for appropriate personnel, and (4) a designated individual or individuals
responsible for coordinating and monitoring day-to-day compliance

29A bank mustalso aggregate transactions and treatmultiple currencytransactions
totaling more than $10,000 during the same business dayas a single transaction ifithas
knowledge thatthey are by or on behalfofthe same person. See 31 C.F.R. § 1010.313.

30The Money Laundering Suppression Act of 1994 exempted financial institutions from
CTR reporting requirements for certain entities. See Pub. L. No. 103-325,8402, 108 Stat.
2160,2243-45(1994) (codified at 31 U.S.C. § 5313). The regulations implementing the
act exempt transactions bybanks’ domestic operations; U.S. governmental departments,
agencies, orentities thatexercise governmental authority; listed publiccompanies and
their subsidiaries;and smallerbusinesses and payroll customers thatmeetspecific
criteria. 31 C.F.R. § 1020.315(b). However, certain types of organizations are noteligible
for all exemptions, such as accounting firms, pawnshops, and real estate brokerages,
amongothers. See 31 C.F.R. § 1020.315(e)(8).

31Banks that physicallytransport, mail, or ship currency or monetaryinstruments ofmore
than $10,000 at one time out of or into the United States mustgenerallyfile a Reportof
International Transportation of Currency or Monetary Instruments, unless mailed or
shipped through the postal service ora common carrier.31 C.F.R. 1010.340(c). Banks
with a financial interestin, or signature or otherauthority over, a financial accountina
foreign country mustgenerallyfile a Reportof Foreign Bank and Fin ancial Accounts with
FinCEN on or before June 30 of each calendaryear for accounts whose aggregate
exceeded $10,000 at any time during the previous calendaryear. A bank mustfile reports
on its own accounts and it may be obligated to file reports for cus tomeraccounts ifthe
bankhas a financial interestin, or signature or other authority over, the account. See 31
C.F.R. §1010.350.
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(commonly known as a BSA officer).32 Although not explicitly required,
well-developed and updated risk assessments of products, services,
customers, and locations help banks better understand their unique risks
and assure that their compliance programs meet regulatory requirements.

Information sharing, recordkeeping, and other requirements. Banks
are required to search their records when requested, maintain records for
certain types of transactions, and take targeted actions as requested. The
regulations implementing Section 314(a) of the USA PATRIOT Act
require that banks search their records for certain subjects of
investigations provided by FINCEN. FInCEN generally provides such
requests to banks every 2 weeks and requires that they report any
matches back within 14 days.33 Banks also are generally required to
collect and retain identifying and other information for each funds transfer
of $3,000 or more and for purchases in currency of monetary instruments
of $3,000 to $10,000.34 Finally, banks must take special measures against
targets of primary money laundering concern identified by Treasury, such
as additional recordkeeping, reporting, and account closures.35

Many Law Enforcement Agencies Reported
Routinely Using BSA Reports for Investigations,

32The compliance program mustalso include risk-based procedures for complying with
the customeridentification program, customer due diligence, and beneficial ownership for
legal entity customers requirements.

33FinCEN receives requests from law enforcementagencies with an investigative
subject's name and otheridentifying information, such as address or Social Security
numberand an agency contact, for inclusioninits 314(a)list. See 31 CFR § 1010.520.

34A funds transferis defined as a series oftransactions, beginning with the originator’s
paymentorder, made for the purpose of making paymentto the beneficiaryof the order.
See 31 C.F.R. §1010.100(w). Monetary instruments include bank checks ordrafts,
foreign drafts, moneyorders, cashier’s checks,and traveler’s checks. Forapplicable
purchases ofmonetaryinstruments bya customerwithoutan established depository
account, the bank mustalso collectand retain the customer’s address, date of birth, and
identification number. See 31 C.F.R. § 1010.415.

35Targets of primary moneylaundering concern mayinclude foreign jurisdictions and
foreign financial institutions, classes ofinternational transactions, or types of accounts.
See 31U.S.C. § 5318A(a)(1). For example,in November2019, FinCEN used its special
measures authorityto issue a final rule prohibiting the opening or maintaining of
correspondentaccounts in the United States for, or on behalfof, Iranian financial
institutions and the use offoreign financial institutions’ correspondentaccounts atcovered
U.S. financial institutions to process transactions involving Iranian financial institutions.
Since 2004, Treasuryhas imposed special measures against 10 financial institutions or
jurisdictions and subsequentlyrescinded four ofthese 10 final rules.

Page 13 GAO-20-574 Bank Secrecy Act



Letter

but FINCEN Lacks Policies and Procedures to
Promote Greater Use

Our survey found that law enforcement personnel at six federal agencies
reported using BSA reports extensively to inform investigations and
prosecutions from 2015 through 2018. However, our analysis of FInCEN's
data on agencies with access to BSA reports also found that many law
enforcement agencies, particularly local agencies, are not using BSA
reports to assist their investigations and related activities. This is, in part,
because FinNCEN lacks written policies and procedures to promote greater
use of the reports. In addition, FInCEN is considering ways to collect
information to measure the contribution of BSA reports to safeguarding
the U.S. financial system, combating money laundering, and promoting
national security.

Law Enforcement Reported Using BSAReports Widelyin
Criminal Investigations, and Alternative Information
Sources Were Often Less Efficient

To better understand how law enforcement agencies use BSA reports, we
conducted a generalizable survey of investigators, analysts, and
prosecutors (hereafter collectively referred to as law enforcement
personnel) at six federal agencies about their use of BSA reports from
2015 through 2018.36 The six agencies were DEA, FBI, HSI, IRS-CI, U.S.
Attorneys’ Offices, and Secret Service.3” Our survey asked law
enforcement personnel about their use of BSA reports to conduct four
activities:

36The survey was conducted from November9, 2019, through March 16, 2020. In total we
surveyed 5,257 law enforcementpersonnel. We received responses from approximately
57 percentof the population surveyed (unweighted). See app. | for additional dis cussion of
our survey methodology, and app. Il for our detailed results.

37These six federal agencies conducted approximately57 percentof law enforcement
agency searches ofthe BSA database forspecificcases in 2018 (excluding search
requests and searches conducted using downloaded data). Several of these agencies
also had agreements with FinCEN to download the BSA databas e onto theiragency’s
internal computersystem. Foradditional discussion ofouragency selection methodology
and background on each of these agencies,see app. .
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1. starting or assisting new criminal investigations (i.e., the period from
developing or following up on a lead or an allegation until opening a
case);

2. conducting or assisting ongoing criminal investigations;

3. analyzing trends, patterns, or issues associated with criminal
activities, separate from ongoing case work; and

4. working on criminal prosecutions occurring after the person has been
formally accused of a crime, including for civil or criminal asset
forfeitures or for restitution purposes.38

We found that law enforcement personnel at the six federal agencies we
surveyed reported using BSA reports extensively to inform their activities
from 2015 through 2018 (see fig. 3). Specifically, we estimated that 72
percent of personnel who conducted investigations from 2015 through
2018 used BSA reports in that work.3? In addition, 59 percent of personnel
who started a criminal investigation used BSA reports in those efforts.40

38According to DepartmentofJustice officials, BSA reports are generallynot used for civil
cases,butmaybe usedin civil assetforfeitures in moneylaundering cases and for
collection of restitution payments.

39The 95 percentconfidence interval for this estimate is (69, 74).

40The 95 percentconfidence interval for this estimate is (56, 62).
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|
Figure 3: Estimated Percentage of Law Enforcement Personnel Who Reported Using Bank SecrecyAct Reports to Conduct
Various Activities, by Agency, 2015-2018
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Source: GAO survey of law enforcement agencies. | GAO-20-574

Notes: We conducted a survey of 5,257 federal law enforcement personnel responsible for
investigations, analysis, and prosecutions with the Drug Enforcement Administration, Federal Bureau
of Investigation, Homeland Security Investigations, Internal Revenue Service-Criminal Investigation,
Offices of the United States Attorneys, and U.S. Secret Service fromNovember 9, 2019, through
March 16, 2020. These agencies conducted approximately 57 percent of law enforcementagency
searches of the Financial Crimes Enforcement Netw ork's Bank Secrecy Act (BSA)database for
specific casesin 2018 (excluding search requests and searches conducted using dow nloaded data).
Survey results are generalizable to the personnel responsible for investigations, analysis, and
prosecutions at the six federallaw enforcement agencies. The low er and upper bound of the 95
percent confidence intervals forour survey estimates are given at the left and right ends, respectively,
of each w hisker. Margin of error for all estimates is 10 percentage points or less at the 95 percent
level of confidence. Bars do not sumto 100 percent because respondents could select multiple
activities for w hich they conducted work.

@The period for startinganew criminalinvestigation is from developing or follow ing up on a lead or

allegation until opening a case.

®For purposes of our survey, we asked respondents to focus on analysis conducted separately from

ongoing case w ork.
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°Similarly, in considering criminal prosecutions, we asked respondents to focus on work that occurred
after the person had been formally accused of a crime. Work on criminal prosecutions includes w ork
for civilor criminal assetforfeitures or for restitution purposes.

According to our survey, law enforcement personnel also reported using
BSA reports to work on criminal prosecutions, but to a lesser degree than
for investigations—an estimated 44 percent.4! According to law
enforcement agency officials we spoke with, personnel working on a
prosecution may be unaware that BSA reports initially were used to
develop a case because of SAR confidentiality requirements.42 For
example, an investigator may use a SAR or other BSA report to learn
about and collect information on the subject’s bank accounts. This
information canthen be used to help develop the case for prosecution.
The personnel working on the prosecution would receive the account
information but may not also receive the associated BSA report. As a
result, those personnel may have an incomplete picture of the
contribution of BSA reports to their activities, according to law
enforcement agency officials.

Our survey indicates that some agencies reported using BSA reports
more frequently than others. This may be explained by differences in the
agencies’ missions, including the extent to which they investigate and
prosecute crimes with a financial component. In particular, our survey
found that law enforcement personnel with IRS-Cl used the reports for
starting and conducting investigations and for analysis more frequently
than the other five agencies. IRS-CI's mission is to investigate criminal
violations of the tax code and related financial crimes, which include
money laundering and BSA laws. In comparison, the other five agencies
we surveyed have missions that include crimes that may not necessarily
have a financial component, such as some violent crimes and immigration
enforcement and border protection activities, or noninvestigative
missions.43 In addition, differences in agencies’ processes for identifying
reports for additional analysis and investigation may contribute to
differences in the survey results. For example, according to FBI officials,
the FBI has a centralized process to electronically review and analyze all

41The 95 percentconfidence interval for this estimate is (41,47).

42Underthe BSA and its implementing regulations, SARs generallyare considered
confidential and cannotbe disclosed.In 2003, the DepartmentofJustice issued guidance
that stated that law enforcementagencies, including prosecutors, should consider SARs
similarto confidential source information. See DepartmentofJustice, Disclosure of
Suspicious Activity Reports (SARs), Criminal Division (Washington, D.C.: July 8, 2003).

43App. | includes a description ofthe mission and prioritycriminal focus areas ofeach of
the agencies we surveyed.
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BSA reports and distribute the results for further investigation and
analysis. As a result, individual personnel may not be aware of the extent

to which BSA reports have contributed to their activities.

Types of Information Provided by BSA Reports

Information to identify new subjects or trends. According to our
survey, law enforcement personnel who used BSA reports from 2015
through 2018 reported often finding relevant BSA reports to identify new
subjects or trends (see fig. 4). For example, we estimated that 93 percent
of law enforcement personnel who used BSA reports to start
investigations almost always, frequently, or occasionally found relevant
reports to identify potential subjects or networks from which a new
investigation might be initiated.44

44The 95 percentconfidence interval for this estimate is (91, 95).
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. ____________________________________________________________________________________________________________________________|
Figure 4: Estimated Frequency with Which Law Enforcement Personnel Who Reported Using BSA Reports Found Relevant
Reports to Identify New Subjects or Trends, 2015-2018

Survey question: From 2015 through 2018, how frequently did you find Bank Secrecy Act (BSA) reports that were relevantfor the
following purposes when (a) starting or assisting criminal investigations or (b) analyzing trends, patterns, or issues associ ated with
criminal activity 72
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Notes: We conducted a survey of 5,257 federal law enforcement personnel responsible for
investigations, analysis, and prosecutions with the Drug Enforcement Administration, Federal Bureau
of Investigation, Homeland Security Investigations, Internal Revenue Service-Criminal Investigation,
Offices of the United States Attorneys, and U.S. Secret Service fromNovember 9, 2019, through
March 16, 2020. These agencies conducted approximately 57 percent of law enforcementagency
searches of the Financial Crimes Enforcement Netw ork's BSA database for specific cases in 2018
(excluding search requests and searches conducted using downloaded data). Surveyresults are
generalizable to the personnel responsible for investigations, analysis, and prosecutions at the six
federallaw enforcementagencies we surveyedwho used BSA reports in their w ork. The low er and
upper bound of the 95 percent confidence intervals for our survey estimates are given at the left and
right ends, respectively, of each whisker. Margin of error for all estimates is 6 per centage points or
less at the 95 percentlevel of confidence.

aFor the purposes of our survey, we asked respondents to focus on analysis conducted separately
fromongoing case w ork.

According to law enforcement agency officials, agencies use a variety of
techniques to identify BSA reports from which investigations might be
started. For example, agencies participate in SAR review teams—
multiagency teams of federal, state, and local law enforcement agencies
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that cover all of the 94 judicial districts.4 These teams periodically review
SARs filed in their geographic area to identify cases for investigation. In
addition, officials from three of the six agencies stated that their agencies
had formal processes to periodically search the BSA database (often for
specific types of crimes or geographic areas) to identify reports for
investigation or analysis and provide this information to personnel.46
Based on our survey, we estimated that 68 percent of personnel who
used BSA reports almost always, frequently, or occasionally found
relevant reports through a referral or alert from their or another agency.4”
Finally, law enforcement agency officials told us that individual law
enforcement personnel search the database to find potential cases for
investigation or analysis.

Agencies measure the extent to which each SAR or other BSA report is
reviewed in various ways. For example, according to FInCEN officials,
FinCEN’s system can determine whether a BSA report has been viewed
or downloaded by agencies with direct access to search its database.48
As of December 2019, FinCEN reported that at least 60 percent of all
SARs filed had been reviewed by law enforcement agencies.4 Further,
according to FInCEN officials, as of December 2018, 10 federal agencies,
including the FBI, had agreements to periodically download the BSA
database into their internal computer systems. Although FInCEN does not
track the number of searches of the BSA database conducted by
agencies that download the database into their internal computer

45SAR review teams are composed offederal, state, and local law enforcementagencies.
The teams are located across the country and are responsible for coordinating follow -up
investigations stemming from analysis of SARs and other BSA reports. According to IRS -
Cl, the teams meetmonthlyto review SARs received from financial institutionsinajud icial
district.

46According to agency officials, periodic database searches often used keyword
searches, which allowed agencies to search information in SAR narratives, or personnel
would search by type of suspected crime.

47Referrals, alerts, oranalysis (including lead packages) came from one ofthe six
agencies,anotheragency,a SAR review team, or a taskforce. The 95 percentconfidence
interval for this estimate is (64,71).

48/As discussed laterin this report, FiINCEN manages an electronic database of S ARs,
CTRs, and other BSA reports that personnel with certain law enforcementagencies can
access directlyto search for reports relevant to their investigations and prosecutions.

49Financial Crimes Enforcement Network, “Prepared remarks of FinCEN Director Kenneth
A. Blanco” (delivered at the American Bankers Association/American Bar Association
Financial Crimes Enforcement Conference, Dec. 10, 2019).
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systems, according to FBI officials, 100 percent of BSA reports, including
SARs, are searched electronically by the FBI on its internal computer
system. FBI officials explained that they use data analytics to
systematically review each report to identify new cases as well as for
other uses, as discussed below.

Information to expand ongoing investigations and prosecutions. Our
survey also indicated that law enforcement personnel often reported
finding relevant BSA reports to expand the scope of investigations and
prosecutions (see fig. 5). Specifically, we estimated that 92 percent of law
enforcement personnel who used BSA reports for investigations almost
always, frequently, or occasionally found relevant BSA reports to identify
additional information about the subject.50 Similarly, our survey estimated
that law enforcement personnel who used reports during a prosecution
almost always, frequently, or occasionally found relevant BSA reports that
led to additional charges or additional defendants (83 and 78 percent of
the time, respectively).5

S0The 95 percentconfidence interval for this estimate is (90, 94). Additional information
provided by a BSA reportcould include a subject’s contactinformation, Internet Protocol
address, alternate names and addresses, and occupation oremployer,among other
things.

51The 95 percentconfidence intervals for these estimates are (79,86) and (74, 82),
respectively.
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Figure 5: Estimated Frequency with Which Law Enforcement Personnel Who Reported Using BSA Reports Found Relevant
Reports to Expand the Scope of Ongoing Investigations and Prosecutions, 2015-2018

Survey question: From 2015 through 2018, how frequently did you find Bank Secrecy Act (BSA) reports that were relevantfor the
following purposes when (a) conducting or assisting criminal investigations or (b) working on criminal prosecutions? @
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Source: GAO survey of law enforcement agencies. | GAO-20-574

Notes: We conducted a survey of 5,257 federal law enf orcement personnel responsible for
investigations, analysis, and prosecutions with the Drug Enforcement Administration, Federal Bureau
of Investigation, Homeland Security Investigations, Internal Revenue Service-Criminal Investigation,
Offices of the United States Attorneys, and U.S. Secret Service fromNovember 9, 2019, through
March 16, 2020. These agencies conducted approximately 57 percent of law enforcementagency
searches of the Financial Crimes Enforcement Netw ork’s BSA database for specific cases in 2018
(excluding search requests and searches conducted using downloaded data). Surveyresults are
generalizable to the personnelresponsible for investigations, analysis, and prosecutions at the six
federallaw enforcementagencies we surveyedwho used BSA reports in their w ork. The low er and
upper bound of the 95 percent confidence intervals for our survey estimates are given at the leftand
right ends, respectively, of each whisker. Margin of error for all estimates is 4 percentage points or
less at the 95 percentlevel of confidence.

®For the purposes of our survey, we asked respondents to focus onw ork that occurred after the
person had been formally accused of a crime. Work on criminal prosecutions includes w orkfor civilor
criminal assetforfeitures or for restitution purposes.

bAdditional information could include, for example, the subject’s contact information or Internet
Protocol address.

Agencies use a variety of techniques to help ensure personnel are
identifying BSA reports relevant to an ongoing investigation or
prosecution, according to law enforcement agency officials we spoke
with. For example, the FBI uses a BSA Alert System that performs
monthly searches of the BSA database to identify reports that contain
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information relevant to open cases (e.g., transactions engaged in by
suspects) and emails the results to case agents. In addition, database
users can set alerts to notify them of updates on certain subjects or
activities (such as a new SAR or CTR on a subject of interest). These
approaches can help ensure that law enforcement agencies consider new

reports as their investigation or prosecution evolves over time.

Information to help with other aspects of investigations, analysis,
and prosecutions. According to our survey, law enforcement personnel
often reported finding relevant BSA reports for other aspects of their
investigative, analytical, and prosecutorial work, including the following:

¢ Identifying assets for possible forfeiture or restitution. We
estimated that most personnel who used BSA reports during an
investigation or prosecution reported finding relevant reports to
help identify assets, including for forfeiture or restitution.52
According to law enforcement officials we spoke with,
investigators and prosecutors use information about a subject’s
assets to help prioritize investigations and to pursue forfeiture or
restitution.

¢ Confirming known information about a subject. According to
our survey, an estimated 93 percent of law enforcement personnel
who reported using BSA reports for investigations almost always,
frequently, or occasionally found relevant reports to confirm
information about a subject, and 93 percent who reported using
them for analysis almost always, frequently, or occasionally found
relevant reports to confirm previously identified trends, patterns, or
issues.53 Finding corroborating evidence to verify the basic facts
about a subject, for example, provides important information to

523pecifically, we estimated that 78 percentof personnel who used BSAreports during an
investigation almostalways, frequently, or occasionallyfound relevant reports to identify
assets forforfeiture or restitution (with a 95 percentconfidence interval of (75, 81)).
According to law enforcementagency officials with two agencies, personnel responsible
for investigations maywork with an investigative specialistto assistwith forfeiture
investigations. Similarly, 80 percent of personnel who used BSAre ports while working on
prosecutions almostalways, frequently, or occasionallyfound relevant reports to help
obtain assetforfeiture (76, 84) and 69 percentfound relevant reports to help obtain
restitution following ajudgment(65,73).

53The 95 percentconfidence interval for the estimate forlaw enforcementpersonnel who
used BSA reports when conducting investigations to verify or confirm known information
abouta subjectwas (92,95) and for personnel who used the reports to analyze trends,
patterns,andissues associated with criminal activity (separate from ongoing case work)
was (90, 95).
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law enforcement personnel to confirm the accuracy of their
existing work and help ensure they are using resources
appropriately, according to law enforcement officials from two
agencies we spoke with.

e Eliminating an investigation or narrowing the scope. We
estimated that 61 percent of personnel who reported using BSA
reports in their investigations almost always, frequently, or
occasionally found relevant reports to help eliminate or narrow the
scope of the investigation, and 82 percent of personnel who
reported using them as part of their analysis (separate from work
on specific cases) almost always, frequently, or occasionally found
relevant reports to help eliminate misleading trends, patterns, or
issues—potentially saving resources by allowing personnel to shift
to other work.54

According to law enforcement agency officials we spoke with, personnel
use every component of a BSA report to identify potentially useful
information.

Crimes for Which BSA Reports Were Used

Our survey results indicate that law enforcement personnel at the six
federal agencies we surveyed reported using BSA reports to investigate,
analyze, and prosecute a broad range of crimes from 2015 through 2018
(see fig. 6).55 We asked personnel who used BSA reports in their
investigations, analysis, and prosecutions about the types of crimes for
which they used BSA reports. Of the personnel who had worked on
financial and other fraud cases, we estimated that 89 percent used BSA
reports for those cases.56 Of the personnel who had worked on money
laundering cases, we estimated that 86 percent used BSA reports for that
work.5” Those law enforcement personnel who had worked on cases
related to drug trafficking or organized criminal enterprises also frequently

54The 95 percentconfidence intervals for these estimates are (58,64) and (77, 86),
respectively.

55\We identified key criminal activities thatgenerateillicitproce eds based on analysis of
Treasury's 2018 National Strategy for Comb ating Terroristand Other lllicit Financing .

56The 95 percentconfidence interval for this estimate is (86,91).

57The 95 percentconfidence interval for this estimate is (84, 88).
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used the reports—74 percent of personnel and 69 percent of personnel,
respectively.ss
. ____________________________________________________________________________________________________________________________|
Figure 6: Estimated Percentage of Law Enforcement Personnel Who Reported Using BSA Reports to Work on Various Crimes,
2015-2018
Survey question: From 2015through 2018, did you use Bank Secrecy Act (BSA) reports for yourwork on criminal investigations;

analysis of trends, patterns, and issues associated with criminal activities; or criminal prosecutions forany of the following potential
crimes??
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Notes: We surveyed 5,257 federal law enforcement personnel responsible for investigations,
analysis, and prosecutions with the Drug Enforcement Administration, Federal Bureau of
Investigation, Homeland Security Investigations, Internal Revenue Service-Criminal Investigation,
Offices of the United States Attorneys, and U.S. Secret Service fromNovember 9, 2019, through
March 16, 2020. These agencies conducted approximately 57 percent of law enforcementagency
searches of the Financial Crimes Enforcement Netw ork's BSA database for specific cases in 2018
(excluding search requests and searches conducted using downloaded data). Survey results are
generalizable to the personnel responsible for investigations, analysis, and prosecutions at the six
federallaw enforcement agencies we surveyedwho used BSA reports in connection with their w ork.
The low er and upper bound of the 95 percent confidence intervals forour survey estimates are given
at the leftand right ends, respectively, of each whisker. Margin of error for all estimates is 4
percentage points or less at the 95 percent level of confidence. Bars do not sumto 100 percent
because respondents could select multiple crimes for w hich they conducted work. This survey
question asked each respondent to selectamong “used,” “did notuse,” or “do not w orkin this area”
for each type of crime. To calculate the percentage w ho used BSA reportsfor a type of crime, w e
divided the number w ho selected “used”fromthe number w ho selected “used” plus “did not use”

58The 95 percentconfidence intervals for these estimates are (71,77), and (66, 72),
respectively.
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(excluding respondents who selected “do not workin this area” for that type of crime). For
respondents who did not check a response for a particular crime, w e assumed they did not use the
reports in their w ork on that crime type.

@For the purposes of our survey, we asked respondents to focus on analysis conducted separately
fromongoing case w ork. Similarly, in considering criminal prosecutions, we asked respondents to
focus onw orkthat occurred afterthe person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes.

In contrast, our survey found that among personnel who work on these
respective crimes, fewer personnel reported using reports for their work
on proliferation of weapons of mass destruction (14 percent), human
smuggling (25 percent), and human trafficking (27 percent) from 2015
through 2018.5¢ This difference may result from a lack of familiarity with
the reports by personnel working in these areas. According to Department
of Justice officials, the use of BSA reports by personnel working outside
of fraud and money laundering—areas typically thought of as financial
crimes—has increased over the last few years. In addition, some
personnel who investigate or prosecute criminal activities in these other
areas may have had difficulty identifying relevant BSA reports during this
period. For example, human trafficking and human smuggling were added
to the SAR form as separate suspicious activity categories in 2018.
Before that time, personnel working in these areas did not have a
systematic mechanism to identify potentially relevant reports when
starting investigations or analyzing criminal activities .60

Alternatives to BSA Reports

Our survey found that the majority of law enforcement personnel at six
federal law enforcement agencies reported that they had no comparable
alternative information source that was as efficient as using BSA reports
(see fig. 7). Specifically, we estimated that at least 74 percent of law
enforcement personnel who used BSA reports in their work on
investigations, analysis, or prosecutions from 2015 through 2018 reported

59The 95 percentconfidence intervals for these estimates are (11, 18), (22, 29), and (23,
31), respectively. In our survey, we defined human smuggling to include the illegal
transportation and potential harboring of people who have consented to their travel for a
fee and human trafficking to include the movementof nonconsenting persons, often
across borders, potentiallythrough force, fraud, or coercion.

60In a 2014 advisory, FinCEN encouraged banks to use common termsto reporton
human smuggling and human trafficking activities in the written portion of the SAR.
According to law enforcementagency staff we spoke with, agencies perform keyword
searches of SARs to identify reports on a specifictopic or activity, but officials with two of
the sixlaw enforcementagencies we spoke with noted thatthe effectiveness of this
approach can be limited because financial institutions mayuse differentterms on the form
to describe similar activities.
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either having no alternative source of information or having an alternative
source that was less efficient (that is, it involved more investigative
steps).61

. ____________________________________________________________________________________________________________________________|
Figure 7: Estimated Extent to Which Law Enforcement Personnel Who Used BSA Reports Reported They Could Have
Obtained the Same Information through Other Means, by Activity, 2015-2018

Survey question: Thinking about (1) starting or assisting criminal investigations; (2) conducting or assisting criminal investigations; (3)
analyzing trends, patterns, and issues associated with criminal activity; and (4) working on criminal prosecutions, could you generally
have obtained the same information you obtained through relevant Bank Secrecy Act (BSA) reports through othermeans? @
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Notes: We conducted a survey of 5,257 federal law enforcement personnelresponsible for
investigations, analysis, and prosecutions with the Drug Enforcement Administration, Federal Bureau
of Investigation, Homeland Security Investigations, Internal Revenue Service-Criminal Investigation,
Offices of the United States Attorneys, and U.S. Secret Service fromNovember 9, 2019, through
March 16, 2020. These agencies conducted approximately 57 percent of law enforcementagency
searches of the Financial Crimes Enforcement Netw ork's BSA database for specific cases in 2018
(excluding search requests and searches conducted using downloaded data). Surveyresults are
generalizable to the personnel responsible for investigations, analysis, and prosecutions at the six
federallaw enforcementagencies we surveyedwho used BSA reports in their w ork. The low er and
upper bounds of the 95 percent confidence intervals for our survey estimates are given at the leftand
right ends, respectively, of each whisker. Margin of error for all estimates is 6 percentage points or
less at the 95 percent level of confidence. Respondents who completed the survey questions prior to
this question, but did not check a response to this question w ere counted as “Don’t know .”

For the purposes of our survey, we asked respondents to focus on analysis conducted separa tely
fromongoing case w ork. In considering criminal prosecutions, w easked respondents to focuson

61The 95 percentconfidence interval for this estimate is (69, 80).
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w ork that occurred afterthe person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes.

According to law enforcement officials we spoke with, alternative
information sources to BSA reports include subpoenas, warrants, and
electronic and other surveillance, which typically are more time
consuming for law enforcement personnel to execute. For example, to
obtain records of a subject’s financial transactions, an investigator might
first need to use surveillance, informants, or other methods to identify the
subject’s banks. After identifying the institutions, the investigator would
work with a prosecutor to obtain a subpoena for bank records and then
have the subpoena served to the institution. Those records may, in turn,
identify additional financial institutions where the subject has accounts, for
which the investigator may seek additional subpoenas. According to an
official with one law enforcement agency, this process can take weeks to
months to execute. In comparison, an investigator could use a SAR to
identify a subject’s bank and request that the bank send certain bank
records without a subpoena.s2

The Majority of Federaland State Law Enforcement
Agencies Have Direct Accessto BSAReports and Have
Increased Their Use of Them

FinCEN manages the BSA database that electronically stores SARs,
CTRs, and other BSA reports that law enforcement agencies can usein
investigations and prosecutions and has procedures to grant agencies
direct access to search the database for relevant reports.63 To obtain
direct access, law enforcement agencies must enter into a memorandum
of understanding with FInCEN that specifies the terms and conditions
under which they agree to use the reports and protect their

62Banks mustprovide all documentation supporting the filing ofa SAR uponrequestbya
law enforcementagency. Supporting documentation includes all documentation orrecords
that assista bankin making the determination thatcertain activity required a SAR filing.

63Congress gave FinCEN responsibilityfor operating a government-wide data access
service for SARs, CTRs,and other BSA reports. See 31 U.S.C. § 310(b)(2(B). Treasuryis
further tasked with establishing and maintaining operating procedures thatallow for the
efficient retrieval of information from FinCEN’s BSA database, including bycataloguing the
information in a mannerthat facilitates rapid retrieval by law enforcementpersonnel of
meaningful data. See 31 U.S.C. § 310(c).
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confidentiality.s4+ According to our analysis of FInCEN’s data, FinCEN had
memorandums of understanding with 464 agencies as of December
2018, of which 318, or 69 percent, were with federal, state, or local law
enforcement agencies.s5 The number of law enforcement agencies with
direct access to the BSA database increased by 9 percent from 2014
through 2018, largely due to a 19 percent increase in the number of local
law enforcement agencies with such access. (The other types of agencies
with direct access include regulatory agencies, such as federal and state
banking regulators; intelligence agencies; and other departments or
independent agencies.s6)

According to our analysis of FInCEN’s data, the majority of federal and
state law enforcement agencies have direct access to the BSA database,
and the vast majority of local law enforcement agencies do not.
Specifically:

¢ Federal agencies. About 85 percent of federal law enforcement
agencies had direct access to the database in 2018. This includes

64According to FinCEN officials, ensuring appropriate use ofthe reports includes limiting
access to personnel with an appropriate use forthem and ensuring thatthe searches
conducted are only for authorized purposes. FinCEN requires each agencywith a
memorandum ofunderstanding to manage the process for providing access to individual
users within thatagency. This process includes conducting a background check before
allowing new users to access the system. An agreementforagency personnelto access
FinCEN’s BSA database does notprovide all personnelinthatagency database access.

65We counted only those agencies with an active memorandum ofunderstanding—
meaning thatthey had a signed agreementwith FinCEN and they had at leastone
registered userin thatyear, accordingto FinCEN’s data. We counted agencies in the
Districtof Columbia andin Puerto Rico as state agencies and excluded agenciesin the
remaining U.S. territories from our analysis. For purposes ofourreport, we considered law
enforcementagencies to be those that employfull-time law enforcementofficers or
prosecute criminal activity, including the U.S. Attorneys’ Offices, state attorney general
offices,and local districtattorneys’ offices. We considered all state revenue authorities
with a criminal investigation unitto be law enforcementagencies. Some personnel from
other federal, state, and local agencies thatserve on federal task forces, such as the DEA
State and Local Task Force Program, may have access to the BSA database through the
federal agency managing the task force. Use of the BSA database by task force personnel
is limited to use for task force activities.

66Federal and state regulatoryagencies use BSAreports to help oversee financial
institutions’ compliance with BSArequirements. We previouslyreported on how
supervisoryagencies supervise,examine for, and enforce BSA compliance;see
GAO-19-582. According to federal banking agencyofficials,banking agencies also can
use BSA reports to help identify illicitactors and activities in financial institutions, including
by evaluating proposed applicants to lead institutions and identifying potential ins ider
abuse orfraud.
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68 percent of agencies with full-time federal law enforcement
officers, such as DEA, FBI, Immigration and Customs
Enforcement, and Secret Service.s7 In addition, all 93 U.S.
Attorneys’ Offices had direct access.

o State agencies. Overall about 54 percent of state law
enforcement agencies had direct access to the BSA database in
2018.68 This included 49 of the 51 state police departments
(including the District of Columbia and Puerto Rico).69 In addition,
20 of the 52 state attorney general offices, or 38 percent, had
direct access to the database. Finally, eight of the 35 state
revenue offices with criminal investigation units, or 23 percent,
had direct access to the database.”

¢ Local agencies. Less than 1 percent of the local law enforcement
agencies had access in 2018.7* These agencies include county
and municipal police departments and district attorney offices in
23 states.

Database searches by federal, state, and local law enforcement agencies
increased significantly from 2014 through 2018, according to our analysis

67For the purposes ofourreview, federal law enforcementofficers are full -time federal
officers who are authorized to make arrests and carry firearms, excluding employees
within intelligence and militaryagencies. In October 2019, the DepartmentofJustice
issued an updated listoffederal agencies employing full -time federal law enforcement
officers as of 2016. See Departmentof Justice, Federal Law Enforcement Officers,
2016—Statistical Tables.

68For the purpose ofthis calculation, we limited the definition of state law enforcement
agencies to (1) state police agencies (one perstate), (2) state attorney general offices,
and (3) state revenue offices with a criminal investigation unit.

69Hawaii does nothave an equivalentstate police agency.
7ONot all state revenue offices have criminalinvestigation units.

71To calculate the percentage of local law enforcementagencies with directaccess to
FinCEN’s BSAdatabase,we used the DepartmentofJustice’s 2016 Law Enforcement
Managementand Administrative Statistics survey which estimates the numberoflocal
general purpose law enforcementagencies including municipal, county, and regional
police departments and mostsheriff's offices and excluding special-purpose agencies and
sheriff's offices with only jail and court duties. For a summaryofthe survey results, see
DepartmentofJustice, Local Police Departments, 2016: Personnel.
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of FInCEN data.”2 Law enforcement agencies with direct access
conducted searches for approximately 133,000 cases in 2018—a 31
percent increase from approximately 102,000 cases in 2014. Federal law
enforcement agencies accounted for the majority of the cases (81
percent) involving a BSA database search by law enforcement agencies.
The number of cases for which state and local law enforcement agencies
searched the BSA database also increased during the period—by 19
percent and 48 percent, respectively.

FinCEN Lacks Written Policies and Procedures to Help
Ensure That Agencies without Direct Access Use BSA
Reports to the Greatest Extent Possible

In December 2019, FInCEN's director said that because BSA reporting is
so valuable, BSA reports must be used to the greatest extent possible.”3
Law enforcement agencies that investigate or prosecute financial and
related crimes for which BSA reports could be useful do not all have
direct access to the BSA database. Further, agencies without direct
access face other hurdles that may limit their use of the database, but
FinCEN has not developed written policies and procedures that mitigate
such hurdles.

Our analysis identified the following examples of law enforcement
agencies that investigate or prosecute financial and related crimes for

72FinCEN’s data on use of the database by agencies with directaccess includes the
numberofcases (termed “searches” by FinCEN)worked on by users ofthe database.A
caseis anindividual case, analysis, orexamination conducted forwhich a usersought
information from the database. In addition, according to FinCEN officials, as of December
2018, 10 federal agencies had agreements to periodicallydownload the BSA database
into theirinternal computer systems.Personnelin agencies with accessto the
downloaded data are able to search the database directly. FinCEN does not
systematicallycollectinformation on the num ber of cases worked with these data, and
therefore we have notincluded them in our analysis ofuse of the database. Finally, this
analysis does notinclude searches conducted by FinCEN as part of federal agency
background checks oron behalf of non-U.S. agencies.

73Financial Crimes EnforcementNetwork, “Prepared remarks of FinCEN Director Kenneth
A. Blanco.”
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which BSA reports could be useful but did not have direct access to the
BSA database as of December 2018.74

o Twenty-six federal law enforcement agencies, including at least
two that investigate financial crimes and terrorism, did not have
direct access. As discussed earlier, our survey found that
investigators routinely reported using BSA reports in
investigations, including to provide additional information about
suspects and their financial records.

e Thirty-two state attorney general offices, including offices that
prosecute criminal cases involving money laundering, such as
organized crime, public corruption, and human trafficking, did not
have direct access. Our survey found that personnel with U.S.
Attorneys’ Offices that used BSA reports in their prosecutions
reported finding relevant BSA reports that led to additional
charges or defendants and helped provide the basis to obtain a
criminal conviction.

e Twenty-seven state revenue authorities with criminal investigation
units, which are responsible for investigating state tax fraud, did
not have direct access. Our survey estimated that 95 percent of
investigators with IRS-CI, the equivalent federal law enforcement
agency, reported using BSA reports in their work.7s

e Twenty-one of the 50 largest local police departments, which
investigate crimes that could involve money laundering, such as
drug trafficking, financial crimes, cybercrimes, terrorism, and
human trafficking, did not have direct access.”¢ For example,
Ohio’s two largest cities are among the 50 largest local police
departments in the United States. A 2015 Ohio Department of
Public Safety report found that some of the highest financial crime
rates in the state were in those two cities; however, only one of

74To identify examples oflaw enforcementagencies withoutdirectaccess to the BSA
database,we compared FinCEN’s data onlaw enforcementagencies with directaccess o
information from the Departmentof Justice, the National Association of Attorneys General,
and our analysis of state revenue authorities. For additional information on our
methodology, see app.|.

75The 95 percentconfidence interval for this estimate is (92,97).

76This figure is based on the Law EnforcementManagementand Administrative Statistics
survey, 2016, conducted by the Departmentof Justice’s Bureau of Justice Statistics.
Large local police departments serve areas with a population of 100,000 ormore.
DepartmentofJustice, Local Police Departments, 2016: Personnel.
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the two local police departments in those cities had direct access
to BSA reports.77

According to FinCEN officials, the agency limits direct access to the BSA
database to manage its oversight costs and to protect against improper
access to BSAreports. FINCEN uses a set of criteria to score a law
enforcement agency requesting direct access.”8 If the agency’s total score
does not reach the minimum threshold, then FinCEN denies the request.
From 2015 through 2018, FinCEN denied approximately 39 percent of the
103 applications it received. To help ensure BSA reports are accessed
only by authorized users for authorized purposes, FInCEN conducts
annual inspections of law enforcement agencies with direct access.
FinCEN also monitors searches to identify any irregular use.

Law enforcement agencies without direct access to the BSA database
can request searches of the database to obtain BSA reports potentially
relevant to their investigations and prosecutions. FinCEN created
procedures to enable law enforcement agencies without direct access to
request that FinCEN or a FinCEN state coordinator search the database
for reports involving their investigations and prosecutions.’ However, we
found that relatively few state and local agencies requested such
searches. Based on our analysis of FINCEN’'s and the Department of
Justice’s data, we estimated that between 4 and 8 percent of the more
than 15,000 state and local police departments requested searchesin
2018.80 At the same time, according to the Department of Justice,
approximately 87 percent of large local police departments and 24
percent of smaller local police departments designated personnel to
investigate financial crimes.81

77Financial oreconomic crime encompasses counterfeiting, forgery, fraud, embezzement,
bribery, and passing bad checks. Ohio DepartmentofPublic Safety and Office of Criminal
Justice Services, Economic Crime in Ohio Report 2015.

78The specificcriteria to assess each ofthese areas vary depending on whetherthe
applicantis from a federal, state, or local agency. The criteria include the number of staff,
number of potential BSA database searches, location,and agencypriorities.

79According to FinCEN, each state has at leastone agency that serves as the FinCEN
state coordinatorand conducts searches ofthe BSA database atthe requestof state and
local agencies in that state.

80See app. | for a discussion ofour methodology.

81Large local police departments serve areas with 100,000 or more residents,and smaller
local police departments serve areas with a population offewerthan 100,000 residents.
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Our analysis of statements made by officials at six federal law
enforcement agencies, five FINCEN state coordinators, and FInCEN staff
found that agencies without direct access face hurdles that may limit their
use of the database. These hurdles include the following:

¢ Lack of knowledge about BSA reports and their potential
uses. According to FInCEN officials, they do not have policies and
procedures to promote the use of BSA reports to law enforcement
agencies without direct access. Officials said that they do not have
a formal outreach strategy that targets agencies without direct
access; have not assessed which federal, state, and local
agencies without direct access could benefit from using BSA
reports; and have not developed or distributed educational
materials to help agencies without direct access better understand
how they could use BSA reports to assist their investigations or
prosecutions. FInCEN officials told us that they rely on law
enforcement agencies to independently learn about BSA reports,
including through training and from other agencies, and to then
contact FInCEN to ask about using the reports for their activities.
The five FINCEN state coordinators we spoke with told us that
they were unsure of the extent to which state and local agencies
without direct access were familiar with the BSA database or how
it could support their work. Four of the five coordinators said they
have tried to promote use of BSA reports as one of multiple
resources provided by their agency, but had limited time and
resources for such activities. One coordinator told us that he had
never considered trying to promote BSA reports to other agencies
in the state, and another said that FInCEN could do more outreach
to certain law enforcement agencies in their state.

In contrast, FinCEN regularly contacts law enforcement agencies with
direct access to the BSA database to help ensure it meets their
needs. FINCEN officials told us that FiInCEN surveys database users
annually to assess their satisfaction and to identify ways to improve
database functionality and users’ experience. FInNCEN also holds
periodic training and outreach sessions to help ensure that personnel
in agencies with direct access know how to use the database
efficiently.s2

¢ Procedures that limit report use. State coordinators told us that
a law enforcement agency requesting a search must provide the

82FinCEN estimated thatit trained about 5,600 personnelinfiscal year2018 and about
8,000 personnelinfiscal year 2019.
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case number, which indicates that a formal investigation has been
initiated. As a result, several law enforcement personnel told us
that an agency would not be able to request a search to generate
leads to start a new investigation. As discussed earlier, our federal
law enforcement survey found that personnel frequently reported
using searches of the BSA database to generate leads to start
investigations. In addition, one state coordinator also told us that
agencies without direct access may limit their requests to
significant cases to avoid overburdening their state coordinator.
Finally, agencies that request a search through another agency
have limited ability to refine the search based on initial search
results unless they request a new search. According to officials at
six federal law enforcement agencies, the ability to refine BSA
searches based on the previous search findings is important to
getting the largest benefit from the database.

Congress mandated that FinCEN operate a government-wide data
access service for BSA reports and disseminate the available reports to
identify possible criminal activity to appropriate federal, state, and local
law enforcement agencies, among other things.83 FInCEN is tasked with
establishing and maintaining operating procedures that allow for the
efficient retrieval of information from FINCEN's BSA database, including
by cataloguing the information in a manner that facilitates rapid retrieval
by law enforcement personnel of meaningful information.s4 Moreover, in
its 2014—2018 strategic plan, one of FinCEN's strategic goals was to
maximize sharing of financial intelligence with its partners by, among
other things, operating a data access program. According to federal
internal control standards, agencies should design control activities, such
as policies and procedures, to achieve objectives and respond to risks.85

However, our findings indicate that law enforcement agencies without
direct access are likely not using BSA reports to the greatest extent
possible. FINCEN's written policies and procedures do not specifically
address how to achieve that outcome and overcome existing hurdles.
Such policies and procedures could include the development and
implementation of an outreach strategy, processes to assess which
agencies without direct access could benefit from using BSA reports, and
the development and distribution of educational materials to raise

8331 U.S.C. § 310(b)(2)(B)-(E).
8431 U.S.C. § 310(c)(1).

85GAQ, Standardsfor Internal Control in the Federal Government, GAO-14-704G
(Washington, D.C.: Sept. 14, 2014).
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awareness about BSA reports and help agencies better understand how
they could use them to assist their work. According to FinCEN officials,
they recognize there is an opportunity to work more closely with FinCEN
state coordinators to promote the value of BSA reports to local law
enforcement agencies. By developing specific policies and procedures to
promote greater use of BSA reports, FInCEN would help ensure that law
enforcement agencies without direct access are using BSA reports to the
greatest extent possible to combat money laundering and apprehend
criminals, while continuing to safeguard this information from improper
disclosure.

FIinCEN Is Considering Ways to Systematically Collect
Information on the Value of BSA Reports

Some law enforcement agencies collect certain statistical information on
the role BSA reports play in investigations and prosecutions, among other
things.sé For example, IRS-CI reports annually on the number of BSA
investigations the agency initiated.8” It also collects internal data on the
number of new investigations, indictments, convictions, and sentencings
that were based on the work of the SAR review teams. Similarly, FBI
collects information on how often a BSA report was directly linked to the
main subject of an open investigation. Although it is not possible to
directly link a report to an effect on the case’s progression, these data
provide insight into the extent to which BSA reports potentially are used to
inform case activities.

Other law enforcement agencies told us that systematically tracking
information on the outcomes from use of BSA reports is difficult because
of policy or computer system limitations and the complexity of accurately
assessing the contribution of one data source to such an outcome. For
example, officials from the Department of Justice’s Executive Office for
United States Attorneys said that their case management system does
not track if BSA reports were used to initiate or assistin a case.
According to law enforcement agency officials we spoke with, measuring
the contribution of BSA reports to any one case is difficult because they

86\We previously reported on the extent to which FinCEN and law enforcementagencies
produced metrics on the usefulness of BSA reportingin GAO-19-582.

87IRS publishesinformation on the numberof BSA investigations inits annual reports.

See, for example, Internal Revenue Service, IRS: Criminal Investigation Annual Report
2019(2019).
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are one of many information sources used by law enforcement during the
course of an investigation or prosecution.

Systematically collecting information on outcomes from use of BSA
reports is essential to understanding the value of the program and a
critical step toward streamlining and improving the program for the future.
In 2019, FInCEN began a study with the goal of establishing a more
rigorous and repeatable set of approaches to define and determine the
value of BSA reporting to achieving the program’s intended outcomes of
safeguarding the U.S. financial system from illicit financial activity,
combating money laundering, and promoting national security. In
particular, FINCEN is seeking input on how to better identify, track, and
measure the value of BSA reporting on a recurring basis. According to
FinCEN officials, FInCEN received the final report from the consultant in
April 2020 and is in the process of developing plans to address the
study’s recommendations.

BSA/AML Compliance Cost Burden Varied
Among Selected Banks, and Selected Banks
Limited Higher-Risk Activities to Manage Costs

For the 11 banks we reviewed, individual banks’ total direct costs for
BSA/AML compliance in 2018 ranged from about $14,000 to about $21
million.88 Compliance costs were higher in total for larger banks in our
review but higher proportionately (as a percentage of noninterest
expenses) for smaller banks. Customer due diligence requirements
generally were the most costly compliance area. Although the banks we
reviewed generally did not directly attempt to recoup compliance costs
from customers, they limited access to certain higher-risk products and
services to manage compliance costs.

88See app. lll for more details on the banks we reviewed and their compliance cost
estimates. We did not considerregulatoryfines, penalties, or forfeitures for noncompliance
with the BSA/AML regulations to be a cost. For example, from January 2009 to December
2015, the federal governmentassessed about $5.2 billion for BSA/AML violations. See
GAO, Financial Institutions: Fines, Penalties, and Forfeitures for Violations of Financial
Crimes and Sanctions Requirements, GAO-16-297 (Washington,D.C.: Mar. 22, 2016).
We usedinformation from the federal banking agencies to confirm thatthe banks we
selected were notsubjectto BSA/AML -related formal enforcementactions inrecentyears.
We did not assessthe qualityof banks’ BSA/AML programs.
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Estimated Total BSA/AML Compliance Costs Were
Highest for Larger Banks, but Costs Were Proportionately
Higher for Smaller Banks We Reviewed

For the 11 banks in our nongeneralizable review, larger banks generally
incurred greater total direct costs to comply with the BSA/AML
requirements in 2018.89 As shown in figure 8, our estimates of the total
direct costs for the two largest banks, which each had over $50 billion in
total assets in 2018, were about $15 million and $21 million,
respectively.90 By comparison, our estimates of the total direct costs for
the two smallest banks, which each had less than $50 million in total
assets in 2018, were about $14,000 and $16,000, respectively.

89As discussedin more detailin app. |, we selected the banks in consideration oftheir
type (communitybank, regional or national bank, or credit union), location, size (total
assets), BSA/AML reporting frequency (numberof SARs filed), and other factors. Our
estimates coverthe BSA/AML compliance program and otherregulatoryrequirements
included in FFIEC’s examination manual (exceptthe Office of Foreign Assets Control
sanctions requirement, which FinCEN does notadminister).

90Total assets are based onthe December2018 Call Reports and include cash, loans,
securities,bank premises, and otherassets. Ourestimates ofeach bank’s annual
BSA/AML compliance costs generallycaptured directcosts (labor, software, and third
parties)butnotindirectcosts, such as office space ordepreciation on computersystems.
As a result,our estimates mayvary from other costmeasures, such as banks’ budgets.
Forinstance, we estimated thatone bank’s total directcosts were about$15 millionin
2018, whichincluded costs for activities directly related to compliance thatwere incurred
for BSA/AML personnel and non-BSA/AML personnel,such as tellers and branch
managers. Incomparison, the bank’s representatives told us the BSA/AML department’s
entire budgetin 2018 was about$13 million, which included total salaries and benefits for
BSA/AML personnel, office space, depreciation on computer systems, third -partyvendors,
and travel.
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Figure 8: Estimated Total Direct Costs for Bank SecrecyAct/Anti-Money Laundering Compliance for Selected Banks in 2018

/4

Selected bank (total assets)

Very large bank A (3101 B or more)
Very large bank B ($51 B-$100 B)

Large bank (31.1 B-$5 B) $434,000

Large community bank A ($501 M-$600 M)
Large community bank B ($401 M-$500 M) $92,000
Large credit union A ($101-$200 M) $237,000

Large credit union B ($101-$200 M) $73,000

Small community bank A ($101-$200 M) $43,000

Small community bank B ($101-$200 M)

Small credit union A ($50 M or less) $16,000

Small credit union B (350 M or less) $14,000

0 100,000 300,000 500,000 // 5,000,000 15,000,000 25,000,000
Dollars

Legend

B = Billion, M = Million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold.

Larger banks that we reviewed tended to have higher total direct costs for
BSA/AML compliance than smaller banks, in part because of their greater
volumes of activity and risk. For example, the largest two banks opened
several hundred thousand new accounts in 2018, whereas the smallest
two each opened fewer than 200 new accounts. As a result, the larger
banks incurred greater costs to meet the BSA/AML’s customer due
diligence and reporting requirements, such as suspicious activity
reporting. In addition, the larger banks we reviewed tended to offer a
wider range of products and services to a broader customer base than
smaller banks—resulting in greater risk for money laundering, terrorism
financing, and other illicit financial activity. Because banks must have
BSA/AML compliance programs commensurate with their risks, the larger
banks employed additional compliance personnel and maintained more
sophisticated internal controls, which increased their direct costs.
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At the same time, direct costs were proportionately higher for the smaller
banks we reviewed.?' As shown in figure 9, total direct costs for BSA/AML

compliance as a percentage of operating expenses were about 2 percent,
on average, for the three smallest banks in our review.2 By comparison,
these costs were about 0.6 percent of operating expenses for each of the

three largest banks, on average.

|
Figure 9: Estimated Total Direct Costs for Bank Secrecy Act/Anti-Money Laundering
Compliance as a Percentage of Operating Expenses for Selected Banks in 2018

Selected bank (total assets)

Very large bank A (3101 B or more)

Very large bank B ($51 B-$100 B)

Large bank ($1.1 B-$5 B)

Large community bank A (3501 M-$600 M)
Large community bank B ($401 M-$500 M)
Large credit union A ($101-$200 M) 4.9%

Large credit union B ($101-$200 M)
Small community bank A ($101-$200 M)
Small community bank B ($101-$200 M)

Small credit union A (350 M or less)

Small credit union B ($50 M or less)
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Percentage

Legend

B = Billion, M = Million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal
Reserve System, and National Credit Union Administration. | GAO-20-574

910ther studies thathave examined BSA/AML compliance costs have also noted that
larger banks and otherfinancial institutions tend to bear greater costs while smaller banks
and financial institutions tend to bear greater costs as a percentage of total assets. For
further information on the results and limitations ofthese studies, see app. IV.

92\We determined each bank’s operating expenses using the noninterestexpenses field
from the December 2018 Call Report. Noninterestexpensesinclude operating costs, such
as salaries and benefits, real estate, legal fees, and advertising, but not interestexpenses,
such as interestpaid on deposits.
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Note: Banks are rank ordered based on total assets as of December 2018. We defined s mall or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. We determined each
bank’s operating expenses using the noninterest expenses field fromthe December 2018 Call

Report. Noninterest expenses include operating costs, such as salaries and benefits, real estate,
legal fees, and advertising, but not interest expenses, such as interest paid on deposits.

Figure 9 also shows that total direct costs can differ between banks of
comparable type and size. As we discuss further below, some of this
difference was due to variations in the costs banks incurred to comply
with certain requirements, such as currency transaction reporting, which
resulted from differences in their compliance processes, customer bases,
and other factors.

Customer Due Diligence and Suspicious Activity
Reporting Requirements Generally Were the Most Costly
for the Selected Banks

For the 11 banks in our review, which cannot be generalized to other
banks, the costto comply with individual BSA/AML requirements varied
widely, as shown in figure 10. For example, for the 11 banks, we found
the following:

e The customer due diligence and reporting requirements generally
were the most costly regulatory areas—representing, on average,
about 29 and 28 percent of total BSA/AML compliance costs,
respectively.

e Costs associated with the BSA/AML compliance program
requirements represented, on average, about 18 percent of total
BSA/AML compliance costs.

e All but one of the banks we studied incurred additional costs for
specialized BSA/AML compliance software and general third-party
vendors—about 17 percent of total BSA/AML compliance costs,
on average.®

93We report software costs separatelyand do not allocate them by requirementbecause
the banks we reviewed commonlyused the same software to meetmultiple BSA/AML
requirements.
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Figure 10: Estimated Costs for Compliance Requirements as a Percentage of Total Direct Costs for Bank Secrecy Act/Anti-
Money Laundering Compliance for Selected Banks in 2018

Selected bank (total assets)
Average 17%
Very large bank A (3101 B or more)
Very large bank B ($51 B-$100 B)
large bank ($1.1 B-$5 B)
Large community bank A ($501 M-$600 M)
Large community bank B ($401 M-$500 M)
Large credit union A ($101-$200 M)
Large credit union B ($101-$200 M)
Small community bank A ($101-$200 M)

Small community bank B ($101-$200 M)

Small credit union A ($50 M or less)

Small credit union B ($50 M or less)
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Percentage

- Customer due diligence requirements®

- Reporting requirements®

Compllance program requirements®

Other reqmrements
Software and other third parties®

Legend
B = Billion, M = Million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold.

#There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher-risk customers, including for foreign correspondent accounts and private accounts for certain
non-U.S. persons.

®There are five key reporting requirements included in our review : (1) suspicious activity reporting, (2)
currency transaction reporting, (3) currency transaction reporting exemptions, (4) foreign bank and
financial accounts reporting, and (5) international transportation of currency or monetary instruments
reporting.
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“There are four minimum compliance program requirements for a Bank Secrecy Act/Anti-Money
Laundering (BSA/AML) program: (1) internal controls, (2) independent testing, (3) training, and (4) a
BSA/AML officer. We do not separately report a costfor BSA/AML officers because we generally
captured their direct costs in our estimates for other BSA/AML requirements.

90ther requirements include costs for four other requirements that, on average, each comprised less
than 5 percent of total direct BSA/AML costs for the 11 banks: (1) money instruments recordkeeping,
(2) funds transfers recordkeeping, (3) information sharing, and (4) special measures.

°Most of the banks used software to help comply w ith their customer due diligence, reporting, or other
BSA/AML requirements. We report all software costs separately because the banks commonly used
the same software to comply w ith multiple requirements and generally could not precisely allocate
software costs for each requirement. Other third parties include vendors that w ere not associated with
a specific requirement (e.g., compliance consultants).

Customer Due Diligence Requirements

For the 11 banks in our review, estimated costs for complying with the
customer due diligence requirements ranged from about 15 percent to
about 59 percent of total direct BSA/AML costs.% These requirements
collectively were more costly than any other BSA/AML requirement (as a
percentage of total costs) for five of the 11 banks, including the four
largest.

Although the scale of their customer bases varied, the banks we studied
generally told us they use similar procedures to comply with the customer
due diligence requirements during account openings. Customer service
personnel, such as member service representatives or personal bankers,
collect required customer due diligence information concurrently from new
customers when establishing the new account. As discussed previously,
this process includes identifying information for the customer and, if the
customer is a legal entity, for any beneficial owners (name, address, date
of birth, and tax identification number) and other information needed to
establish the nature and purpose of the account, such as the customer’s
occupation and expected account activity. Another individual, often the
BSA/AML officer, reviews the information collected to confirm its

94As previously discussed, customerdue diligence includes four core elements: (1)
customeridentification and verification (known as the customeridentification program), (2)
beneficial ownership identification and verification (for legal entities), (3) understanding the
nature and purpose of customerrelationships to develop a customerrisk profile,and (4)
ongoing monitoring for suspicious transactions and updating customerinformation on a
riskbasis. See 81 Fed. Reg. 29,398 (May 11, 2016). We also asked banks toinclude
costs for additional due diligence for higherrisk customers, including for foreign
correspondentaccounts and private accounts for certain non-U.S. persons. BSA/AML
reporting requirements include suspicious activity reporting, currency transaction reporting
and exemptions, foreign bank and financial accounts reporting, and international
transportation of currency or monetary instruments reporting.
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Im plementation Costs for the New
Beneficial Ow nership Re quirement

The 11 banks w e studied also incurred one-
time implementation costs to comply w ith the
new beneficial ow nership requirement for
legal entity customers, w hich has an
applicability date of May 11, 2018, as part of
the Financial Crimes Enforcement Netw ork’s
final rule on Customer Due Diligence
Requirements for Financial Institutions. Banks
w e reviewed incurred costs to research the
new requirement, update policies and
procedures, revise information collection
systems, and train personnel. How ever,
implementation costs varied. For example:

e Small creditunion B ($50 million or less in
total assets), which opened only one legal
entity accountin 2018, spentunder $100
to implement the new requirement,
including to update policies and train
personnel.

e Verylarge bank A ($101 billion or more in
total assets), which opened over 36,000
legal entity accounts in 2018, spentan
estimated $3.7 million. Bank
representatives told us that they assigned
tw o senior compliance personnelto the
implementation projectover a 2-year
period, updated hardw are and software
systems, and trained approximately 4,000
bank personnel on the new requirement.

Source: GAO analysis of data from selected banks, Federal

Deposit Insurance Corporation, Board of Governors of the

Federal Reserve System, and National Credit Union

Administration. | GAO-20-574

Note: Banks w ere required to become

compliant w ith the beneficial ow nership

requirement w ithin 2 years of the issuance of
the finalrule on May 11, 2016. Therefore, we
estimated implementation costs over the
period from2016 through 2018. We did not
separately estimate implementation costs for
the other core requirements in the final rule
because they w ere already explicitly or
implicitly required for existing requirements.

completeness and identify potential concerns, such as missing
information or high-risk indicators that could trigger additional due

diligence. Bank personnel—often with the assistance of automated
software at larger banks—then analyze the information collected to
assign a risk rating to the account, which determines the extent of
ongoing monitoring required.

Because compliance costs for the customer due diligence requirements
largely are a function of the number of customers, the larger banks we
reviewed incurred greater compliance costs. These costs ranged from
about $2,600 for a small credit union that opened fewer than 200 new
accounts in 2018 to about $12 million for a very large bank that opened
more than 100,000 new accounts.

As shown in table 1, the selected banks spent an estimated average of
$15 per new accountto comply with the customer due diligence
requirements in 2018, and per-account costs ranged from $5 to $44.95
This range was due, in part, to differences in the types of accounts banks
opened and the time they required to collect and review customer
information. For example, we estimated that bank personnel required
about 30 minutes, on average, to collect and review customer information
when opening new consumer (or personal) accounts, compared to over 1
hour for new commercial (or business) accounts, which often required the
collection of beneficial ownership information. Several banks told us this
process involved collecting and reviewing documentation from state
agencies to verify this information, such as certificates of good standing
that certify that a business has registered with the state and is authorized
to conduct business there.

95\When possible, we excluded ongoing monitoring and additional due diligence costs from
our estimates of customerdue diligence costs pernew accountbecause such costs also
applyto existing accounts.
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Table 1: Range of Number of New Accounts and Average Estimated Customer Due
Diligence Costs per New Account for Selected Banks in 2018

Selected banks (total assets) Range of number Average estimated
of new accounts customer due

diligence cost per new

account (dollars)

Very large bank A ($101 B or more) 100,001-500,000 44
Very large bank B ($51B-$100B) 500,001 or more 6
Large bank($1.1 B-$5B) 501-1,000 10
Large communitybank A ($501 M— 1,001-5,000 17
$600 M)

Large communitybank B ($401- 1,001-5,000 5
$500 M)

Large credit union A ($101 M=$200 401-500 31
M)

Large credit union B ($101 M=$200 501-1,000 6
M)

Smallcommunitybank A ($101 M- 501-1,000 12
$200 M)

Small communitybank B ($101 M- 501-1,000 18
$200 M)

Small creditunion A ($50 M or less) 200 orless 7
Small creditunion B ($50 M or less) 200 orless 8

Legend: B = billion; M = million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve
System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. Estimated customer
due diligence cost per new accountincludes personnel costs to collect and review identifying
information for customers and beneficial ow ners, as well as other information needed to understand
the nature and purpose of the account and establish a risk rating. Because the requirements to
conduct additional due diligence and ongoing monitoring also apply to existing accounts, w e excluded
them fromthese estimates. Because the number of accounts opened by a bank may be an identifying
feature, w e only reporta range.

Reporting Requirements

For the 11 banks in our review, we estimated that their costs to comply
with the BSA/AML reporting requirements ranged from about 6 percent to
about 44 percent of total direct BSA/AML costs (seefig. 11). These
requirements include fiing SARs, CTRs, foreign bank and financial
accounts reports, and international transportation of currency or monetary
instruments reports. For example:
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e Suspicious activity reporting. The 11 banks spent from about 6
percent to about 44 percent (or about 25 percent, on average) of
their total direct BSA/AML costs to meet the SAR requirements.
Compliance with these requirements was the most costly of all the
BSA/AML compliance requirements for five of the 11 banks we
studied. All but the three smallest banks used software to assist
with suspicious activity monitoring and reporting; however, we
report software costs separately below because banks also used
suspicious activity monitoring software to comply with other
requirements.

e Currency transaction reporting. The selected banks spent from
a low of less than 1 percent to a high of about 20 percent (or
about 3 percent, on average) of total direct BSA/AML costs to
comply with the CTR reporting and exemption requirements.

e Other BSA/AML reporting requirements. Representatives from
the 11 banks told us that they incurred few, if any, costs to comply
with the requirements to report international transportation of
currency and monetary instruments and foreign bank and financial
accounts .96

9%None of the 11 banks—even the two largest, internationallyactive banks—reported filing
a Reportof International Transportation of Currencyor Monetary Instruments in2018,in
part because banks are generallyexemptfrom the requirementifthey transportcurrency
or other monetaryinstruments through the postal service ora common carrier. Further,
only the two largestbanks reported filing alimited number of Reports of Foreign Bank and
Financial Accounts, but neither filed such reports on behalfof customers.
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Figure 11: Estimated Costs for Key Reporting Requirements as a Percentage of Total Direct Costs for Bank Secrecy Act/Anti-
Money Laundering Compliance for Selected Banks in 2018

Selected bank (total assets)
Average
Very large bank A (3101 B or more)
Very large bank B ($51 B-$100 B)
Large bank ($1.1 B-$5 B)
Large community bank A ($501 M-$600 M)
Large community bank B ($401 M-$500 M)
Large credit union A ($101-$200 M)
Large credit union B ($101-$200 M)
Small community bank A ($101-$200 M)
Small community bank B ($101-$200 M)
Small credit union A ($50 M or less)

Small credit union B ($50 M or less)
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Percentage

- Suspicious activity reporting

- Currency transaction reporting and exemptions
Legend

B = Billion, M = Million
Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. Suspicious activity
reporting includes personnel costs for monitoring, investigating, and reporting, and currency
transaction reporting and exemptions includes personnel costs for monitoring and reporting, as w ell
as costs toreportand manage exemptions.

For the 11 banks we studied, their costs to comply with the suspicious
activity reporting requirements varied widely—ranging from about $300 to
about $18,000 for each SAR (see table 2). As we discuss below, such
differences were due, in part, to variation in the banks’ processes and the
amount of monitoring, investigating, and reporting they performed.
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_______________________________________________________________________________________|]
Table 2: Number of SARs Filed and Average Estimated Cost per SAR Filed for
Selected Banks in 2018

Selected banks (total assets) Number of Average estimated
suspicious activity cost per SAR filed
reports (SAR) filed (dollars)

Very large bank A ($101 B or more) 3,712 1,325

Very large bankB ($51B-$100B) 6,757 499

Large bank($1.1 B-$5B) 178 792

Large communitybank A ($501 M-$600 M) 9 4,088

Large communitybank B ($401-$500 M) 51 309

Large credit union A ($101 M=$200 M) 49 1,169

Large credit union B ($101 M=$200 M) 3 5,882

SmallcommunitybankA ($101 M=$200 M) 10 799

Small communitybank B ($101 M-$200 M) 2 17,773

Small creditunion A ($50 M or less) 3 1,990

Small creditunion B ($50 M or less) 1 887

Legend: B = billion; M = million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve
System, and National Credit Union Administration. | GAO-20-574

Note: Banks generally must file a SAR w hen a transaction involves or aggregates $5,000 or more in
funds or other assets and the bank know s, suspects, or has reason to suspect that the transaction is
suspicious, or w hen the transaction meets certain other criteria such as involving insider abuse atany
amount. Banks are rank ordered based on total assets as of December 2018. We defined small or
large credit unions using a $50 million threshold, and w e defined small or large community banks
using a $250 million threshold. Larger banks are those that did not meet the Federal Deposit
Insurance Corporation’s community bank definition (generally not specialized and w ith a limited
geographic reach), and w e defined themas large or very large using a $50 billion threshold.
Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.

Based on our estimates, the banks we reviewed incurred most of their
suspicious activity reporting costs—about 83 percent on average—in
connection with monitoring for and investigating suspicious activity
alerts.®” The smaller banks told us they commonly used manual
monitoring to identify suspicious transactions, which included employee
observation of customer behavior and reviewing daily reports, such as
monetary instrument purchase logs. By comparison, the larger banks
reported that they commonly used automated monitoring software to alert
them of suspicious transactions, which helped reduce personnel time and
costs for monitoring.

The amount of time the banks we reviewed spent to investigate
suspicious activity alerts also varied. For example, representatives from

97Investigating includes the time banks spentinitiallyreviewing an alert, escalating itto an
investigation,and deciding whethertofile a SAR.
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small community bank B, which incurred the highest cost per SAR, told us
they filed two SARs in 2018 related to potential fraud involving older
customers, each of which required about 80 hours to investigate and
report. By comparison, representatives from large community bank B,
which incurred the lowest cost per SAR, told us that a majority of the
SARs they filed involved customers dividing cash deposits into smaller
amounts to avoid the CTR threshold (a crime known as structuring), and
they spent less than 2 hours to investigate and report each incident.s8

Only about 7 percent of the costs banks in our review incurred to meet
the suspicious activity reporting requirement were associated with
reporting (that is, completing and filing SARs).9 For example, large
community bank A reviewed about 7,000 suspicious activity alerts in
2018, of which 60 resulted in an investigation and nine resulted in a
SAR—or about 0.1 percent of the initial alerts.

For the currency transaction reporting requirement, we estimated that the
costs to identify, research, complete, and file a CTR ranged from about
$3 to about $12 (or about $7 on average) for the 11 banks, as seen in
table 3. In general, the banks we reviewed required significantly less time
to research, complete, and file a CTR as compared to a SAR. Similar to
suspicious activity reporting, the banks identified reporting obligations
both manually through employee observation of daily transactions and
automatically using specialized software. However, the banks reported
that they completed and filed each CTR relatively quickly once they
identified a reporting obligation, in part due to the shorter length of the
CTR, which required less research and reporting. For example, the banks
told us that they required an average of about 19 minutes to research,
complete, and file each CTR, whereas nine of the 11 banks required 2 or

more hours per SAR for similar activities.

9831 U.S.C. § 5324 prohibits the structuring of transactions to avoid, among otherthings,
the currency transaction reporting requirement.

99The remaining costsinclude those for managing automated monitoring software and
third-party auditors. Estimates ofthe cost of components to the suspicious activity
reporting process included eightofthe 11 banks thatseparatelyreported time for
monitoring, investigating, and reporting SARs.
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_______________________________________________________________________________________|]
Table 3: Number of CTRs Filed and Average Estimated Cost per CTR Filed for
Selected Banks in 2018

Selected banks (total assets) Number of currency  Average estimated
transaction reports cost per CTR filed

(CTR) filed (dollars)

Very large bank A ($101 B or more) 64,035 4
Very large bankB ($51B-$100B) 72,583 8
Large bank($1.1 B-$5B) 1,361 11
k/la)\rge communitybankA ($501 M-$600 330 10
Large communitybank B ($401-$500 M) 73 10
Large creditunion A ($101 M-$200 M) 17,691 3
Large credit union B ($101 M=$200 M) 42 7
I\S/Ir)nallcommunitybankA ($101 M-$200 29 12
I\S/Ir)nallcommunitybankB ($101 M-$200 23 5

Small creditunion A ($50 M or less)
Small creditunion B ($50 M or less)

Legend: B = billion; M = million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve
System, and National Credit Union Administration. | GAO-20-574

Note: Banks generally must file a CTR w hen a customer conducts a transaction in currency of more
than $10,000 in aggregate over 1 day. Banks are rank ordered based on total assets as of December
2018. We defined small or large credit unions using a $50 million threshold, and w e defined small or
large community banks using a $250 million threshold. Larger banks are those that did not meet the
Federal Deposit Insurance Corporation’s community bank definition (generally not specialized and
withalimited geographic reach), and w e defined themas large or very large using a $50 billion
threshold.

Additionally, we found that the banks we reviewed generally did not incur
significant costs for managing CTR exemptions relative to other CTR
expenses. Banks are required to file a designation of exempt person
report with FinCEN to request a new exemption, and they must annually
review the continuing eligibility of the customer. Four of the 11 banks did
not manage any CTR exemptions in 2018. Among the seven banks that
did, the associated annual costs were 1 percent or less of total direct
BSA/AML costs for each bank.

One bank—Iarge credit union A—filed significantly more CTRs than all

but the two largest banks we studied (17,691). The credit union’s
representatives told us that it filed many CTRs for its account holders with
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money services businesses.100 However, credit union representatives told
us that they chose to continue filing CTRs rather than pursuing CTR
exemptions for the businesses because their cash-intensive nature would
make it too time consuming (and therefore costly) to justify the initial
exemption and annual recertification.

Compliance Program Reqguirements

We also estimated that the 11 banks we reviewed incurred a wide range
of costs to comply with the four minimum requirements of a BSA/AML
compliance program: internal controls, independent testing, training, and
designating a BSA/AML officer.101 As shown in figure 12, estimated costs
associated with three of the four compliance program requirements
ranged from about 7 percent to about 34 percent of total direct BSA/AML
costs (about 18 percent, on average) for the 11 selected banks.102

100Money services businesses generallyare cash-intensive and include, subjectto
exception, dealers in foreign exchange, check cashers,issuersorsellers oftraveler’s
checks or moneyorders, providers or sellers of prepaid access (such as prepaid cards),
moneytransmitters,and the U.S. Postal Service. See 31 C.F.R. § 1010.100(ff). According
to FFIEC’s examination manual, banks should assess the risks associated with accounts
for money services businesses and applyappropriate risk-based due diligence procedures
for those deemed higherrisk, such as by reviewing the business’s BSA/AML program and
independenttesting results or conducting on-site visits.

101Although each of the 11 banks designated a full-time or part-time BSA/AML officer, we
did not separatelyestimate their costs to the banks. We instead captured such costs to
the extent that the BSA/AML officer was directly involved in the other requirements we
studied. The compliance program also mustdescribe risk-based procedures for complying
with the customeridentification program, customer due diligence, and beneficial
ownership forlegal entity customers requirements. However, we included the costs for
conducting these procedures underthe customer due diligence requirements.

102The average percentage of total direct BSA/AML costs forthe compliance program
requirements does notmatch the sum ofthe percentages infigure 12 due to rounding.
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Figure 12: Estimated Costs for Compliance Program Requirements as a Percentage of Total Direct Costs for Bank Secrecy
Act/Anti-Money Laundering Compliance for Selected Banks in 2018

Selected bank (total assets)
Average
Very large bank A ($101 B or more)
Very large bank B ($51 B-$100 B)
Large bank ($1.1 B-$5 B)
Large community bank A ($501 M-$600 M)
Large community bank B ($401 M-$500 M)
Large credit union A ($101-$200 M)?
Large credit union B ($101-$200 M)
Small community bank A ($101-$200 M)
Small community bank B ($101-$200 M)
Small credit union A ($50 M or less)

Small credit union B ($50 M or less)
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Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAO-20-574
Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks did not meet the Federal Deposit Insurance Corporation’s
community bank definition (generally not specialized and w ith a limited geographic reach),andw e
defined them as large or very large using a $50 billion threshold. Internal controls generally includes
personnel costs to manage w ritten policies and procedures. Independent testing includes personnel
and third-party costs to conduct compliance testing. Training includes personnel and third-party costs
to conduct and attend compliance training. Although each of the 11 banks designated a full-time or
part-time Bank Secrecy Act/anti-money laundering (BSA/AML) officer, we did not separately estimate
the BSA/AML officers’ costto the banks. We instead captured such costs to the extent that the
BSA/AML officer was directly involved in the other requirements for w hich we estimated a cost.

dLarge credit union A’s costs for internal controls were less than 1 percent of total costs and therefore
may be difficultto observe.

Internal controls. We estimated that costs associated with developing
and maintaining internal controls ranged from less than 1 percent to about
16 percent of total direct costs for BSA/AML compliance among the 11
banks we reviewed (about 3 percent, on average). Internal controls are
the policies, procedures, and processes banks use to manage risks and
ensure compliance. Our estimates generally included the direct time
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personnel spentto update written internal controls in 2018, as well as to
conduct risk assessments.103 In absolute terms, we estimated
considerably greater costs for the two largest banks we studied (about
$200,000 and $500,000) because managing their internal controls and
risk assessments required full-time personnel. In comparison, smaller
banks we reviewed maintained their internal controls and risk
assessments on a part-time basis, at an estimated cost of about $1,800
annually, on average.

Independent testing. Among the 11 banks we reviewed, costs to comply
with the independent testing requirement ranged from about 2 percent to
about 18 percent (about 9 percent, on average). All but the two largest
banks hired a third-party auditor to conduct independent testing, at a cost
of about $14,000, on average.'%4 In contrast, internal audit teams within
the two largest banks we studied conducted ongoing compliance testing
at a considerably greater cost (about $600,000 and $400,000 annually).

Training. We estimated that required training costs ranged from about 1
percent to about 14 percent of total direct BSA/AML costs among the 11
banks we studied (about 5 percent, on average). Banks are required to
provide training to all appropriate personnel whose duties require
knowledge of the BSA/AML requirements. As a result, a significant
majority of personnel at each bank we reviewed received annual
BSA/AML training, which banks reported that they provided using internal
and third-party resources, such as training consultants or external training
events. Because the training requirement does not prescribe a required
frequency or duration—only that training should be ongoing—the amount
and type of training banks offered and the costs they incurred for doing so
varied. For example, in 2018, large credit union A provided at least 3
hours of training per employee through a third-party consultant, whereas
small credit union B provided about 1 hour per employee through a video
recording. As shown in table 4, annual estimated training costs ranged

from about $19 to $350 per employee.

103Bank representatives we interviewed differed in their views on whetherongoing
education, such as reading industryreports, counted toward the maintenance ofinternal
controls.As a result,we excluded time for ongoing education,when possible,to ensure
comparable estimates across banks.

104Third-party auditors also mayhave tested other internal controls while testing those for
BSA/AML compliance.Inthese cases,we asked banks to estimate the percentage ofthe
auditcontract that was associated with BSA/AML compliance testing.
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Table 4: Number of Employees Trained and Average Estimated Cost per Employee
Trained for Bank Secrecy Act/Anti-Money Laundering Compliance for Selected
Banks in 2018

Selected banks (total assets) Number of Average estimated
employees cost per employee

trained trained (dollars)

Very large bank A ($101 B or more) 11,506 68
Very large bank B ($51 B—$100 B) 9,101 41
Large bank ($1.1 B-$5B) 506 61
Large communitybank A ($501 M—-$600 M) 121 56
Large communitybankB ($401-$500 M) 109 114
Large creditunion A ($101 M-$200 M) 38 350
Large credit union B ($101 M=$200 M) 49 55
SmallcommunitybankA ($101 M=$200 M) 23 53
SmallcommunitybankB ($101 M=$200 M) 26 177
Small creditunion A ($50 M or less) 14 114
Small creditunion B ($50 M or less) 7 19

Legend: B = billion; M = million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve
System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks w ere those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. Bank Secrecy
Act/anti-money laundering training costs include personnel and third-party costs required to conduct
and attend compliance training.

Other BSA/AML Requirements

For the 11 banks in our review, their costs for complying with the BSA’'s
other requirements—sharing information with law enforcement,
maintaining records on certain funds transfers and monetary instrument
purchases, and taking special measures against targets of primary money
laundering concern—generally represented a smaller percentage of their
total direct compliance costs than the compliance areas previously
discussed. However, as shown in figure 13, the associated costs for
these requirements varied widely—ranging from less than 1 percent to
about 33 percent of total direct costs for BSA/AML compliance (about 9
percent, on average)—and certain requirements were relatively costly for
several banks.
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Figure 13: Estimated Costs for Selected Requirements as a Percentage of Total Direct Costs for Bank Secrecy Act/Anti-Money
Laundering Compliance for Selected Banks in 2018
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Average 1%
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small community bank B ($101-5200 v) || N

Small credit union A ($50 M or less) |

Small credit union B ($50 M or less)

35

Percentage

- Information sharing
- Funds transfer recordkeeping

Monetary instruments recordkeeping
Legend
B = Billion, M = Million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAQO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. Funds transfers,
monetary instruments, and information sharing include personnel costs to meet the associated
requirements.

¢ Required information sharing. For 10 of the 11 banks, the cost
to comply with the 314(a) information-sharing requirement
represented about 1 percent or less of their total direct BSA/AML
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costs.105 Unlike the other banks we reviewed, information sharing
was the most costly BSA/AML requirement for small credit union B
(about 32 percent of total direct costs), as it was the only bank that
conducted each search manually by individually searching its
records for each subject—requiring about 8 hours per list. The
remaining 10 banks all used automated software processes to
conduct searches—requiring about 1 hour or less per list, in most
cases.

¢ Funds transfer recordkeeping. The costs to comply with the
funds transfer recordkeeping requirement varied greatly across
the 11 banks, with the average cost representing about 5 percent
of total direct BSA/AML costs.%6 For example, the two large
community banks we studied used manual processes to verify the
required information for about 6,300 and 5,000 funds transfers in
2018, and their compliance costs comprised about 13 percent and
16 percent of their total direct costs, respectively. In contrast, the
three largest banks—two of which originated and received over 1
million funds transfers each in 2018—used mostly automated
processes to verify the required information.107 As a result, they
incurred very little in personnel costs to comply with the
requirement.

¢ Monetaryinstrument recordkeeping. For the 11 banks we
reviewed, their costs to comply with the monetary instrument
recordkeeping requirement generally were small—about 1
percent, on average, of total direct BSA/AML costs. Compliance
costs may have been relatively low because some banks did not
sell monetary instruments to customers without established
deposit accounts and, as a result, had to collect and verify little, if
any, new information from customers for such purchases.

105|n 2018, banks were required to conduct searches on 28 separate lists provided by
FinCEN. We estimated compliance costs for the requirementundersection 314(a) ofthe
USA PATRIOT Act, known as information sharing between law enforcementand financial
institutions, as implemented. See 31 C.F.R. § 1010.520. We did not include costs
associated with section 314(b) information sharing, which is a voluntary program that
provides a safe harbor for banks and other financial institutions to share information on
specified unlawful activities thatmay involve moneylaundering orterrorism. See 31
C.F.R. § 1010.540.

106Such funds transfers are commonlyreferred to as wire transfers.

107As previously discussed, we counted all software costs separatelybecause banks
commonlytold us that their BSA/AML software provided supportfor multiple requirements.
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e Special measures. The banks we studied generally did not incur
any material costs to comply with the requirement to take special
measures against targets of primary money laundering concernin
2018. Treasury did not issue any final rules that would have
implemented additional special measures in 2018.

Software and Third-Party Vendors

Although banks are not required to use software to meet their BSA/AML
requirements, we found that 10 of the 11 banks used specialized
BSA/AML compliance software for this purpose. For the 10 banks, annual
licensing fees and other associated costs ranged from about 8 percent to
about 37 percent of total direct BSA/AML costs in 2018—or about 16

percent, on average (see fig. 10 above).108

In terms of dollars, the annual software costs ranged from about $1,000
for a small credit union that used software to verify customer identification
when opening new accounts to about $3.4 million for a very large bank
that used both commercially available and customized software to meet a
number of BSA/AML requirements (see fig. 14).

108Banks we studied generallywere billed for theirBSA/AML  software on an ongoing
basis.Forthe three largestbanks we selected, software costs also included personnel
costs for internal software developmentand engineering.
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Figure 14: Estimated Total Costs for Dedicated Bank Secrecy Act/Anti-Money Laundering Software at Selected Banks in 2018
Selected bank (total assets)

Very large bank A (3101 B or more) $1,600,000

Large bank ($1.1 B-$5 B)

Large community bank A (3501 M-$600 M) $25,000

Large community bank B ($401 M-$500 M) $10,000

Large credit union A ($101-$200 M) $39,000

Large credit union B ($101-$200 M) $24,000

Small community bank A ($101-$200 M) $16,000

Small community bank B ($101-$200 M)

Small credit union A ($50 M or less)

Small credit union B ($50 M or less)

0 20,000 40,000 60,000 // 500,000 1,500,000 2,500,000 3,500,000
Dollars

Legend

B = Billion, M = Million

Source: GAO analysis of data from selected banks, Federal Deposit Insurance Corporation, Board of Governors of the Federal Reserve System, and National Credit Union Administration. | GAO-20-574

Note: Banks are rank ordered based on total assets as of December 2018. We defined small or large
credit unions using a $50 million threshold, and w e defined small or large community banks using a
$250 million threshold. Larger banks are those that did not meet the Federal Deposit Insurance
Corporation’s community bank definition (generally not specialized and w ith a limited geographic
reach), and w e defined themas large or very large using a $50 billion threshold. Software costs
include depreciation on the purchase price and ongoing costs, such as licensing fees and
maintenance.

The banks we reviewed used BSA/AML software for a variety of
purposes. All 10 of the banks that used specialized software used it to
assist with customer due diligence requirements, such as verifying
customers’ identities and assigning risk profiles to their accounts. In
addition, eight of the 10 banks used surveillance monitoring software to
identify suspicious activity.109

Surveillance monitoring software varies in sophistication and cost. For
example, small community bank A used “rule-based” software that

109While any bank can use surveillance monitoring software, banks thatare large, operate
in manylocations,orhave a large volume of higher-risk customers typicallyuse
surveillance monitoring software, according to FFIEC’s examination manual.
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flagged activity outside of predetermined rules established by the bank at
a cost of about $7,200 annually. By comparison, the large bank we
studied used more costly “intelligent” software (about $33,000 annually).
Such software is adaptive, meaning it flags suspicious activity in context
with the customer profile and a continuously evolving database of
historical transactions from the customer or a peer group. According to
banks we reviewed, software used for suspicious activity monitoring also
commonly supported compliance with other requirements, such as
currency transaction reporting and information sharing.110

A few banks we reviewed also told us that they incurred costs for third-
party vendors that assisted more generally with BSA/AML compliance,
but such costs varied widely and were infrequent. Specifically, only three
of the 11 banks incurred costs for third parties not directly tied to one
requirement.’! For example, very large bank B reported spending about
$300,000 for various third-party vendors in 2018, such as a vendor that
provided access to a web-based investigative tool to assist with customer
due diligence and suspicious activity investigations. In comparison, large
community bank A estimated that it spent about $3,750 annually (25
percent of a $15,000 contract) for access to a consulting service that it
contacted on an as-needed basis regarding BSA/AML compliance issues.

110Some banks also metcertain BSA/AML requirements using their core software, which
banks use more generallyto conduct daily business operations, such as processing
deposits orloan applications. Forexample,some banks were able to use their core
software to meetthe information-sharing requirementby directly uploading the list
provided by FinCEN. However, because core software is notspecificto BSA/AML
compliance, we did notinclude any associated costs in our software estimates, nordid we
include otherbusiness software used during dailyoperations, such as spreadsheet
software.

111We categorized costs forexternal vendors that assisted with multiple BSA/AML
requirements as other third parties, such as compliance consultants. More commonly,
third-party vendors assisted with one requirement, and we included the associated costin
our estimate for the individual requirements, such as independentauditors thatonly
assisted withindependenttesting.
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Selected Banks Generally Did Not Charge BSA/AML-
Related Fees, but They Managed Costs by Limiting
Accessto Higher-Risk Products or Services

Ten of the 11 banks we studied did not impose any direct fees or other
charges on their customers to recoup their BSA/AML compliance costs.112
The exception was large credit union A, which told us that it charged a
monthly fee to customers that operated money services businesses to
recoup some of the BSA/AML compliance costs associated with
monitoring their potentially higher-risk accounts, such as costs for
conducting periodic site visits.

Representatives from all but the largest bank we studied told us that their
bank took steps to minimize BSA/AML compliance costs by not offering
certain higher-risk products and services or servicing certain types of
customers and locations. They provided the following examples:

e At least three banks told us they restricted purchases of monetary
instruments (e.g., cashier’s or traveler’s checks) to customers with
existing depository accounts, which eliminated the need to comply
with customer verification requirements for purchases by
nonestablished customers.113

o Five banks reported that they did not offer online banking services
or the option of opening an account online, in part to avoid the
associated BSA/AML compliance challenges and related costs.114

e At least six of the banks said they did not offer accounts to money
services businesses because of the potentially greater and more
costly due diligence, monitoring, and reporting involved. According
to a representative from one large community bank, accounts for

112As discussed previously, the results ofour review of 11 banks cannotbe generalized to
other banks. In addition, although the banks generallydid not directly consider BSA/AML
compliance costs when establishing fees and other charges, some banks told us thatthey
determined interestrates and accountfees based onthe costto acquire funds and
general overhead expenses, which would accountforall costs, including BSA/AML
compliance costs.

113See 31 C.F.R. § 1010.415(a)(2).

14According to FFIEC’s examination manual, accounts opened withoutface -to-face
contact may pose a higherrisk of moneylaundering and terroristfinancing because
verifying a new customer’s identityand effectively monitoring customerslocated outside
their targeted geographicarea maybe more challenging.
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money services businesses generally do not generate enough
revenue (in the absence of higher fees) to cover the monitoring
expenses.115

e One small community bank said it did not open a branch near a
college campus due to concerns over the increased risks and
costs involved with monitoring its large population of international
students.

Federal Banking Agencies Are Required to
Conduct BSA Compliance Examinations and
Cited Nearly a Quarter of Banks Under Their
Supervision for BSA Violations

Federal Banking Agencies Routinely Examine Banks’
BSA/AML Programs

FinCEN is authorized to examine banks for compliance with requirements
of the BSA and its regulations.16 Treasury also has delegated
examination authority to federal banking agencies—the Federal Deposit
Insurance Corporation (FDIC), the Federal Reserve, the National Credit
Union Administration (NCUA), and the Office of the Comptroller of the
Currency (OCC)."7 In addition to FInCEN’'s BSA regulations, the federal

115We previously estimated thatbetween 22 and 43 percentof banks nationwide provided
accounts for a type of moneyservices business (moneytransmitters)from 2014 through
2016 (at the 95 percentconfidence interval), based on a generalizable surveyof banks.
About one-third of them limited the number ofaccounts for moneytransmitters due to their
higherrisks,and the mostcommonlycited reason was thatincreasing BSA/AML
compliance costs made such accounts unprofitable (although these particular results were
not generalizable). See GAO, Bank Secrecy Act: Examiners Need More Information on
How to Assess Banks’Compliance Controls for Money Transmitter Accounts, GAO-20-46
(Washington,D.C.: Dec. 3,2019).

118FinCEN has authority underthe BSA to examine financial institutions forcompliance
with, and to take enforcementactions forviolations of, the BSA and its implementing
regulations.

117The Secretary of the Treasury delegated BSA examination authority, but not
enforcementauthority, to each federal banking agencywith respectto its supervised
banking organizations. Federal banking agencies also have separate authoritypursuantto
12 U.S.C. §§ 1786(q)and 1818(s)to ensure thatbanking organizations complywith BSA
laws and regulations.
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banking agencies, as directed by statute, have prescribed their own
regulations requiring their supervised banks to establish and maintain
procedures designed to provide reasonable assurance of and monitor
compliance with the BSA.118

Federal banking agencies generally are required to examine their
supervised banks’ BSA/AML compliance programs every 12 to 18 months
as part of their on-site safety and soundness examinations.!® The
examinations focus on assessing whether a bank has established and
maintains a BSA/AML compliance program that is commensurate with its
money laundering and terrorist financing risks. To do so, the agencies
conduct risk-focused examinations, which include the minimum
procedures in FFIEC’'s BSA/AML examination manual and any additional
procedures determined appropriate based on identified risks. For
example, as a minimum step, banking agency examiners are to assess
whether a bank has established appropriate controls to identify and report
suspicious activity in sufficient detail.

Federal banking agencies may take enforcement actions when they find
BSA violations or other supervisory concerns.'20 They can communicate
supervisory concerns to a bank’'s management through various channels,
such as informal discussions during the examination, formal discussions
following the examination, or findings in an examination report. If the bank
does not respond to the concerns in a timely manner, the banking
agencies may take informal or formal enforcement action, depending on
the severity of the circumstances.'2' Informal enforcement actions include
obtaining a bank’s commitment to implement corrective measures under

118See 12U.S.C. § 1818(s); 12 U.S.C. § 1786(q); 12 C.F.R. §§21.21 (OCC); 208.63
(Federal Reserve); 326.8 (FDIC); and 748.2 (NCUA).

119The Federal DepositInsurance Act and Federal Credit Union Act require the federal
banking agencies to include a review of the BSA/AML compliance procedures in each
examination ofa bank undertheir supervision. See 12U.S.C. §§ 1818(s)(2); 1786(q)(2).

120See GAO-19-582 for data on BSA-related enforcementactions taken by federal
banking agencies.

121According to the federal banking agencies, theygenerallytake informal or formal
enforcementactions in cases in which there is alack of adequate bankresponsetoa
serious concern thatdemandsimmediate response or certain legal standards are
triggered.In 2007, the agencies jointlyissued a statementon BSA/AML enforcementto
promote greater consistencyin their BSA/AML enforcementdecisions. See Federal
Financial Institutions Examination Council, Bank Secrecy Act/Anti-Money Laundering
Examination Manual, App. R (2014).
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a memorandum of understanding or a board resolution.22 Formal
enforcement actions include issuance of a cease-and-desist order, formal
(written) agreement, civil money penalty, or removal and prohibition
action. A federal banking agency is required by statute to issue a cease-
and-desist order if it determines that a bank has failed to establish and
maintain a BSA/AML compliance program or has failed to correct any
problem with its compliance program that the agency previously reported
to the bank.

FInNCEN Data Show Nearly a Quarter of the Examined
Banks Had BSAViolations, but Many Violations Were
Technical

Our analysis of FINCEN'’s data shows the federal banking agencies cited
about 23 percent of their supervised banks for BSA violations each year
in their fiscal year 2015-2018 examinations.'23 Our analysis also shows
the agencies cited certain types of BSA violations more frequently than
others (seefig. 15). After adjusting for differences in the number of
examinations conducted by each agency during the period, the most
frequently cited violations involved CTRs, SARs, and required information
sharing. According to federal banking agencies, such types of BSA
violations largely were technical and did not warrant formal enforcement

122Informal enforcementactions are mutual agreements between a federal banking
agency and bank to correct an identified problem. Theygenerallyinvolve written
commitments from bank managementto correct the problem and are used to address
significantproblems thatcan be corrected through a voluntary commitmentfrom the
bank’s management.

123Undera 2004 memorandum ofunderstanding with FinCEN, the federal banking
agencies provide FinCEN with quarterly reports on the numberof BSA examinations they
have conducted, the numberand types of BSA violations cited, and other related
information. In reviewing FIinCEN’s compilations of BSA violation data, we found that the
data were not completelycomparable across the agencies, in partbecause ofdifferences
in how the agencies classifyand reportBSA compliance concerns to FinCEN. As a result,
we did not use FinCEN'’s data to compare examination findings among the federal banking
agencies. We previouslyfound the sameissue;see GAO, Bank Secrecy Act:
Opportunities Exist for FinCEN and the Banking Regulators to Further Strengthen the
Framework for Consistent BSA Oversight, GAO-06-386 (Washington,D.C.: Apr. 28,
2006). At the time, FInCEN officials said thatFinCEN and the banking agencies discussed
the issue ofdifferentterminologywhile drafting the memorandum ofunderstanding. They
agreed not to impose requirements for standardized terminologyin the memorandum but
to include a requirementforthe agencies toreporta “significantBSA violation or
deficiency,” which they defined.
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action by the agencies.24 According to FFIEC’'s BSA/AML examination
manual, examples of technical violations include a bank infrequently or
inadvertently failing to (1) file CTRs, including in a timely manner, (2) file
complete or accurate SARSs, or (3) complete 314(a) information requests.
We found examples of such violations in our review of the federal banking

agencies’ BSA data covering their 2015-2018 examinations.
|

Figure 15: Percentage of Federal Banking Agency Examinations with Bank Secrecy
Act (BSA) Violations by Type of Violation, Fiscal Years 2015-2018

BSA/AML requirement
Currency transaction reports® 8.0%
Suspicious activity reports®
Required information sharing
Training
Internal controls
Independent testing
Customer identification®
Anti-money laundering prcugramd
Designated BSA officer
Recordkeeping®
Monetary instrument purchases

All others'

0 1 2 3 4 5 6 7 8
Percentage

Source: GAO analysis of Financial Crimes Enforcement Network data collected from federal banking agencies. | GAO-20-574

Note: Violations include violations cited under title 12 or title 31 of the United States Code. For the
Federal Deposit Insurance Corporation (FDIC), the Board of Governors of the Federal Reserve
System (Federal Reserve), and the Office of the Comptroller of the Currency (OCC), the percentage
is calculated by dividing the number of BSA violations by the number of BSA examinations conducted
w ithin the federal regulator’s established BSA examination cycle, including examinations conducted
by the regulator jointly w ith a state banking agency, and BSA examinations or visitations conducted
outside the federal regulator’s established BSA examination cycle. For the National Credit Union
Administration (NCUA), the percentage is calculated by dividing the number of BSA violations by the
number of BSA examinations conducted w ithin NCUA’s established BSA examination cycle, including
examinations conducted by NCUA jointly w ith a state banking agency; BSA examinations or
visitations conducted outside NCUA'’s established BSA examination cycle; and the number of BSA
examinations conducted by a state banking agency and review edby NCUA under an established
joint or alternate examination program w here the examination is not conducted by NCUA jointly w ith a
state banking agency.

#We combined violations covering currency transaction reports (31 C.F.R. §§ 1020.311, 1020.313,

and 1020.315) and requirements for filing of reports (31 C.F.R. § 1010.306). Because the
requirements for filing of reports cover more than currency transaction reports (e.g., foreign bank

124|solated ortechnical violations are limited ins tances of noncompliance with the BSA
that occur within an otherwise adequate system of policies, procedures, and processes.
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accountreports and currency and monetary instrument reports), the totals may include violations
involving such reports.

®We combined violations covering the Financial Crimes Enforcement Netw ork’s (FInCEN) regulations
on suspicious activity reportsfor banks (31 C.F.R. § 1020.320) and regulations for suspicious activity
reports fromeach banking agency (12C.F.R. §§208.62, 211.5(k), 211.24(f), and 225.4(f) (Federal
Reserve); 12C.F.R. §§ 353.1-353.3 (FDIC); 12C.F.R. § 748.1(c) (NCUA);and 12 C.F.R. § 21.11and
12 CF.R. § 163.180 (OCC)).

“We combined violations covering FINCEN's regulations on customer identification program (31

C.F.R § 1020.220) and identification required (31 C.F.R. § 1020.312), and banking agencies’
regulations on customer identification programs (12 C.F.R. §§ 208.63(b)(2),211.5(m)(2), 211.24(j)(2)
(Federal Reserve); 12C.F.R. §326.8(b)(2) (FDIC); 12 C.F.R. § 748.2(b)(2) (NCUA);and 12 C.F.R §
21.21(c)(2) (OCC)).

%We combined violations covering FInNCEN's anti-money laundering program requirements (31 C.F.R.
§ 1020.210) and banking agencies’ regulations on compliance programrequirements (12C.F.R. §
208.63(b)(1), (c) (Federal Reserve); 12 C.F.R. § 326.8(b)(1), (c) (FDIC); 12C.F.R. § 748.2(b)(1), (c)
(NCUA); and 12 C.F.R. §21.21(c)(1), (d) (OCC)). A compliance program must provide for a systemof
internal controls, provide for independent testing, designate an individual or individuals responsible
for compliance, and provide training for appropriate personnel. The figure includes violations covering
these specific requirements, but violations covering anti-money laundering program requirements
also may involve violations of a more specific programrequirement.

®We combined violations covering financial institution recordkeeping records to be made and retained
by banks (31 C.F.R. § 1010.410 and 1020.410(a)) and additional recordkeeping—banks (31 C.F.R. §
1020.410(b)-(c)).

'All others captures the other BSA requirements that accounted for less than 1 percent of the total
violations in aggregate for all four federal banking agencies. These requirements include foreign
correspondent due diligence, structured transactions, voluntary information sharing,

special measures, private banking account due diligence, foreign bank account reports, and foreign
financialaccountrecords.

Figure 15 also shows that the federal banking agencies cited banks for
BSA/AML compliance program (anti-money laundering program)
violations in about 1.4 percent of their fiscal year 2015-2018
examinations. Federal banking officials told us that these types of
violations are potentially systemic and, as discussed earlier, could require
the agencies by statute to issue a formal enforcement action. According
to FinCEN data, the Federal Reserve, FDIC, and OCC issued 123 BSA-
related formal enforcement actions in fiscal years 2015-2018—
representing less than 1 percent of the total BSA examinations that they
conducted during the same period.25 Based on our review of such
enforcement actions, we found that the majority involved weaknesses in
the banks’ BSA/AML compliance programs.

Stakeholders Had Mixed Views on Proposed
Changes to BSA Reporting Requirements, and

125NCUA did notissue anyBSA-related formal enforcementactions during the period.
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Agencies and Banks Are Exploring
Technological Innovation

Stakeholders had mixed views on industry proposals to change the BSA's
CTR and SAR reporting requirements.126 In addition, FinCEN and the
federal banking agencies have taken steps to help financial institutions to
implement innovative approaches to meet their BSA/AML compliance
requirements.

Stakeholders Identified Potential Benefits and Costs of
Changing CTR and SAR Requirements

Increasing CTR Threshold

One proposal to reduce banks’ BSA compliance burden has been to
increase the threshold at which banks and other financial institutions must
file a CTR from $10,000 (as set when the BSA was first enacted in 1970)
to $20,000 or higher. FINCEN's analysis indicates that increasing the
reporting threshold could significantly decrease the number of CTRs filed.
In 2018, banks filed nearly 14 million CTRs, or 88 percent of the total
number of CTRs filed by financial institutions. As shown in figure 16,
increasing the CTR threshold from $10,000 to $20,000 would have
resulted in banks filing around 65 percent fewer CTRs. Increasing the
threshold to $30,000 would have resulted in banks filing around 81
percent fewer CTRs. Finally, increasing the threshold to $61,276 (original
1970 threshold adjusted for inflation) would have resulted in banks filing
around 94 percent fewer CTRs.127

126Some stakeholders also have proposed or suggested thatFinCEN (1) adopt
procedures toissue interpretations ofthe BSA and its regulations thatare similarto the
procedures the Securities and Exchange Commission uses toissue no-action letters and
(2) take full responsibilityfor examining large banks and other financial institutions for
compliance with the BSA/AML requirements. See app.V and VI for additional information
on these proposals, respectively.

127FinCEN utilized the Consumer Price Index inflation calculator, which showed that
$10,000in October 1970 would equate to $61,276in December2018.

Page 66 GAO-20-574 Bank Secrecy Act



Letter

Figure 16: Financial Crimes Enforcement Network (FInCEN) Analysis of Reduction
in the Volume of Currency Transaction Reports (CTR) Filed in 2018 if the Reporting
Threshold Had Been Increased
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Source: Financial Crimes Enforcement Network analysis of currency transaction reports filed in 2018. | GAO-20-574

®Financial institutions include banks, casinos, money services businesses, and securities and futures
firms.

®The inflation-adjusted CTR threshold w as $61,276in 2018.

Officials from six federal law enforcement agencies told us that they
generally oppose raising the CTR threshold, largely because it would
reduce the amount of financial intelligence available to them for
investigations, analysis, and prosecutions. For example, fewer CTRs
could reduce opportunities for law enforcement to link financial
transactions to criminal activity and identify subjects, coconspirators, and
assets related to ongoing investigations. Officials also said that increasing
the CTR threshold would make it easier for criminals to launder greater
amounts of illicit proceeds. Further, officials told us the $10,000 threshold
may continue to be warranted because, as customers have shifted to
electronic payments, large cash transactions may especially signal
potentially suspicious activity. Finally, some officials said that law
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enforcement has used lower-dollar CTRs to investigate terrorism, fraud,
and money laundering.

Our survey of six federal law enforcement agencies (as discussed earlier)
found that their personnel reported using CTRs and found them useful.
Specifically, we estimated that 67 percent of personnel reported using
CTRs from 2015 through 2018, including an estimated 42 percent who
used CTRs frequently or almost always.'2¢ Furthermore, we estimated
that 39 percent and 27 percent of personnel found CTRs to be very useful
or somewhat useful to their work, respectively.29

Five of the six industry associations that we interviewed generally
supported increasing the CTR reporting threshold to reduce costs, and
one did not have a position. Most of the associations expected that an
increase in the CTR threshold would reduce the number of CTRs that
banks would have to file and, thus, reduce their compliance costs. They
expected that smaller banks without automated systems to identify
transactions and file CTRs would experience the greatest cost savings. At
the same time, two associations told us that banks with automated
systems could also experience some cost savings, such as by reducing
the time that staff spend reviewing CTRs for accuracy before filing. As we
discussed earlier, for the 11 banks in our case study, we found that their
compliance costs for identifying relevant transactions and filing CTRs
comprised, on average, 3 percent of their total direct BSA/AML
compliance costs in 2018.

Increasing the SAR Threshold

Another proposal has been to increase the threshold at which banks and
other financial institutions generally must file SARs from $5,000 to
$10,000.130 FinCEN'’s analysis indicates that increasing the threshold
could reduce the number of SARs filed by financial institutions. In 2018,
financial institutions, excluding money services businesses, filed nearly

128The 95 percentconfidence intervals for these estimates are (65, 70) and (39, 44),
respectively

129The 95 percentconfidence intervals for these estimates are (37,42) and (25, 30),
respectively.

130FinCEN established the $5,000 reporting threshold for SARs in 1996, and the amount
would equate to approximately$8,037 in December 2018 based on the Consumer Price
Index inflation calculator.

Page 68 GAO-20-574 Bank Secrecy Act



Letter

1.3 million SARs, and banks filed 75 percent of the total.13' Increasing the
SAR threshold from $5,000 to $10,000 could have resulted in banks filing
21 percent fewer SARs, according to FInCEN analysis. For all types of
financial institutions (excluding money services businesses), the threshold
increase could have resulted in a decrease of almost 23 percent. Banks
could continue to file SARs below the threshold, even if it were raised.
FinCEN’s analysis found that banks filed over 44,000 SARs (about 5
percent of the total SARs that banks filed) in 2018 that involved amounts
below the $5,000 threshold.132

Officials from six federal law enforcement agencies expressed concerns
that raising the SAR threshold, as with the CTR threshold, would reduce
the amount of financial intelligence available to law enforcement agencies
and harm their investigations.’33 Some said that fewer SARs filed by
banks would mean law enforcement agencies would have less
information to develop leads for investigations and identify patterns or
trends of criminal activity. Officials from two agencies said that they
routinely run the names of targets and other personal information through
the BSA database to identify relevant SARs; thus, fewer SARs could
result in fewer matches. Officials also said that the nature of the
suspicious activity, such as human trafficking and terrorist financing, can
be more relevant than the amount of money involved. In contrast, an
official from one of the agencies said that he typically sets his search
parameter above the SAR threshold when searching the BSA database,
indicating that his searches may not be affected by a higher SAR
threshold. While banking industry association officials raised questions
about the potential for the large volume of SARs to overwhelm law
enforcement’s ability to review them, several law enforcement officials
told us that they are less concerned about the large volume of SARs filed

131We excluded moneyservices businesses, because these financial institutions are
generallysubjectto a $2,000 SAR reporting threshold instead ofa general $5,000 SAR
threshold like all other types of financial institutions.

132FinCEN’s analysis found thatfinancial institutions, excluding moneyservices
businesses butincluding banks, filed 81,844 SARs that involved amounts lessthan
$5,000in 2018.

133We previously reported that some federal law enforcementagencies facilitated complex
analyses by using SAR data with their own data sets and that federal, state, and local law
enforcementagencies collaborated to review and start investigations based on SARs. See
GAO, Bank Secrecy Act: Suspicious Activity ReportUse IsIncreasing, but FinCEN Needs
to Further Develop and Documentlts Form Revision Process, GAO-09-226 (Washington,
D.C.: Feb.27,2009).

Page 69 GAO-20-574 Bank Secrecy Act


https://www.gao.gov/products/GAO-09-226

Letter

by banks, because they are able to electronically search FInCENs BSA
database to identify relevant reports.

Our survey of six federal law enforcement agencies (as discussed earlier)
found that their personnel reported that they used SARs and found such
reports to be useful. Specifically, we estimated that 72 percent of
personnel reported using SARs from 2015 through 2018, including an
estimated 53 percent who used SARs frequently or almost always.134
Furthermore, an estimated 50 percent and 22 percent of personnel found
SARs to be very or somewhat useful to their work, respectively.13s Finally,
an estimated 47 percent of personnel could not obtain information in BSA
reports from another source.'36

Four of the six industry associations that we interviewed supported
increasing the SAR reporting threshold to reduce costs, and two did not
have a view on the issue. All of the associations generally expected that a
higher SAR threshold would reduce the number of suspicious activity
alerts that banks would need to research and, in turn, the number of
SARs filed. At the same time, three of the associations did not expect an
increase in the SAR threshold to have a large effect on reducing BSA
compliance costs for banks. Their reasons included that banks would
need to continue to monitor and research suspicious activity regardless of
the threshold, may consider the nature of the suspicious activity and not
the SAR threshold when deciding whether to research a suspicious
activity alert, and may file SARs below the threshold, in part because
there is no riskin doing so. As discussed earlier, for the 11 banks in our
case study, we found that their compliance costs for identifying,
researching, and, if required, filing SARs ranged from a low of 6 percent
to a high of 44 percent (or 25 percent on average) of their total direct BSA
compliance costs in 2018.

Streamlining SAR Filings for Structuring

Five of the six industry associations we interviewed generally supported
reducing the narrative section for SAR filings involving a potential

134The 95 percentconfidence intervals for these estimates are (70, 75) and (50, 56),
respectively.

135The 95 percentconfidence intervals for these estimates are (47,53) and (20, 2 4),
respectively.

136The 95 percentconfidence interval for the estimate is (43, 50).
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structuring violation—that is, the breaking up of currency transactions for
the purpose of evading the BSA's reporting and recordkeeping
requirements.3” According to FInCEN'’s analysis, 278,358 SARs, or 28
percent, filed by banks in 2018 potentially involved a structuring violation.
The SAR narrative is expected to address questions about who, what,
where, when, and why with respect to the suspicious activity, but industry
officials said that the narrative for a SAR involving structuring may not
need to address every element, in part because of the known nature of
the activity.’38 FInCEN officials told us that FINnCEN's contracted BSA
value study (as discussed earlier) and the BSA Advisory Group are
reviewing ways to make recommendations to streamline SARs.139

Officials from three of the four federal law enforcement agencies told us
that the narrative for structuring SARs may not need to be as detailed as
for other SARs but should provide useful information, if available. For
example, the narrative may include information from the tellers or bank
managers, such as their observations about the behavior of the
customers. An official from a fourth agency said that the narrative for a
structuring SAR should be as detailed as possible because the SAR
might be the only available financial intelligence.

Allowing U.S. Banks to Share SARs or Related Information with
Their Foreign Branches

Some Members of Congress and an industry association have proposed
allowing banks to share SARs or related information with their foreign

87According to FinCEN, structuring can take two basicforms. First,a customermight
depositcurrencyon multiple days in amounts under $10,000 for the intended purpose of
circumventing abank’s obligation to reportany cash depositover $10,000 on a CTR.
Although such deposits do notrequire aggregation for currency transaction reporting
because they occuron different business days, they nonetheless meetthe definition of
structuring underthe BSA, implementing regulations, and relevantcase law. In another
variation, a customermayengage in multiple transactions during 1 day or over a period of
several days or more,inone or more branches ofa bank,in a mannerintendedto
circumventeither the currency transaction reporting requirementorsome other BSA
requirement, such as the recordkeeping requirements for funds transfers of $3,000 or
more.

138See, for example, The SAR Activity Review: Trends, Tips & Issues, issue 2 (June
2001),pp. 32-34.

139In 2019, OCC issued interpretive letter #1166, which concluded thata bank maybe
able to automate certain processes foridentifying and reporting potential structuring
activity underspecified conditions and limitations in compliance with OCC’s BSA/AML
regulations.
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branches, subsidiaries, and affiliates to help combat illicit financing.140 In
2006, FinCEN and federal banking agencies jointly confirmed that under
the BSA and its implementing regulations (1) a U.S. branch or agency of
a foreign bank may disclose a SAR to its head office outside the United
States and (2) a U.S. depository institution may disclose a SAR to
controlling companies whether domestic or foreign.141 Such disclosures
are limited to the purposes of helping the head office or controlling
company fulfill its enterprise-wide risk management and compliance
responsibilities, including overseeing its branch’s, office’s, or depository
institution’s BSA compliance.!42

In 2010, FInCEN issued an additional notice concluding that a bank that
has filed a SAR may share the SAR, or any information that would reveal
the existence of the SAR, with an affiliate, provided the affiliate is subject
to a SAR regulation.43 However, according to the notice, a U.S. bank that
has filed a SAR may not share the SAR, or any information that would
reveal the existence of the SAR, with its foreign branches because such
affiliates are not subjectto a SAR regulation. According to FinCEN, the

140For example, The Counter Terrorism and lllicitFinance Act, H.R. 6068, 115th Cong. § 4
(2018), would have required the Secretary of the Treasuryto “issue rules permitting any
financial institution with areporting obligation .. . to share information on reports under
this subsection with the institution’s foreign branches, subsidiaries, and affiliates for the
purposes ofcombatingillicitfinance risks.” Additionally, the ILLICIT CASH Act, S. 2563,
116th Cong. § 305(2019), would establish a pilotprogram thatwould generallypermit
financial institutions to share SARs and information on such reports with the institution’s
foreign branches, subsidiaries, and affiliates forthe purpose of combatingillicitfinance
risks, provided that the foreign entity is located in an Organization for Economic Co -
operation and Developmentmemberjurisdiction.

141Financial Crimes EnforcementNetwork, the Board of Governors of the Federal

Reserve System, the Federal Depositinsurance Corporation, the Office of the Comptroller
of the Currency, and the Office of Thrift Supervision, Interagency Guidance on Sharing
Suspicious Activity Reports with Head Offices and Controlling Companies (Jan.20, 2006).
A controlling companyis defined as (1) a bank holding company, as defined in Section 2
of the Bank Holding CompanyAct or (2) a savings and loan holding company, as defined
in Section 10(a) of the Home Owners’ Loan Act.

142According to the Interagency Guidance, a depositoryinstitution, as partof its AML
program, musthave written confidentialityagreements orarrangements in place
specifying that the head office or controlling companymustprotectthe confidentiality of
the SARs through appropriate internal controls.

143Financial Crimes EnforcementNetwork, Guidance: Sharing Suspicious Activity Reports
by Depository Institutions with Certain U.S. Affiliates, FIN-2010-G006 (Nov. 23, 2010). The
notice also states thatthe depositoryinstitution, as part of its internal controls, should

have policies and procedures in place to ensure thatits affiliates protect the confidentiality
ofthe SAR.

Page 72 GAO-20-574 Bank Secrecy Act



Letter

sharing of a SAR with a non-U.S. entity raises additional concerns about
the ability of the foreign entity to protect the SAR’s confidentiality in light
of possible requests for disclosure abroad that may be subject to foreign
law.

One of the six industry associations we interviewed said allowing U.S.
banks to share SAR information with foreign affiliates would result in
better risk management for the bank, higher quality SARs, and a more
complete picture of illicit activity and trends. One risk, however, is the
potential for unauthorized disclosure of a SAR. To mitigate the risk, the
association suggested that sharing could be restricted to foreign affiliates
in countries that have AML compliance regimes similar to that of the
United States.

Our analysis of FFIEC data shows that 34 of the approximately 5,250
insured U.S. banks (excluding credit unions) had one or more foreign
branches in 65 foreign countries in 2019. Some of these countries may
have AML regimes similar to that of the United States. For example, the
Financial Action Task Force identified 20 of the 65 countries as having a
high or substantial level of effectiveness in coordinating domestic actions
to combat money laundering and the financing of terrorism and
proliferation of weapons of mass destruction.144

According to FinCEN officials, the BSA Advisory Group is considering
making recommendations related to foreign affiliate sharing, but FInCEN
does not yet have a position on this potential reform. The FinCEN officials
said that certain banks are also interested in being allowed to share with
their affiliates that a SAR has been filed but not the SAR itself. The
officials said that FInCEN plans to consider this distinction in its analysis
and discussions with the BSA Advisory Group.

144See Financial Action Task Force, Consolidated Table of AssessmentRatings (Feb. 6,
2020). The Financial Action Task Force is an intergovernmental bodyestablished in 19 89
by the ministers ofits memberjurisdictions, which include the United States. Its objectives
are to setstandards and promote effective implementation oflegal, regulatory,and
operational measures forcombating moneylaundering, terroristfinancing, and other
related threats to the integrity of the international financial system.
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FinCEN and the Banking Agencies Are Promoting
Innovation to Meet BSA/AML Requirements

Agency Efforts to Promote Innovation

FinCEN and the federal banking agencies jointly issued a statement in
December 2018 to encourage banks to consider, evaluate, and, where
appropriate, responsibly implement innovative approaches to meet their
BSA/AML compliance requirements.'45 Innovative approaches can
include artificial intelligence and digital identity technologies designed to
strengthen BSA/AML compliance programs and enhance transaction
monitoring systems. In the statement, the agencies recognized that
innovation can help banks to identify and report money laundering,
terrorist financing, and other illicit financial activity by enhancing the
effectiveness and efficiency of their BSA/AML compliance programs. The
agencies noted that they will not penalize or criticize banks that maintain
effective BSA/AML compliance programs but choose not to pursue
innovative approaches.

According to the joint statement, banks can use pilot programs to testand
validate the effectiveness of innovative approaches, and pilot programs
themselves should not be subject to regulatory criticism if they prove
unsuccessful. If a bank’s pilot program were to reveal gaps in its
BSA/AML compliance program, the supervising agencies said they would
not necessarily assume the bank’s program is deficient and take
regulatory action.

In connection with the joint statement, FINCEN launched its “Innovation
Initiative” to foster a better understanding of the opportunities and
challenges of BSA/AML-related innovation in the financial services sector.
The initiative comprises a number of activities, including (1) FinCEN’s
Innovation Hours Program, where technology providers and other firms
meet to discuss and showcase their innovative products, services, and
approaches; (2) consideration of granting an exception to a BSA
regulatory requirement, where necessary and appropriate, to facilitate
innovative solutions to BSA/AML compliance challenges; and (3) ongoing
efforts to identify ways to enhance existing feedback and information

145Board of Governors of the Federal Reserve System, Federal Depositinsurance
Corporation, Financial Crimes EnforcementNetwork, National CreditUnion
Administration, and Office of the Comptroller ofthe Currency, Joint Statementon
Innovative Efforts to CombatMoney Laundering and Terrorist Financing (Dec.3, 2018).
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sharing programs. According to FinCEN, the agency is considering the
feasibility of incorporating demonstration and application testing
capabilities to facilitate the development of innovative solutions to
challenges in countering money laundering and terrorist financing.

Federal banking agencies also have taken or plan to take steps to
promote responsible innovation. For example, OCC and FDIC have
established offices to support responsible innovation, including for BSA
compliance. Federal Reserve and OCC officials said that some of their
supervised banks are working together to explore the use of innovative
approaches for BSA compliance, and one group has requested regulatory
relief from FINCEN. FDIC and NCUA officials told us that they are not
aware of any requests from their supervised banks about testing
innovative approaches.

Representatives of five of the six industry associations we interviewed
generally supported the joint statement, and the other one did not have a
view on it. Representatives of one association told us that regulators can
do more to encourage innovation, such as by streamlining the approval
process to allow a bank to use innovative approaches. Representatives of
two associations expressed concern that examiners may start to expect
small banks to adopt technology, contrary to the joint statements
expectations.

New Technologies May Help Banks Enhance Their BSA/AML
Programs

As we reported in March 2018, many financial services firms (including
those in the banking, securities, and insurance industries) have begun to
integrate artificial intelligence and other technology tools into their
computer systems and operations. 146 Such new technologies offer banks
opportunities to better manage their costs and increase their ability to
comply with BSA/AML requirements, including to identify suspicious
activity. Examples include the following.

o Customer due diligence requirements. Artificial-intelligence-
based tools can enhance a bank’s ability to understand the profile
or characteristics of its customers from a variety of sources,
including the transactions that the customers execute. In
particular, remittance transfers—funds sent from a sender in one

146See GAO, Technology Assessment: Artificial Intelligence: Emerging Opportunities,
Challenges, and Implications, GAO-18-142SP (Washington,D.C.: Mar. 28, 2018).
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country to a recipient in another country—can pose money
laundering risks, as funds related to illicit activity may go
undetected due to the large volume of transactions or remittance
providers’ inadequate oversight of the various entities involved.'47
Banks are implementing artificial-intelligence-based tools that
incorporate machine learning to help them understand the
relationships and patterns of transactions that may emerge
between a customer and other individuals and to recognize the
potential for criminal activities among these transactions. Two of
the banks we reviewed told us that they use software that
incorporates artificial intelligence and machine learning to monitor
their customer transactions and identify anomalies based on the
transaction history.148

Trade-based money laundering. In December 2019, we
reported on efforts to develop and employ new tools and
technologies that could address vulnerabilities in trade-based
money laundering.'4® For example, regulatory agencies and
market participants are exploring the use of distributed ledger
technology, including blockchain, to improve supply chain visibility
and integrity.150 Additionally, we found that a large bank was
piloting a project to digitize and automate its document review
process for trade finance transactions. These tools could address
challenges related to trade-based money laundering—such as the
use of fraudulent documentation and the general lack of visibility
into the underlying documentation of individual transactions on

147See GAO, International Remittances: Money Laundering Risks and Views on
Enhanced Customer Verification and Recordkeeping Requirements, GAO-16-65
(Washington,D.C.: Jan. 15, 2016).

148Similarly, an OCC official testified that some banks have started using artificial

intelligence to more accuratelyidentify suspicious activity and generate information that
can assistlaw enforcementin more accurately detecting transaction patterns and threats.
See Grovetta N. Gardineer, Senior Deputy Comptroller for Compliance and Community
Affairs, Office of the Comptroller ofthe Currency, testimonybefore the Senate Committee
on Banking, Housing, and Urban Affairs, 115th Congress, 2nd session, November 29,

2018.

149GAQ,

Countering lllicit Finance and Trade: U.S. Efforts to Combat Trade -Based Money

Laundering, GAO-20-314R (Washington,D.C.: Dec. 30, 2019).

150Distributed ledgertechnologies, such as blockchain, are a secure way of conducting
andrecording transfers ofdigital assets withoutthe need for a central authority. See also
GAO, Science & Tech Spotlight: Blockchain & Distrib uted Ledger Technologies,
GAO-19-704SP (Washington,D.C.: Sept. 16,2019).
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behalf of regulatory agencies and other market participants—in
international trade, supply chain integrity, and trade finance.

Conclusions

Under the BSA, banks play an important role in helping FInCEN and law
enforcement combat money laundering, terrorist financing, and other
crimes. Through their BSA/AML compliance programs, banks filed over
975,000 SARs and nearly 14 million CTRs in 2018. As shown by our
survey, federal law enforcement agencies use such BSA reports
extensively in their criminal investigations and prosecutions. At the same
time, our case studies of 11 banks found that complying with the BSA’s
compliance program and other requirements can be costly—ranging from
a low of 0.4 percent to a high of 4.9 percent of their total operating
expenses.

FinCEN is in the process of analyzing the value of BSA reports to make
the BSA/AML framework more efficient and effective. However, we found
that law enforcement agencies could use BSA reports to a greater extent.
FinCEN could help achieve this outcome by developing written policies
and procedures that promote the greater use of BSA reports by law
enforcement agencies without direct access to them. Promoting the
greater use of reports, such as by developing and implementing an
outreach strategy and distributing education materials, could make more
agencies aware of this source of information and how they could use BSA
reports in their investigations and prosecutions, while safeguarding the
reports from improper disclosure.

Recommendation for Executive Action

The Director of FInCEN should develop and implement written policies
and procedures to help promote the greater use of BSA reports by law
enforcement agencies that do not have direct access to the BSA
database. Such policies and procedures could include outreach strategies

and educational or training materials. (Recommendation 1)

Agency Comments and Our Evaluation

We provided a draft of this report to the Department of Homeland
Security, the Department of Justice, FDIC, the Federal Reserve,
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Treasury/FinCEN, the Internal Revenue Service, NCUA, and OCC for
their review and comment. We received technical comments from the
Department of Homeland Security, the Department of Justice, FDIC,
FinCEN and OCC, which we incorporated into the final report as
appropriate. The Federal Reserve and the Internal Revenue Service told
us that they had no comments.

We also received written comments from FinCEN and NCUA that are
reprinted in appendixes VII and VI, respectively. In its written comments,
NCUA noted that it had no comments on the draft report. In its written
comments, FINCEN agreed with our recommendation and noted that the
most effective way to promote law enforcement’s greater use of BSA
reports is through state coordinators. However, FInNCEN disagreed that it
currently lacks policies and procedures to promote greater law
enforcement access to BSA reporting. According to FinCEN, it
undertakes numerous initiatives to promote access and awareness, such
as by supporting law enforcement, publicly recognizing law enforcement’s
use of BSA reports in criminal investigations, and discussing the value of
BSA reports at public events. While these activities can help promote law
enforcement’s greater use of BSA reports, they are not guided by written
policies and procedures deliberately designed to promote the use of BSA
reports by law enforcement agencies without direct access to such
reports. As discussed in the report above, we estimated that between 4
and 8 percent of the more than 15,000 state and local police departments
requested that their state coordinators to conduct searches for BSA
reports in 2018. At the same time, about 87 percent of large local police
departments and 24 percent of smaller local police departments
designated personnel to investigate financial crimes, and our survey of
federal law enforcement agencies found that such agencies frequently

use BSA reports in their investigations of financial and related crimes.

We are sending copies of this report to the appropriate congressional
committees, the Secretary of the Treasury, the Attorney General, the
Acting Secretary of Homeland Security, the Commissioner of the Internal
Revenue Service, the Chairman of FDIC, the Chairman of the Federal
Reserve, the Chairman of NCUA, the Acting Comptroller of the Currency,
and other interested parties. This report will also be available at no
charge on our website at http://www.gao.gov.

If you or your staff have any questions about this report, please contact

me at (202) 512-8678 or ClementsM@gao.gov. Contact points for our
Offices of Congressional Relations and Public Affairs may be found on
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the last page of this report. GAO staff who made key contributions to this
report are listed in appendix IX.

Sincerely yours,

Mutad  Clearcks

Michael E. Clements
Director, Financial Markets and Community Investment
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Appendix |: Objectives,
Scope, and Methodology

This report examines (1) the extent to which law enforcement agencies
use Bank Secrecy Act (BSA) reports and to which the Financial Crimes
Enforcement Network (FInCEN) facilitates access to and use of the
reports, (2) costs that selected banks incur to comply with BSA and anti-
money laundering (AML) requirements, (3) federal banking agencies’
examinations of banks for compliance with BSA/AML requirements, and
(4) stakeholder views on potential changes to BSA reporting requirements
and steps that federal banking agencies and banks have taken to explore
innovative approaches to comply with BSA/AML requirements.! The
federal banking agencies included in our review are the Board of
Governors of the Federal Reserve System (Federal Reserve), the Federal
Deposit Insurance Corporation (FDIC), the National Credit Union
Administration (NCUA), and the Office of the Comptroller of the Currency
(OCCQC).

Extent to Which Law Enforcement Agencies Use BSA
Reports

To address the first objective, we took the following steps:

Surveyon law enforcement agencies’ use of BSA reports. We
administered a web-based survey to a generalizable sample of 5,257
investigators, analysts, and prosecutors (whom we collectively refer to as
law enforcement personnel) at U.S. Immigration and Customs
Enforcement’s Homeland Security Investigations (HSI) and the U.S.
Secret Service (Secret Service) at the Department of Homeland Security;
The Drug Enforcement Administration (DEA), the Federal Bureau of

1Bank Secrecy Act, Pub. L. No. 91-508, 84 Stat. 1114-24 (1970) (codified as amended in
scattered sections 0of12U.S.C., 18 U.S.C., and 31 U.S.C.). Regulations implementing the
Bank Secrecy Act primarilyappearin 31 C.F.R. Ch. X. Underthe BSA's implementing
regulations, the term “bank” includes each agent, agency, branch, or office within the
United States of commercial banks, savings and loan associations, thriftinstitutions, credit
unions, and foreign banks. See 31 C.F.R. § 1010.100(d). Unless otherwise noted, we use
the term “bank” to include creditunions and “federal banking agencies” to include the
National CreditUnion Administration.

Page 80 GAO-20-574 Bank Secrecy Act



AppendixI: Objectives, Scope, and
Methodology

Investigation (FBI); and the Offices of the United States Attorneys (U.S.
Attorneys’ Offices) at the Department of Justice; and the Internal
Revenue Service-Criminal Investigation (IRS-CI) about their use of BSA
reports for investigations, analysis, and prosecutions.2 To select the
federal law enforcement agencies included in our survey, we analyzed
FinCEN'’s data to identify which agencies have direct access tothe BSA
database and assess the extent to which they use the database. We
identified law enforcement agencies that conducted the most searches of
the database from 2014 through 2018.2 From among these agencies, we
selected six because they provided a mix of primary activities
(investigations and prosecutions) and crimes (see table 5). In 2018, these
six agencies conducted approximately 57 percent of law enforcement
agency searches of the BSA database for specific cases.4

2For purposes ofoursurvey, we considered the U.S. Attorneys ’ Offices to be one entity.
3For this analysis, we considered the 93 U.S. Attorneys’ Offices to be one agency.

4This measure excludes search requests and database searches conducted using
downloaded data. According to FinCEN, as of December2018, 10 federal agencies had
agreements with FinCEN to download the BSA database onto theiragency’s internal
computersystem.FinCEN does nottrack data on the numberofsearches made by
personnel with access through theiragency’s system.
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______________________________________________________________________________________________________________________|
Table 5: Law Enforcement Agencies Included in GAO’s Survey

Agency Mission Primary criminal focus

Drug Enforcement Enforces the controlled substance laws and regulations of Organizations that grow, manufacture, or distribute
Administration the United States and brings to the criminal and civil justice  controlled substances, including drug gangs
system those organizations involved in the growing,
manufacture, ordistribution of controlled substances

Federal Bureau of Protects the nation from terrorism, espionage, cyberattacks, Civil rights, counterintelligence, cybercrime,

Investigation and majorcriminal threats through intelligence-gatheringand organized crime, public corruption, terrorism,
law enforcementresponsibilities violent crime, weapons of mass destruction, white

collarcrime

Homeland Investigates, disrupts,and dismantles terrorist, transnational, Cross-bordercriminal activities, including financial

Security and other criminal organizations thatseek to exploit the crime, smuggling, cybercrime, child exploitation,

Investigations customs and immigration laws ofthe United States trafficking, fraud, human rights violations,
transnational gangs, and counterterrorism and visa
security

Internal Revenue Investigates potential criminal violations ofthe Internal Tax, moneylaundering,and Bank Secrecy Act

Service-Criminal Revenue Code and related financial crimes regulations

Investigation

Offices of the Serves as the nation’s principal litigators under the direction  Prosecution ofcriminal cases broughtbythe

United States of the Attorney General federal governmentand the collection of debts

Attorneys owed the federal governmentthat are
administrativelyuncollectable

U.S. Secret Provides physical protection to the nation’s highestelected = Counterfeiting of U.S. currency and other financial

Service leaders and visiting foreign dignitaries, as well as for facilites crimes, including fraud;cybercrimes;and missing

and majorevents, and safeguards the paymentandfinancial and exploited children
systems ofthe United States from a wide range of financial
and computer-based crimes

Source: GAO analysis of information provided by each respective surveyed agency and a review of publicly available documents. | GAO-20-574
We used data from each agency to build our population frame.
Specifically, we requested that each agency provide a list of job positions
that would potentially use BSA reports in their activities. We limited the
positions to those with primary responsibility for investigations, analysis,
and prosecutions. We stratified the population by agency and by area of
primary responsibility. We also requested information—title or job series,
department or office, office geographic location, and GS-level (or
equivalent information, such as years of service or pay-scale grade)—for
each federal employee in those positions as of December 31, 2018.5

5To determineifa position had responsibilityfor investigations, analysis, or prosecutions,
we reviewed position job descriptions and, where provided, Office of Personnel
Managementjob classifications, and requested inputfrom agencystaff. We excluded the
following position types from our survey population: contractors, external task force
members, state and local law enforcementpersonnel, clerical oradministrative staff,
personnel officers, students ortrainees, and trainers orinstructors.
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To select our sample population, we calculated the sample size needed
for a 95 percent confidence interval for an attribute that is within plus or
minus 5 percentage points at the levels of (1) agency and (2) primary
area of responsibility (e.g., analysis, investigations, or prosecutions), for
all agencies, assuming a 50 percent response rate. This level of precision
allowed us to make comparisons between agencies and between primary
responsibilities. To increase the probability that we would have sufficient
responses to report the responses of personnel responsible for analysis,
we doubled the sample size for those personnel.

The survey included questions on law enforcement personnel’s use of
BSA reports when starting or conducting criminal investigations;
analyzing trends, patterns, and issues associated with criminal activity
(separate from ongoing case work); and working on criminal prosecutions
(after the person has been formally accused of committing a crime and
including for criminal or civil asset forfeitures or for restitution purposes).
To develop our survey instrument, we reviewed testimony, speeches,
guidance, and reports by FINCEN, law enforcement agencies, and other
stakeholders, and prior GAO reports about use of BSA reports. We
supplemented our document review with interviews with law enforcement
experts and officials from the Department of Justice Criminal Division,
DEA, Executive Office for U.S. Attorneys (EOUSA), FBI, FinCEN, HSI,
IRS-CI, and Secret Service. To help ensure that our survey questions
were relevant and reasonable and that survey respondents could provide
reliable and valid responses, we conducted 10 pretests of our survey
instrument, including at least one pretest with staff from each of the six
agencies in our survey, and incorporated their feedback. Our survey
expert also reviewed the instrument and provided feedback.

We administered our survey from November 9, 2019, through March 16,
2020. In advance of the survey release, we sent a survey notification
email to survey recipients, and the agencies’ management also notified
staff about the survey. To encourage participation, we conducted follow-
up efforts, including sending multiple email reminders and contacting
nonrespondents through phone calls or reminders from agency
management. These reminders allowed us to encourage survey
recipients to complete the survey and provided support in accessing the
survey questionnaire.
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We received responses from approximately 57 percent of the population
surveyed (unweighted).6 We found a significant association between
sampling strata (agency and area of primary responsibility) and seniority
in the agency (measured by GS-level or equivalent) and the propensity
for an individual survey recipient to respond. We adjusted for these
characteristics using standard propensity cell weighting class adjustments
defined by a model that included sampling strata and a categorical
measure of seniority and assumed that nonresponse adjusted data were
missing at random. We treated the respondent analyses using the
nonresponse adjusted final analysis weights as unbiased for the eligible
population of personnel in the survey and the responses as generalizable
for the six agencies in aggregate, for each agency, and by primary
responsibility.

We analyzed survey results for the six agencies in aggregate, for each
agency, and by primary responsibility based on the respondent’s position
type. We examined the extent to which law enforcement personnel
reported using BSA reports, the purposes for which they were used, and
the extent to which alternative information sources were available. We
also examined the types of crimes for which personnel reported using
BSA reports and the frequency and usefulness of seven types of BSA
reports.” For the survey results, see appendix Il. Margins of error were
plus or minus 15 percentage points or less.

Because we followed a probability procedure based on random
selections, our sample is only one of a large number of samples that we
might have drawn. Since each sample could have provided different
estimates, we express our confidence in the precision of our particular
sample’s results as a 95 percent confidence internal (for example, plus or
minus 7 percentage points). This is the interval that would contain the
actual population value for 95 percent of the samples we could have
drawn. Confidence intervals are provided along with each sample
estimate in the report. All survey results presented in the report are

6Unweighted response rates (the numberofrespondents divided by the numbersampled)
are a measure ofthe proportion of the sample thatresulted in usable information.
Weighted response rates (the same calculation exceptthat the numbers are weighted by
the numberofindividuals each personrepresentsinthe sample)are the measure ofthe
proportion of the population forwhich useable information was available. For this survey,
our weighted response rate of56 percentwas similarto our unweighted response rate.

7Our survey asked aboutseven BSA reports:the Currency and Monetary Instrument
Report, Currency Transaction Report, Designation of Exempt Person, Foreign Bank
Account Report, Form 8300, Monetary Service Businessregistration form, and Suspicious
Activity Report.
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generalizable to the respective population of in-scope law enforcement
personnel in the six federal agencies, except where otherwise noted.

In addition to the reported sampling errors, the practical difficulties of
conducting any survey may introduce other types of error, commonly
referred to as nonsampling errors. For example, differences in how a
particular question is interpreted, the sources of information available to
respondents, or the types of people who do not respond can introduce
unwanted variability into the survey results. We included steps in both the
data collection and data analysis stages to minimize such nonsampling
errors.8

Analysis of data on BSA report access and use. To describe agencies’
access to and use of the BSA database, we compiled and analyzed data
on database access and use from 2014 through 2018.9 Specifically, we
obtained from FinCEN a list of entities with signed agreements to directly
access the BSA database and annual data on each entity's use history,
including the number of registered users, the number of database
searches, and the number of searches conducted on behalf of others
from 2014 through 2018. We assessed the reliability of these data by
reviewing relevant documentation; interviewing knowledgeable FInCEN
staff; and electronically testing the data for duplicates, missing values,
and invalid values. We determined that the data were sufficiently reliable
for the purpose of describing agencies with access to BSA reports and
their database search activities. For purposes of our analysis, we
assumed that each entity on FinCEN’s list was an “agency,” meaning that
if an entity had multiple subentities with access, we assumed each
subentity was a unique agency with its own characteristics. For each
agency in FinCEN'’s data set, we added the following indicators:

e Jurisdiction. Based on a review of the agency name or website,
we categorized each agency as federal, state, local, or

8For example, we worked with the agencies to develop accurate sample frames, pretested
the survey instrument, conducted follow-ups with nonrespondents to achieve atleast a 50
percentresponse rate forall agencies exceptSecret Service and for all areas of primary
responsibility, developed logicrules to identifyinconsistentresponses, analyzed item
nonresponses, and adjusted for survey non-response.

9For this report, we analyzed database access and use byagencies external to FinCEN;
therefore, we excluded use by FinCEN staff.
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nongovernmental.’© For state and local agencies, we added an
additional indicator of the state where the agency had jurisdiction.

e Type.Welabeled each agency as either a law enforcement
agency, financial institution regulator (with responsibility for
regulating institutions with BSA/AML compliance requirements), or
other.1" For purposes of our report, we defined a law enforcement
agency as an agency that employs full-time law enforcement
officers or prosecutes criminal activity, including the U.S.
Attorneys’ Offices, state attorney general offices, and district
attorney offices. To help ensure comparability between federal
and state agencies, we considered all state revenue authorities
with a criminal investigation unit to be law enforcement agencies
(similar to IRS-CI).12

e Law enforcement agencyrole. For law enforcement agencies,
we added an additional indicator of the agency’s primary law-
enforcement-related activity: whether it employed full-time federal
law enforcement officers or was a police department, prosecutor’s
office, revenue authority (for state revenue authorities), or other.
We categorized the law enforcement agency’s primary role based
on the agency’s name or review of the agency’s website and
related documents.

10For purposes ofourreview, we categorized agencies located in the Districtof Columbia
and Puerto Rico as state agencies. We excluded agencies from the other U.S. territories
because none ofthem had state coordinators.

11The Bank Secrecy Act defines financial institutions as insured banks, licensed money
transmitters, insurance companies, travel agencies, broker-dealers,and dealers in
precious metals,among othertypes of businesses.See 31 U.S.C. § 5312(a)(2). For
additional information on regulation offinancial institutions’ compliance with BSA/AML
requirements, see GAO, Bank Secrecy Act: Agencies and Financial Institutions Share
Information b ut Metrics and Feedb ack Not Regularly Provided, GAO-19-582 (Washington,
D.C.: Aug. 27,2019).

12To identify the states whose revenue authorities had criminal investigation units, we
reviewed the websites ofeach state revenue authority and considered those statesto
have an investigation unitif they had a unitor departmentcharged with criminal
investigations.
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¢ FinCEN state coordinator. Using information provided by
FinCEN, we labeled agencies that were FInCEN state
coordinators in March 2019.13

To count the number of agencies with direct access to the database from
2014 through 2018, we considered each agency with at least one
registered user in that year to have had database access in that year.14
We calculated the total number of agencies and the total by jurisdiction
and agency type, and, for law enforcement agencies, by role annually and
calculated the percentage change in the number of agencies in each
category with access from 2014 through 2018.

To analyze the number of law enforcement agencies with and without
direct access to the BSA database, we compared the number of law
enforcement agencies with direct access to the total number of law
enforcement agencies by jurisdiction and agency role.'s For purposes of
this calculation, we limited the analysis of state law enforcement agencies
to one police agency and one attorney general office per state, plus one
revenue authority for those states with state revenue authorities with
criminal investigation units.'¢ For consistency among the state agencies
we analyzed, we excluded nine specialized state agencies in seven
states with direct access to the BSA database in 2018. These agencies
may employ full-time law enforcement officers, but we did not have

13According to FinCEN, each state has atleastone agency that serves as the FInCEN
state coordinatorand conducts searches ofthe BSA database atthe requestof state and
local agencies inthatstate.

14A registered useris an authorized userwho has the ability to access and search the
BSA database.

15We used the following data sources forour comparisons: DepartmentofJustice, Federal
Law Enforcement Officers, 2016—Statistical Tables, Bureau of Justice Statistics NCJ
251922 (Washington, D.C.: October 2019); Local Police Departments, 2016: Personnel,
Bulletin NCJ 252835 (Washington D.C.: October 2019); and Choose Justice: Guide fo the
U.S. DepartmentofJustice for Law Students and Experienced Aftorneys (Washington,
D.C.: December2011). (Forpurposes ofthis report, we assumed the results forthe 2016
analyses were representative of the 2014 through 2018 period.) We also used data from
the National Association of Attorneys General on state attorneys general.

16The state of Hawaii does nothave a state police agency, so we did not count this state
in our state police agencycount. As noted previously, to identify the states whose revenue
authorities had criminal investigation units, we reviewed the websites ofeach state
revenue authority and considered those states to have an investigation unitif they had a
unit or departmentcharged with criminal investigations. In total, we identified 35 states
(including the Districtof Columbia and Puerto Rico) whose revenue authority had a
criminal investigation unit.
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equivalent information on these specialized agencies for each state and
therefore did not include them in this calculation. In addition, we did not
have data on the total number of local prosecutorial agencies. As a result,
we were unable to identify the percentage of local prosecutorial agencies
or total local law enforcement agencies with database access. For our
analysis, we used the percentage of local police departments as a proxy
for all local law enforcement agencies.!”

To estimate the extent to which state and local agencies accessed the
BSA database directly and indirectly (through search requests), we
estimated the number of state and local agencies that requested a search
in 2018 and added this to the number of state and local agencies with
direct database access.'8 We calculated the percentage of state and local
agencies with direct or indirect database access by dividing the number of
agencies with direct or indirect access by the total number of state and
local police departments.

To analyze law enforcement agencies’ use of the BSA database, we
counted the total number of cases for which the database was searched,
by jurisdiction, from 2014 through 2018 and calculated the percentage

change in that use over time.1°

17To test this assumption, we compared how the percentage of local law enforcement
agencies would change undervarious scenarios and found thatthe absence ofthese
agencies had aless than 1 percentage pointeffect on the percentage of local law
enforcementagencies with database access.

18We obtained data on the number of search requests made to FinCEN from FinCEN. For
searches bystate coordinators, we assumed thatall searches in FinCEN 's database that
were labeled as conducted “on behalfof another person” were searches conducted on
behalfof other state or local agencies.Based on FinCEN s criteria forassessing local law
enforcementagencies’ applications for directdatabase access, we assumed thateach
agencywould have made five or 10 searchrequests a year.

19FinCEN'’s data on use of the database by agencies with directaccess include both the
numberofcases (termed “searches” by FinCEN)worked on by users ofthe database and
the numberofqueries made to the database.
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Document analysis and stakeholder interviews. To describe how law
enforcement agencies access and use BSA reports and efforts to
measure the contribution of BSA reports to the intended outcomes of the
BSA and its implementing regulations, we reviewed BSA program laws
and regulations and the BSA's implementing rules and regulations;
FinCEN'’s and law enforcement agencies’ reports, testimonies, and
speeches; and prior GAO reports. We also interviewed federal law
enforcement agency staff from DEA, the Department of Justice Criminal
Division, EOUSA, FBI, HSI, IRS-CI, and Secret Service and FInCEN staff.
We also interviewed staff from a nongeneralizable sample of five FInCEN
state coordinators, which we judgmentally selected to represent relatively

large and small numbers of requests in 2018 and geographic diversity.

Costs That Banks Incur to Comply with BSA/AML
Requirements

To address the second objective, we conducted case studies of a
nongeneralizable sample of 11 banks to determine the costs they
incurred in 2018 to comply with BSA/AML requirements. We selected the
11 banks to represent certain types (credit union, community bank,
regional or national bank), sizes (total assets), and BSA/AML reporting
frequencies (number of suspicious activity reports (SAR) filed in 2018).20
Table 6 describes the characteristics of the 10 groups we created and

A caseis an individual case, analysis, orexamination conducted forwhich a usersought
information from the database. A queryis a user’s requestofinformation from the system.
A usermay conductmultiple queries ofthe database as partofa case. In addition,
according to FinCEN officials, as of December2018, 10 federal agencies had agreements
to periodicallydownload the BSA database onto theirinternal computersystems.
Personnelin agencies with access to the downloaded data are able to search the
database directly. FinCEN does notsystematicallycollectinformation on the number of
cases worked with these data, and therefore we have notincluded them in ouranalysis of
use of the database. Finally, this analysis of database searches does notinclude searches
conducted by FinCEN as part of federal agency background checks oron behalfof non -
U.S. agencies.

20To identify communitybanks,we used FDIC’s communitybank definition, which
considers banks’ specialties, activities, geographic scope of operations, and total assets.
For more details, see Federal DepositInsurance Corporation, FDIC Community Banking
Study (December2012). To determine BSA/AML reporting frequencies, we used data
provided by FinCEN on SAR filings by bankin 2018, which we found to be sufficiently
reliable for this purpose by reviewing related documentation, interviewing knowledgeable
agency officials, and testing for errors.
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from which we selected our sample.2' We restricted our sample to insured
U.S. banks with traditional retail banking services (deposit taking and
lending) and excluded certain types of nontraditional banks.22

To create a list of banks and sort them into groups, we relied on the
December 2018 versions of FDIC’s Statistics on Depository Institutions,
NCUA’s Call Report, and the Federal Reserve’s National Information
Center datasets. We assessed the reliability of the data by reviewing
related documentation; interviewing knowledgeable agency officials; and
testing for errors, outliers, and missing values. We determined that the
data were sufficiently reliable for our reporting objective.23

We placed each bank in a group based on type and size (e.g., community
banks with $250 million or less in total assets) and restricted each group
to include banks that filed a certain number of SARs compared to banks

21For nine of the groups, we selected one bank each, and for the very large bankgroup,
we selected two banks (11 banks in total). We included two very large banks because
very large banks filed the majorityof the SARs and currency transaction reports (64 and
67 percent, respectively) filed by all of the types of banks in oursample populationin
2018.

22\\e limited the scope of our review to federally insured U.S. banks because oftheir
relative importance to the BSAV/AML program—banks, creditunions, and otherdepository
institutions were responsible forabout45 percentof the SARs filed in 2018. We excluded
foreign banks and their U.S. branches;savings associations; cooperative banks;industrial
banks;federal savings banks;bankers’ banks; corporate creditunions; stand-alone
internetbanks; cash managementbanks; banks chartered onlyto conductbusiness
internationally; banks thatspecialize in trusts, credit cards, or private banking; and banks
that do not accept deposits and make commercial loans,among others. We used data
from each of the federal banking agencies to confirm thatnone of the selected banks was
the subjectofa BSA/AML enforcementaction from 2014 through 2018. We also excluded
banks that opened, closed, were acquired, ormerged with anotherbank from 2016
through 2018. Further, after selecting the banks, we reviewed them to ensure thatno two
banks were from the same bank holding companyand that atleastone bank was
regulated by each of the four federal banking agencies. We also selected banksto ensure
that we selected banks from each U.S. Census division.

23For example, we found that these data were reliable in GAO, Community Banks: Effect
of Regulations on Small Business Lending and Institutions Appears Modest, butLending
Data Could Be Improved, GAO-18-312 (Washington, D.C.: Aug. 6, 2018).In that report,
we reviewed related documentation;interviewed knowledgeable agencyofficials;and
tested for errors, outliers,and missing values to determine thatthe data were sufficiently
reliable.
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of the same type and size.24+ We then selected banks with total assets that
were most representative of the median among banks of the same type
and size.

|
Table 6: Characteristics of Bank Case Study Sample Groups

Bank type Total assets Suspicious activity report Sample group name
(SAR) filing frequency
National orregional bank More than $50 billion 50th percentile Very large bank (A and B)
National orregional bank $50 billionorless 50th percentile Large bank
Communitybank More than $250 million 75th percentile Large communitybank B
Communitybank More than $250 million 25th percentile Large communitybank A
Communitybank $250 millionorless 75th percentile Small communitybank A
Communitybank $250 millionorless 25th percentile Smallcommunitybank B
Creditunion More than $50 million 75th percentile Large creditunion A
Creditunion More than $50 million 25th percentile Large creditunion B
Creditunion $50 millionorless 75th percentile Small creditunion A
Creditunion $50 millionorless 25th percentile Small creditunion B

Source: GAO analysis of data from Federal Deposit Insurance Corporation (FDIC), Board of Gowvernors of the Federal Reserve System, Financial Crimes Enforcement Network, and National Credit Union
Administration. | GAO-20-574

Note: Total assets w ere as of December 2018. We used the Federal Deposit Insurance Corporation’s
community bank definition, w hich considers banks’ specialties, activities, geographic scope of
operations, and total assets. SARfiling frequency is relative to banks of the same type and size (e.g.,
community banks with $250 million or less in total assets) and based on data provided by the
Financial Crimes Enforcement Netw ork. We restricted each group to include only banks w hose
relative SAR filing frequency in 2018 w as near the percentile provided. We lettered the banks
according to size: larger banks are “A” and smaller banks are “B.” We therefore labeled large
community bank B as such becauseitw as smaller than large community bank A.

To identify the BSA/AML requirements for which to collect cost data, we
reviewed the associated laws and regulations, as well as the Federal
Financial Institutions Examination Council's (FFIEC) Bank Secrecy
Act/Anti-Money Laundering Examination Manual, which includes detailed
information on regulatory requirements, expectations, and industry

24\We targeted lower or higherfrequency SAR filers (those nearthe 25th and 75th
percentile for banks ofthe same type and size). We excluded banks from the lower
frequency groups thatdid not file atleastone SAR in 2018. For large and very large
banks, we targeted those nearthe 50th percentile because mostofthose banks filed a
relatively highernumberof SARs.
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practices.2s We also reviewed existing studies of BSA/AML compliance
costs.26 For each requirement, we developed structured interview
questions and a data collection tool to collect information needed to
estimate associated compliance costs. Specifically, we designed the tool
to collect information on the compliance process (e.g., completing and
filing currency transaction reports (CTR)), relevant data points (e.g.,
number of CTRs filed in 2018), associated personnel and compensation,
estimated time to complete the process, and the annual cost of
associated third-party vendors and software.2?

From August through November 2019, we conducted structured
interviews on-site at each of the 11 banks to collect quantitative and
qualitative data about their BSA/AML compliance costs in 2018.28 At each
bank, we met with the BSA/AML officer and other relevant compliance,
management, and human resources personnel to collect the information
we requested.2? Representatives provided data collected from internal
data systems, as well as time estimates for key compliance activities

25Federal Financial Institutions Examination Council, Bank Secrecy Act/Anti-Money
Laundering Examination Manual (Feb.27,2015). FFIEC subsequentlypublished stand-
alone sections ofthe manual on the customerdue diligence and beneficial ownership for
legal entity customersrequirements in May 2018 and on the BSA/AML compliance
program requirements in April 2020.

263pecifically, we reviewed studies thatwere published in 2016 -2018 and used original
data collection oranalysis. We identified relevant studies through structured internetand
database searches, work cited in other reports, and recommendations from GAO staff. To
learn more aboutthe results and limitations ofthese studies, see app. IV.

27To assessthe reliabilityand completeness of ourapproach, we tested our interview
questions with industryexperts and three banks we selected because ofvarying size (total
assets), type (bank and credit union), SAR filing frequency, and geography. We
incorporated theirfeedback as appropriate.

28Prior to each interview, we reviewed background information on each of the 11 banks to
learn more abouttheir BSA/AML risks and compliance programs, such as policiesand
procedures, organizational charts,and riskassessments.

29To assessthe reliabilityof the computer-processed data they provided, we tested the
data for obvious errors and interviewed representatives abouttheirdata controls and
potential limitations or concerns. We determined thatthe data were sufficientlyreliable for
estimating compliance costs.
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based on their professional judgment and internal surveys.3 For each
software system and third-party vendor, we collected the annual cost and
percentage of its use associated with BSA/AML compliance (also based
on professional judgment). In addition, we collected qualitative
information on compliance processes, the effect of compliance costs on
customers, and steps taken by banks in response to compliance costs.

We estimated each bank’s compliance costs by BSA/AML requirement
and in total and compared the results among the 11 banks to identify
similarities or differences. In general, we calculated the direct personnel
cost of each requirement based on the data banks provided. To estimate
software and third-party vendor costs, we multiplied the annual cost (such
as the annual licensing fee) by the percentage of its use associated with
BSA/AML compliance.3' We included third-party costs in our estimate for
each requirement when banks contracted the vendor to assist entirely
with the requirement. Otherwise, we reported them separately.
Conversely, we reported all software costs separately because banks
commonly reported that they used individual software systems to meet
multiple requirements.

Federal Banking Agencies’ Examinations of Banks for
Compliance with BSA/AML Requirements

To address the third objective, we reviewed relevant laws (including the
Bank Secrecy Act and related statutes, including the Federal Deposit
Insurance Act and the Federal Credit Union Act); regulations, including
relevant parts of Title 12 and 31 of the Code of Federal Regulations; and
agency documentation, such as FFIEC’s Bank Secrecy Act/Anti-Money
Laundering Examination Manual, an information-sharing memorandum of
understanding between FinCEN and the federal banking agencies,
federal banking agencies’ 2017 joint report to Congress under the

30When banks provided arange for a given time estimate, we used the median. In limited
cases,we collected alternative estimates when banks were unable to provide a requested
datum or time estimate. Forexample, to estimate the costto complete andfile CTRs,we
requested the numberof CTRs, personnel responsible forcompleting and filing them, their
average compensation, and the time to complete and file each CTR. We then multiplied
the results. However, for a bank that employed personnel with full-time responsibilities for
filing CTRs, we instead collected and multiplied the number offull-time personnel and their
average compensation.

31For example, a third-party auditor may have also tested otherinternal controls while
testing those for BSAVAML compliance. If the bank reported that each auditrequired 50
percentof the vendor’s time, then we would have included halfof the contract value in our
estimate.
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Economic Growth and Regulatory Paperwork Reduction Act, and
interagency statements or guidance on examinations. We reviewed data
from FInCEN summary reports on BSA/AML examinations of the federal
banking agencies for fiscal years 2015 through 2018 to analyze the extent
to which the agencies cited their supervised banks for BSA violations and
the number and types of such violations they cited. To assess the level of
resources that FiInCEN would need to examine certain banks for
compliance with BSA/AML requirements, we reviewed and analyzed data
on hours that federal banking agencies devoted to BSA/ANML
examinations, which the banking agencies provided to us for selected
banking organizations.

We assessed the reliability of FInCEN's BSA/AML examination data and
federal banking agency data by reviewing documentation related to the
data, interviewing knowledgeable officials, and conducting manual data
testing for missing data, outliers, and obvious errors. We determined the
data to be sufficiently reliable for reporting on the federal banking
agencies’ BSA/AML examinations.

In addition, we reviewed prior GAO reports and industry and other
stakeholder studies or other publications on the BSA and examinations.
Finally, we interviewed officials from FInCEN, federal banking agencies,
and industry stakeholders—including officials from the American Bankers
Association, Bank Policy Institute, Consumer Bankers Association, Credit
Union National Association, Independent Community Bankers
Association, and National Association of Federal Credit Unions—to obtain
their views on issues related to BSA/AML examinations.

Potential Changes to BSAReporting Requirements and
Efforts to Explore Innovative Approaches

To address the fourth objective, we reviewed and analyzed proposals that
some members of Congress, industry associations, and other
stakeholders have made to change the BSA's reporting and other
requirements. These proposed changes were presented in proposed
legislation, congressional testimonies, and industry studies and comment
letters. To evaluate the potential benefits and costs of increasing certain
reporting thresholds, we reviewed analyses that FInCEN prepared on how
increasing the SAR and CTR thresholds could have affected the number
of such filings in 2018. To evaluate the effect of reducing restrictions on
the sharing of SARs by U.S. banks with their foreign branches, we
analyzed the Federal Reserve’s National Information Center data to
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estimate the number of foreign branches affiliated with U.S. banks and
reviewed international AML assessments of some of the countries in
which the foreign branches were located. We assessed the reliability of
the Federal Reserve’s data by reviewing related documentation and
conducting electronic testing for missing data, outliers, or any obvious
errors. We found the data sufficiently reliable for reporting on the number
of foreign branches affiliated with U.S. banks. We also interviewed
officials from FInCEN and federal law enforcement agencies—including
the Department of Justice Criminal Division, EOUSA, FBI, HSI, IRS-CI,
and Secret Service—and six industry associations (as identified above) to
obtain their views on the potential benefits and costs of increasing the
SAR and CTR thresholds and other BSA reforms.

To describe efforts that FInCEN and federal banking agencies have
undertaken to explore innovation for, among other purposes, BSA/AML
compliance, we reviewed agency documentation, including interagency
guidance (e.g., a 2018 joint statement on innovative approaches),
congressional testimonies, and speeches. We also reviewed prior GAO
reports on the use of technology by financial services firms, including to
comply with BSA/AML requirements. Finally, we interviewed officials from
FinCEN, the federal banking agencies, and industry associations about
their views on the use of technology by banks to comply with BSA/AML
and other regulatory requirements.

We conducted this performance audit from September 2018 to
September 2020 in accordance with generally accepted government
auditing standards. Those standards require that we plan and perform the
audit to obtain sufficient, appropriate evidence to provide a reasonable
basis for our findings and conclusions based on our audit objectives. We
believe that the evidence obtained provides a reasonable basis for our
findings and conclusions based on our audit objectives.

Page 95 GAO-20-574 Bank Secrecy Act



Appendix|ll:Results of GAO’s Survey of Law
Enforcement’s Use of Bank Secrecy Act
Reports

Appendix |l: Results of GAO’s
Survey of Law Enforcement’s
Use of Bank Secrecy Act
Reports

From November 2019 through March 2020, we administered a web-
based survey to a generalizable sample of 5,257 federal law enforcement
personnel—specifically, investigators, analysts, and prosecutors—to
understand their use of Bank Secrecy Act (BSA) reports. We surveyed
personnel at six federal agencies: the Drug Enforcement Administration,
Federal Bureau of Investigation, Homeland Security Investigations,
Internal Revenue Service-Criminal Investigation, Offices of the United
States Attorneys, and U.S. Secret Service. As shown in table 7, we
received valid responses from 57 percent of our total sample
(unweighted).! All survey results presented in this appendix are
generalizable to law enforcement personnel at these six federal agencies
in aggregate, by agency, and by primary responsibility (e.g.,
investigations, analysis, or prosecutions).2 We express our confidence in
the precision of our estimates as a 95 percent confidence interval.3 For a
more detailed discussion of our survey methodology, see appendix I.

TUnweighted response rates (the numberofrespondents divided by the numbersampled)
are a measure ofthe proportion of the sample thatresulted in usable info rmation.
Weighted response rates (the same calculation exceptthat the numbers are weighted by
the numberofindividuals each personrepresentsinthe sample)are the measure ofthe
proportion of the population forwhich useable information was available. Forthis survey,
our weighted response rate of 56 percentwas similarto ourunweighted response rate.

2We assigned primaryareas ofresponsibilitybased on the individual s title (e.g., staff with
the title “special agent” were assigned to the area of investigations) or the Office of
Personnel Management's classifications (e.g., staff with classification 1801 series, which
are positionsthatsupervise,lead, or perform inspection investigation, enforcement, or
compliance work. We confirmed these assignments during the surveyby asking
respondents to selectthe best descriptor oftheir currentrole and responsibilities.

3Because we followed a probabilityprocedure based on random selections, oursample is
onlyone of a large number of samples thatwe might have drawn. Since each could have
provided different estimates, we express our confidence in the precision of our particular
sample’s results as a 95 percent confidence interval. This is the interval that would contain
the actual population value for 95 percent of the samples we could have drawn.
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Table 7: Survey Population, Sample Size, and Percentage of Valid Survey Responses by Agency and Primary Responsibility

na na na Response rate  Response rate
percentage percentage

Category Population size Sample size Unweighted Weighted

All agencies 42,309 5,257 56.9 55.6

By agency: Drug Enforcement 4,991 836 54.5 50.6

Administration

By agency: Federal Bureau of 19,166 1,417 58.6 60.5

Investigation

By agency: Homeland Security 6,884 846 54.3 527

Investigations

By agency: Internal Revenue Service- 2,214 702 755 75.6

Criminal Investigation

By agency: Offices of the United States 5,379 740 531 52.5

Attorneys

By agency: U.S. Secret Service 3,675 716 450 445

By primary responsibility: Investigations 28,847 2,925 55.6 55.3

By primary responsibility: Analysis 8,155 1,612 61.4 59.3

By primary responsibility: Prosecutions 5,307 720 52.5 523

Source: GAO. | GAO-20-574

Note: Unw eighted response rates (the number of respondents divided by the number sampled) are a
measure of the proportion of the sample that resulted in usable information. Weighted response rates
(the same calculation except that the numbers are w eighted by the number of individuals each person
represents in the sample) are the measure of the proportion of the population for w hich useable
information w as available.

The web-based survey consisted of six multiple-choice sections: (1) use
of BSA reports to start or assist criminal investigations (e.g., from
developing or following up on a lead or allegation until opening a case);
(2) use of BSA reports to conduct or assist ongoing criminal
investigations; (3) use of BSA reports to analyze trends, patterns, and
issues associated with criminal activity, separate from ongoing case work;
(4) use of BSA reports to work on criminal prosecutions after the person
has been formally accused of a crime (including for civil or criminal asset
forfeitures or for restitution purposes); (5) types of BSA reports used; and
(6) BSA report access methods and potential crimes for which reports
were used.+ We also provided opportunities for respondents to voice
additional responses. Multiple-choice survey questions and their
aggregate results are included in this appendix. For this survey,

4According to DepartmentofJustice officials, BSA reports are generallynot used for civil
cases,butmaybe usedin civil assetforfeitures in moneylaundering cases and for
collection of restitution payments.
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respondents were asked to report on their activities from 2015 through
2018.

The following sections present tables summarizing the survey responses.

Use of BSA Reports to Start or Assist New Criminal
Investigations

We asked respondents whether they had used BSA reports to start or
assist new criminal investigations (e.g., from developing or following up
on a lead or allegation until opening a case) from 2015 through 2018 (see

table 8).

Table 8: From 2015 through 2018, did you use Bank SecrecyAct reports to help start or assist new criminal investigations?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 59 56,62 41 38,44
By agency: Drug EnforcementAdministration 67 61,72 33 28,39
By agency: Federal Bureau of Investigation 58 52,64 42 36,48
By agency: Homeland SecurityInvestigations 54 48,59 46 41,52
By agency: Internal Revenue Service-Criminal 91 88,94 9 6,12
Investigation
By agency: Offices of the United States Attorneys 51 45,57 49 43,55
By agency: U.S. Secret Service 55 48,63 45 37,52
By primary responsibility: Investigations 60 57,64 40 36,43
By primary responsibility: Analysis 62 57,67 38 33,43
By primary responsibility: Prosecutions 50 44,57 50 43,56

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Starting a new criminalinvestigation covers the period fromdeveloping or follow ingupona
lead or allegation until opening a case. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding. Margin of error for all estimates is 15
percentage points or less at the 95 percent level of confidence. We asked those respondents who
had used BSA reports to start or assistnew criminalinvestigations about their experiences (see
tables 9-13).
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Table 9: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for identifying
potential subjects or networks for which a new investigation might be initiated?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this forthis
never purpose purpose
Category Estimated Cl Estimated (o Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 26 23,29 34 30, 37 33 30, 37 5 4,7 1 >0, 2
By agency: Drug 23 17,29 36 29,43 34 27, 41 7 4,12 >0 >0, 2
Enforcement
Administration
By agency: Federal 24 17,32 35 27,42 35 27,44 4 2,9 1 >0,5
Bureau of
Investigation
By agency: 34 26,41 29 22,36 31 24,39 6 3,10 >0 >0,3
Homeland Security
Investigations
By agency: Internal 43 38,48 39 34,43 16 12,19 2 1,4 >0 >0, 1
Revenue Service-
Criminal Investigation
By agency: Offices of 14 8,21 33 26,41 42 34,51 7 3,12 1 >0,4
the United States
Attorneys
By agency: U.S. 28 19,38 31 21,40 32 22,41 5 2,12 1 >0,6
Secret Service
By primary 29 25,33 33 28,37 32 28,37 5 3,8 1 >0, 2
responsibility:
Investigations
By primary 27 22,32 37 32,43 30 24,35 4 2,8 2 >0,4
responsibility:
Analysis
By primary 14 8,21 33 25,41 42 34,51 7 3,13 1 >0,4
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval;, >= greater than

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider the period fromdeveloping or follow ingupona
lead or allegation until opening a case. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach es timate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 10: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for providing the
basis or partial basis for opening a new case?

na Almo Almost Freque Frequen Occasio Occasio Not Not Not Not
st always ntly tly nally nally oftenor oftenor useful useful
alway never never forthis forthis
s purpose purpose
Category Estim Cl Estimat Cl Estimate Cl Estimat Cl Estimat cl
ated ed d perc. ed perc. ed perc.
perc. perc.
All agencies 20 17,22 26 23,29 35 32,39 15 12,18 2 1,3
By agency: Drug Enforcement 14 10, 21 20 15,27 31 25,38 27 20,33 4 2,7
Administration
By agency: Federal Bureau of 17 11,24 30 22,37 37 29,45 15 10,23 2 >0,5
Investigation
By agency: Homeland Security 23 17,29 17 12,23 41 33,48 14 9,20 4 1,7
Investigations
By agency: Internal Revenue 40 35,44 40 36,45 16 12,20 3 2,5 0 0,1
Service-Criminal Investigation
By agency: Offices of the United 16 10,23 27 19,34 40 32,49 13 8,19 2 >0,5
States Attorneys
By agency: U.S. Secret Service 19 12,28 31 22,40 36 27,46 8 3,15 1 >0, 6
By primary responsibility: 20 17,24 26 22,30 34 30,39 16 12,19 2 1,4
Investigations
By primary responsibility: Analysis 19 15,24 27 22,32 35 29,40 14 11,19 4 2,7
By primary responsibility: 16 10, 23 27 19,34 40 32,49 13 8,20 2 >0,5
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider the period fromdeveloping or follow ingupona
lead or allegation until opening a case. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 11: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for identifying potential subjects or
networks for which a new investigation might be initiated?

na Very Very Somew Somewh Not very Notvery Not at Not at Not Not
useful useful hat at useful useful all all usedfor usedfor
useful useful useful useful this this
purpose purpose
Category Estima Cl Estimat Cl Estimat Cl Estimat Cl Estimat cl
ted ed ed perc. ed perc. ed perc.
perc. perc.
All agencies 53 50, 57 39 35,43 2 1,4 1 >0, 1 4 2,5
By agency: Drug Enforcement 44 36, 51 46 39,53 6 3,11 0 0,1 4 1,7
Administration
By agency: Federal Bureau of 55 47,63 40 31,48 2 >0,5 >0 >0,3 3 1,8
Investigation
By agency: Homeland Security 57 50,65 36 29,43 1 >0,4 1 >0,3 4 2,8
Investigations
By agency: Internal Revenue 78 74,82 20 16, 24 >0 >0, 2 >0 >0,1 1 >0,2
Service-Criminal Investigation
By agency: Offices of the United 41 33,50 46 37,54 1 >0,4 2 >0,6 5 2,1
States Attorneys
By agency: U.S. Secret Service 51 40, 61 37 27,47 4 1,11 0 0,3 3 1,9
By primary responsibility: 54 49, 58 39 34,44 3 2,4 >0 >0, 1 3 2,6
Investigations
By primary responsibility: Analysis 61 55,66 33 27,38 2 1,5 >0 >0,3 3 2,6
By primary responsibility: 41 33,49 46 38,55 1 >0, 4 2 >0,7 5 2,11
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider the period fromdeveloping or follow ingupona
lead or allegation until opening a case. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 12: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for providing the basis or partial
basis for opening a new case?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 41 37,44 42 38,46 6 4,8 2 1,3 7 5,8
By agency: Drug 24 18,30 46 39,53 11 7,17 5 2,10 9 5,14
EnforcementAdministration
By agency: Federal Bureau 40 32,48 45 37,54 7 3,13 1 >0,5 4 2,9
of Investigation
By agency: Homeland 45 37,52 39 31,46 3 1,7 2 >0,4 11 6, 16
Security Investigations
By agency: Internal Revenue 74 69,78 23 19,27 1 >0, 2 >0 >0,1 1 >0,3
Service-Criminal Investigation
By agency: Offices of the 38 30,46 46 37,54 4 2,9 2 >0,5 7 3,12
United States Attorneys
By agency: U.S. Secret 42 32,52 43 33,53 4 1,11 0 0,3 4 1,11
Service
By primary responsibility: 40 36,45 42 37,47 7 4,9 2 1,4 6 4,9
Investigations
By primary responsibility: 46 41,52 39 33,45 4 2,7 1 >0,3 8 5,12
Analysis
By primary responsibility: 37 29,46 46 38,55 4 2,9 2 >0,5 7 3,12
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider the period fromdeveloping or follow ingupona

lead or allegation until opening a case. Results for all agencies and for each agency and area of

primary responsibility may not total 100 percent due to rounding and respondents w ho did not select

a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.

Margin of error for allestimates is 15 percentage points or less at the 95 percentlevel of confidence.
|
Table 13: Thinking about starting or assisting new criminal investigations, could you generally have obtained the same
information you obtained through relevant Bank Secrecy Act reports through other means?

na Yes,witha Yes,witha Yes,with Yes,with No, can’t No, can’t Don’t Don’t
comparable comparable an an get get know know
alternative alternative alternative alternative information information
intermsof intermsof thatisless thatisless from from
efficiency  efficiency efficient efficient another another
source source
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc.
All agencies 7 59 33 30,37 47 43,50 13 11,16
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na Yes,witha Yes,witha Yes,with  Yes,with No, can’t No, can’t Don’t Don’t
comparable comparable an an get get know know
alternative alternative alternative alternative information information
intermsof intermsof thatisless thatisless from from
efficiency  efficiency efficient efficient another another
source source
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc.
By agency: Drug Enforcement 5 3,10 26 20,32 52 45,60 16 11,23
Administration
By agency: Federal Bureau of 7 3,13 32 25,40 48 40, 56 13 8,19
Investigation
By agency: Homeland 9 5,14 39 32,47 40 32,47 12 7,18
Security Investigations
By agency: Internal Revenue 7 5,10 24 20,28 63 58,67 6 4,9
Service-Criminal Investigation
By agency: Offices of the 2 >0,6 35 27,43 44 36,53 19 13,26
United States Attorneys
By agency: U.S. Secret 9 4,17 46 36, 56 33 24,43 12 6, 20
Service
By primary responsibility: 8 5,10 34 29,38 46 42,51 12 9,16
Investigations
By primary responsibility: 6 3,9 30 25,35 50 44,56 14 10,18
Analysis
By primary responsibility: 2 >0,6 35 27,43 44 36, 52 19 13,26
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Starting a new criminal investigation covers the period fromdeveloping or follow ingupona
lead or allegation until opening a case. Efficiency is defined by the number of investigative steps,

w here a comparable alternative in terms of efficiency would require a similar number of investigative
steps. Results for all agencies and for each agency and area of primary responsibility may not total
100 percentdue to rounding. Respondents w ho completed the survey question prior to this question
but did not check a response to this question w ere counted as “Don’t know .” Upper- and low er-bound
95 percent confidence intervals are provided foreach estimate. Margin of error for all estimates is 15
percentage points or less at the 95 percentlevel of confidence.

Use of BSA Reports to Conduct or Assist Ongoing
Criminal Investigations

We asked respondents whether they had used BSA reports to conduct or

assist ongoing criminal investigations from 2015 through 2018 (see table
14).
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Table 14: From 2015 through 2018, did you use Bank SecrecyAct reports to help conduct or assist criminal investigations?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 72 69,74 28 26, 31
By agency: Drug Enforcement Administration 81 76,85 19 15,24
By agency: Federal Bureau of Investigation 73 68,79 27 21,32
By agency: Homeland Security Investigations 68 63,73 32 27,37
By agency: Internal Revenue Service-Criminal 95 92,97 5 3,8
Investigation
By agency: Offices of the United States Attorneys 60 54,66 40 34,46
By agency: U.S. Secret Service 63 56,70 37 30,44
By primary responsibility: Investigations 73 70,76 27 24,30
By primary responsibility: Analysis 77 73,81 23 19,27
By primary responsibility: Prosecutions 60 54,65 40 35,46

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Results for all agencies and for each agency and area of primary responsibility may not total
100 percentdue to rounding. Margin of error for all estimates is 15 percentage points or less at the 95
percentlevel of confidence.

We asked those respondents who had used BSA reports to conduct or
assist ongoing criminal investigations about their experiences (see tables

15-33).
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Table 15: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for providing
additional information about a subject (e.g., contact information, Internet Protocol address, etc.)?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always or never often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 26 23,29 35 32,28 31 28,34 6 4,7 1 1,2
By agency: Drug 22 16,27 39 33,45 32 26, 37 5 2,9 2 1,5
Enforcement
Administration
By agency: 27 21,33 36 30,43 32 25,38 4 2,9 >0 >0, 2
Federal Bureau of
Investigation
By agency: 27 21,32 31 25,37 32 26,39 7 4,12 2 >0,4
Homeland Security
Investigations
By agency: 47 42,52 37 33,42 13 10,17 2 1,4 >0 >0, 1

Internal Revenue
Service-Criminal
Investigation

By agency: Offices 18 13,24 29 22,36 36 29,43 8 5,13 3 1,7
of the United
States Attorneys

By agency: U.S. 23 16,32 40 31,49 29 21,38 6 3,13 1 >0,5
Secret Service

By primary 26 23,30 36 32,39 31 27,34 6 4,8 1 >0, 2
responsibility:
Investigations

By primary 29 25,34 39 34,44 28 23,32 2 1,4 1 >0, 2
responsibility:

Analysis

By primary 18 13,25 29 22,36 36 28,43 8 5,14 3 1,7
responsibility:

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. An Internet Protocol address is a numerical label assigned to each device connected
to a computer netw ork that uses the Internet Protocol for communication. It can be used to identify a
hostor netw orkinterface and alocation. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percentdue to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for allestimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 16: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for verifying or
confirming information about a subject?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated (o Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 26 23,29 39 36,42 28 25, 31 4 3,5 1 >0, 2
By agency: Drug 22 17,27 43 37,49 28 23,34 4 2,7 1 >0,4
Enforcement
Administration
By agency: Federal 26 20,32 42 35,49 29 22,35 3 1,6 1 >0,3
Bureau of
Investigation
By agency: 29 23,35 34 28,40 29 23,35 5 3,9 1 >0,3
Homeland Security
Investigations
By agency: Internal 48 43,53 38 33,42 12 9,15 2 1,4 >0 >0, 1
Revenue Service-
Criminal Investigation
By agency: Offices of 17 12,23 34 27,41 36 29,43 6 3,10 1 >0,4
the United States
Attorneys
By agency: U.S. 24 16,33 44 34,53 26 19, 36 4 1,9 1 >0,5
Secret Service
By primary 26 23,30 40 36,44 28 24,32 4 2,5 1 >0, 2

responsibility:

Investigations

By primary 31 27,36 41 36,46 23 19,27 4 2,6 >0 >0, 2
responsibility:

Analysis

By primary 17 12,23 34 26, 41 36 29,43 6 3,11 1 >0,4
responsibility:

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 17: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for identifying
additional associates,accounts, subjects, entities, or a criminal network?

Na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated (o Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 25 22,28 36 33,39 33 27,33 6 4,8 1 1,3
By agency: Drug 20 15,25 36 30,42 34 28,40 7 4,12 >0 >0,3
Enforcement
Administration
By agency: Federal 22 17,28 38 31,44 30 23,36 7 3,1 3 1,7
Bureau of
Investigation
By agency: 30 24,36 34 27,40 29 23,35 6 3,10 >0 >0, 2
Homeland Security
Investigations
By agency: Internal 44 39,49 40 35,45 14 11,17 1 1,3 0 0,1
Revenue Service-
Criminal Investigation
By agency: Offices of 19 13,26 29 23,36 36 29,43 5 2,10 2 1,6
the United States
Attorneys
By agency: U.S. 29 21,37 38 29,47 29 21,37 3 1,8 0 0,2
Secret Service
By primary 25 22,29 37 33,41 29 25,33 7 5,9 1 >0,3
responsibility:
Investigations
By primary 30 25,34 37 32,41 29 24,34 2 1,5 1 >0,3
responsibility:
Analysis
By primary 19 14,26 29 22,36 36 29,43 5 2,10 2 1,6
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 18: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for identifying
assets, including those that could be used for possible forfeiture or restitution actions?

na Almo Almost Frequ Frequen Occasio Occasio Not Not Not Not
st always ently tly nally nally oftenor oftenor useful useful
alway never never forthis forthis
s purpose purpose
Category Estim Cl Estim Cl Estimate Cl Estimat Cl Estimat Cl
ated ated dperc. ed perc. ed perc.
perc. perc.
All agencies 19 17,22 25 22,28 34 31,37 16 13,18 3 2,5
By agency: Drug Enforcement 17 13,23 32 26,37 35 29, 41 14 10,19 1 >0,3
Administration
By agency: Federal Bureau of 16 11, 21 20 14,25 33 26, 39 23 17,29 6 3,10
Investigation
By agency: Homeland Security 25 20, 31 22 16,27 34 27,40 15 11,20 2 1,5
Investigations
By agency: Internal Revenue 29 24,33 34 30,39 28 24,32 5 3,8 2 1,4
Service-Criminal Investigation
By agency: Offices of the United 16 11,22 29 22,35 38 31,45 10 6,15 2 >0,5
States Attorneys
By agency: U.S. Secret Service 23 15,31 27 19,35 34 25,43 12 6,19 4 1,9
By primary responsibility: 20 17,23 24 21,27 33 30, 37 17 14,20 4 2,6
Investigations
By primary responsibility: Analysis 19 15,23 27 23,31 31 27,36 15 12,20 4 2,7
By primary responsibility: 16 11,23 28 22,35 38 31,46 9 5,15 2 >0,5
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 19: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for expanding the
scope of the investigation (e.g., by identifying additional statutes, jurisdictions, or agencies)?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this forthis
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 17 15,19 26 23,29 35 32,38 17 15,19 3 2,5
By agency: Drug 16 11,21 27 21,33 36 30,42 16 11,21 3 2,6
Enforcement
Administration
By agency: Federal 12 8,17 24 18, 30 37 31,44 20 15,26 5 2,9
Bureau of
Investigation
By agency: 24 19,30 26 20,32 30 24,36 17 12,23 1 >0, 4
Homeland Security
Investigations
By agency: Internal 25 21,29 33 28,37 30 25,34 10 7,13 1 1,3
Revenue Service-
Criminal Investigation
By agency: Offices of 12 8,18 26 20,33 33 26,40 19 13,26 2 1,6
the United States
Attorneys
By agency: U.S. 21 14,30 27 19, 36 40 31,49 9 4,16 2 >0,6
Secret Service
By primary 17 15,20 27 23,30 35 31,39 16 13,20 3 2,5
responsibility:
Investigations
By primary 18 14,22 23 19,28 34 29,39 19 15,23 4 2,6
responsibility:
Analysis
By primary 13 8,19 26 19,33 33 26,40 19 13,25 2 1,6
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 20: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for providing the
basis to requestrecords from another domestic or foreign agency?

na Almo Almost Freque Frequen Occasio Occasio Not Not Not Not
st always ntly tly nally nally oftenor oftenor useful useful
alway never never forthis forthis
s purpose purpose
Category Estim Cl Estimat Cl Estimate Cl Estimat Cl Estimat Cl
ated ed dperc. ed perc. ed perc.
perc. perc.
All agencies 16 14,18 25 22,28 31 28,34 21 19,24 5 3,6
By agency: Drug Enforcement 13 9,18 24 18,29 31 25,37 24 19,29 6 3,10
Administration
By agency: Federal Bureau of 15 10,20 27 20,33 32 25,38 22 17,28 4 2,8
Investigation
By agency: Homeland Security 20 15.26 22 17,28 29 23,35 22 16,27 5 2,8
Investigations
By agency: Internal Revenue 29 25,33 27 23,31 23 19, 27 15 12,19 4 2,6
Service-Criminal Investigation
By agency: Offices of the United 10 6,16 25 19,31 33 26,40 20 15,27 3 1,7
States Attorneys
By agency: U.S. Secret Service 16 10,24 26 19,35 32 23,41 16 10,24 6 3,13
By primary responsibility: 17 14,20 25 22,29 31 27,35 21 18,24 5 3,7
Investigations
By primary responsibility: Analysis 16 12,20 25 21,30 27 22,31 24 19,28 6 4.9
By primary responsibility: 10 6,16 25 18,31 33 26,40 20 15,27 3 1,7
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 21: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for providing
support to obtain a subpoena for related records?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this forthis
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 23 20,26 30 28,33 29 26,32 11 9,13 4 3,6
By agency: Drug 15 11,21 34 28,40 30 24,36 11 8,16 5 3,9
Enforcement
Administration
By agency: Federal 18 13,24 31 24,37 32 26, 39 13 9,18 5 3,9
Bureau of
Investigation
By agency: 28 22,34 24 19,30 26 20,32 16 11,21 4 2,7
Homeland Security
Investigations
By agency: Internal 48 43,52 34 30,39 11 8,14 4 2,6 1 1,3
Revenue Service-
Criminal Investigation
By agency: Offices of 23 17,29 31 25,38 32 25,39 6 3,10 1 >0,4
the United States
Attorneys
By agency: U.S. 27 19,35 31 22,39 27 19, 36 8 4,15 4 1,9
Secret Service
By primary 23 20,37 30 27,34 28 25,32 12 9,15 4 3,6
responsibility:
Investigations
By primary 20 16,24 31 26,35 29 24,33 12 9,16 5 3,8
responsibility:
Analysis
By primary 23 17,30 31 24,38 31 25,38 6 3,1 1 >0,4
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 22: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for providing the
basis for referring an investigation to another domestic or foreign agency?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this forthis
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 9 7,10 14 12,16 27 25,30 37 34,40 10 8,11
By agency: Drug 7 4,1 20 15,25 29 23,35 33 27,39 9 6, 14
Enforcement
Administration
By agency: Federal 7 4,12 12 8,18 26 20,32 41 35,48 10 6,15
Bureau of
Investigation
By agency: 13 9,18 16 12,22 27 21,33 33 27,40 8 5,13
Homeland Security
Investigations
By agency: Internal 13 10,16 14 11,18 29 24,33 32 28,37 10 8,14
Revenue Service-
Criminal Investigation
By agency: Offices of 6 3,11 8 4,13 24 18, 31 43 35,50 9 6,15
the United States
Attorneys
By agency: U.S. 7 3,13 12 7,20 35 26,44 31 23,40 11 6,18
Secret Service
By primary 9 7,1 16 13,18 29 25,32 36 32,40 9 7,12
responsibility:
Investigations
By primary 9 6,12 12 9,16 25 21,30 38 33,43 13 9,16
responsibility:
Analysis
By primary 6 3,11 7 4,12 24 18, 31 43 36, 51 9 5,15
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.

Page 112 GAO-20-574 Bank Secrecy Act



Appendix|ll:Results of GAO’s Survey of Law
Enforcement’s Use of Bank Secrecy Act
Reports

. ____________________________________________________________________________________________________________________________|
Table 23: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for eliminating
subjects or narrowing the scope of an investigation?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this forthis
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 9 8,1 17 14,19 35 32,38 29 26,32 7 5,9
By agency: Drug 8 5,12 22 17,28 31 25,37 28 23,34 8 5,12
Enforcement
Administration
By agency: Federal 8 5,12 17 12,23 34 27,40 34 28,41 6 3,10
Bureau of
Investigation
By agency: 15 11,20 15 11,21 39 33, 46 21 16,27 7 4,12
Homeland Security
Investigations
By agency: Internal 13 10,16 20 16,23 37 33,42 22 18,26 6 4,8
Revenue Service-
Criminal Investigation
By agency: Offices of 5 2,10 9 5,14 35 28,42 33 26,40 8 5,14
the United States
Attorneys
By agency: U.S. 8 4,15 16 10,24 37 28,46 30 21,38 6 3,13
Secret Service
By primary 9 7,12 18 15,21 36 32,40 28 24,32 7 5,9
responsibility:
Investigations
By primary 13 10,16 16 13,20 30 25,34 33 28,38 7 5,10
responsibility:
Analysis
By primary 5 2,10 9 5,14 35 28,42 33 26,40 8 5,13
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 24: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for providing additional
information about a subject (e.g., contact information, Internet Protocol address, etc.)?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all  forthis usedfor
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 48 45,51 41 38,44 5 3,6 1 1,2 3 2,4
By agency: Drug 46 39,52 43 37,49 5 3,9 2 1,5 3 1,6
EnforcementAdministration
By agency: Federal Bureau 53 46,60 40 33,47 4 2,8 1 >0, 2 1 >0, 2
of Investigation
By agency: Homeland 44 38,51 41 34,47 4 2,8 2 1,5 7 4,11
Security Investigations
By agency: Internal 70 66,75 26 22,30 2 1,3 >0 >0,1 1 >0,3
Revenue Service-Criminal
Investigation
By agency: Offices of the 33 26,40 49 42,56 6 3,10 3 1,7 4 2,8
United States Attorneys
By agency: U.S. Secret 47 38,56 45 36, 54 6 3,13 1 >0,5 1 >0,5
Service
By primary responsibility: 49 45,53 41 37,45 5 3,7 1 1,2 3 2,4
Investigations
By primary responsibility: 57 52,62 35 30, 40 3 1,5 1 >0,3 2 1,4
Analysis
By primary responsibility: 33 26,40 49 41, 56 6 3,10 3 1,7 4 2,8
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. An Internet Protocol address is a numerical label assigned to each device connected
to a computer netw ork that uses the Internet Protocol for communication. It can be used to identify a
host or netw orkinterface and a location. Results for all agencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 25: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for verifying or confirming
information about a subject?

na Very Very Some Somewh Not Notvery Notat Notat Not Not
usef wuseful what at very useful all all usedfor usedfor
ul useful useful useful useful useful this this
purpose purpose
Category Esti Cl Estim Cl Estimat Cl Estimat Cl Estimat Cl
mate ated ed perc. ed perc. ed perc.
d perc.
perc.
All agencies 52 49,55 41 37,44 2 2,4 1 1,2 1 1,2
By agency: Drug Enforcement 50 44,56 43 37,49 3 1,7 2 1,5 1 >0,4
Administration
By agency: Federal Bureau of 55 48,62 40 33,47 1 >0,4 >0 >0, 2 1 >0,4
Investigation
By agency: Homeland Security 51 45,58 39 33,46 3 1,6 2 1,5 2 1,5
Investigations
By agency: Internal Revenue Service- 72 68,76 24 20,28 1 >0, 2 >0 >0,1 1 >0, 2
Criminal Investigation
By agency: Offices of the United States 37 30,45 49 42,56 4 2,8 1 >0,4 2 >0,5
Attorneys
By agency: U.S. Secret Service 52 43,61 43 34,52 4 1,9 0 0,2 0 0,2
By primary responsibility: Investigations 53 49,57 41 36, 45 2 1,4 1 >0, 2 1 1,3
By primary responsibility: Analysis 59 54,64 34 29, 39 2 1,4 1 >0,3 2 1,4
By primary responsibility: Prosecutions 37 30,44 49 41,56 4 2,8 1 >0,4 2 >0,5

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 26: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for identifying additional
associates, accounts, subjects, entities, or a criminal network?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all  forthis usedfor
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 51 48,54 38 34, 41 5 4,7 1 >0, 2 2 1,3
By agency: Drug 48 41,54 40 34,46 9 6,13 1 >0,3 1 >0,3
EnforcementAdministration
By agency: Federal Bureau 52 45,59 38 31,45 4 1,7 1 >0,4 3 1,6
of Investigation
By agency: Homeland 52 46,59 36 29,42 5 3,9 1 >0,4 3 1,6
Security Investigations
By agency: Internal 70 65,74 25 21,29 2 1,3 >0 >0,1 1 >0,3
Revenue Service-Criminal
Investigation
By agency: Offices of the 41 34,49 43 36,50 5 2,10 2 >0,5 3 1,7
United States Attorneys
By agency: U.S. Secret 51 41,60 36 27,45 10 5,17 0 0,2 0 0,2
Service
By primary responsibility: 51 47,55 38 34,42 6 4,8 1 >0, 2 2 1,4
Investigations
By primary responsibility: 59 54,64 33 28,38 2 1,5 >0 >0,1 2 1,5
Analysis
By primary responsibility: 41 34,49 43 36,50 5 2,10 2 >0,5 3 1,7
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 27: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for identifying assets, including
those that could be used for possible forfeiture or restitution actions?

na Very Very Somewhat Somewhat Not very Not Not atall Not at Not Not
useful useful useful useful useful  very useful all used for used for
useful useful this this
purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated cl % cl
perc. perc. perc. perc.
All agencies 36 33,39 41 38,44 10 8,12 2 1,3 9 7,11
By agency: Drug 37 31,43 44 38,50 14 10,19 2 1,5 2 1,5
Enforcement
Administration
By agency: Federal 30 24,36 41 34,48 10 6,15 2 1,6 14 10, 20
Bureau of Investigation
By agency: Homeland 39 32,45 40 34,47 7 4,11 2 1,5 9 6,14
Security Investigations
By agency: Internal 52 48,57 34 30, 39 6 4,8 2 1,3 4 3,6
Revenue Service-
Criminal Investigation
By agency: Offices of 37 30,44 41 34,49 9 514 2 >0,5 5 2,10
the United States
Attorneys
By agency: U.S. 37 28,45 40 31,49 13 7,21 3 1,8 6 3,12
Secret Service
By primary 36 32,40 42 37,46 10 8,13 2 1,4 8 6, 11
responsibility:
Investigations
By primary 36 31,41 38 33,43 8 5,11 2 1,4 13 10,17
responsibility:
Analysis
By primary 36 29,44 41 34,49 9 5,14 2 >0,5 5 2,10
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 28: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for expanding the scope of the
investigation (e.g., by identifying additional statutes, jurisdictions, or agencies)?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 32 29,35 41 38,45 13 11,15 3 2,4 8 6,10
By agency: Drug 30 24,36 45 38, 51 13 9,18 5 2,8 6 4,10
Enforcement Administration
By agency: Federal Bureau 27 21,33 42 35,49 16 11,22 3 1,5 11 7,16
of Investigation
By agency: Homeland 40 34,47 36 30,42 10 6,15 3 1,6 8 5,12
Security Investigations
By agency: Internal 45 41,50 39 34,43 8 6,11 2 1,4 5 3,7
Revenue Service-Criminal
Investigation
By agency: Offices of the 28 21,35 44 36, 51 12 8,18 3 1,7 6 3,1
United States Attorneys
By agency: U.S. Secret 35 26,44 44 35,53 13 7,20 2 >0,6 5 1,10
Service
By primary responsibility: 33 29,37 42 38,46 13 10,16 3 2,4 7 5,10
Investigations
By primary responsibility: 32 28,37 37 32,42 12 8,15 4 3,7 12 9,16
Analysis
By primary responsibility: 27 21,34 44 37, 51 12 8,18 4 1,7 7 3,1
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 29: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing the basis to request
records from another domestic or foreign agency?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 31 28,33 38 35,41 11 9,13 4 3,6 13 11,15
By agency: Drug 27 22,33 37 31,43 16 11,21 7 4,10 11 8,16
Enforcement Administration
By agency: Federal Bureau 28 22,34 45 38,52 8 4,12 3 1,6 13 9,19
of Investigation
By agency: Homeland 36 30,43 32 26, 38 9 6, 14 5 3,9 15 11,20
Security Investigations
By agency: Internal 45 40,49 30 26, 34 9 6,12 3 2,6 11 8,14
Revenue Service-Criminal
Investigation
By agency: Offices of the 24 17,30 38 31,46 12 8,18 6 3,11 10 6, 16
United States Attorneys
By agency: U.S. Secret 33 25,42 31 23,40 19 12,27 1 >0,5 12 7,20
Service
By primary responsibility: 32 29,36 39 35,43 11 9,13 4 2,5 12 9,14
Investigations
By primary responsibility: 28 23,32 33 28,38 9 6,13 7 5,10 20 16,24
Analysis
By primary responsibility: 23 17,29 39 31,46 12 8,18 6 3,11 10 6,16
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 30: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing support to obtain a
subpoena for related records?

na Very Very Somewhat Somewhat Notvery Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 43 40,46 36 33,39 7 6,9 2 1,3 9 7,11
By agency: Drug 36 30,42 41 35,48 10 6,15 3 2,7 7 511
EnforcementAdministration
By agency: Federal Bureau 38 31,45 38 32,45 7 4,11 1 >0,3 13 9,19
of Investigation
By agency: Homeland 47 41,54 28 22,34 8 5,13 3 1,7 11 7,16
Security Investigations
By agency: Internal Revenue 69 65,73 21 17,25 2 1,4 2 1,3 4 2,6
Service-Criminal Investigation
By agency: Offices of the 42 35,49 42 35,50 5 2,9 1 >0,4 2 >0,5
United States Attorneys
By agency: U.S. Secret 46 37,55 31 23,40 12 6,19 1 >0,5 8 4,15
Service
By primary responsibility: 43 39,47 35 31,39 8 6,11 2 1,3 10 7,13
Investigations
By primary responsibility: 41 36,45 34 29, 39 6 4,9 3 2,6 12 9,16
Analysis
By primary responsibility: 42 34,49 43 35,50 5 2,9 1 >0,4 2 >0,5
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each e stimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 31: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for providing the basis for referring
an investigation to another domestic or foreign agency?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 19 17,21 31 28,34 16 14,18 8 6,10 22 20,25
By agency: Drug 18 14,24 32 26, 38 20 15,25 9 5,13 18 13,23
Enforcement Administration
By agency: Federal Bureau 15 11,21 38 31,44 16 11,22 6 3,9 24 18,29
of Investigation
By agency: Homeland 27 21,32 27 21,33 10 7,15 9 6,14 24 18,29
Security Investigations
By agency: Internal 25 21,29 25 21,29 14 11,18 8 6,11 24 20,28
Revenue Service-Criminal
Investigation
By agency: Offices of the 14 9,20 22 16, 28 20 14,26 12 7,17 23 17,29
United States Attorneys
By agency: U.S. Secret 20 14,29 29 21,37 17 11,26 7 3,14 22 14,30
Service
By primary responsibility: 20 17,23 33 29, 37 16 13,19 7 5,9 21 18,24
Investigations
By primary responsibility: 20 16,24 28 23,32 14 10,18 8 6,11 27 23,32
Analysis
By primary responsibility: 13 8,19 22 16, 29 20 14,27 12 7,17 23 17,29
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 32: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for eliminating subjects or
narrowing the scope of the investigation?

na Very Very Somewhat Somewhat Notvery Not Not atall Notat Notused Not used

useful useful useful useful useful very useful all forthis forthis
useful useful purpose purpose

Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.

All agencies 22 19,24 35 32,38 18 16,21 8 6,9 14 12,16

By agency: Drug 25 19,30 31 25,37 19 14,24 11 7,15 13 9,18

Enforcement

Administration

By agency: Federal 21 15,27 36 29,43 19 14,26 6 3,9 16 11,22

Bureau of Investigation

By agency: Homeland 26 21,32 36 30,43 12 8,17 8 5,13 14 10,19

Security Investigations

By agency: Internal 27 23,31 38 34,43 17 13,20 6 4,9 10 8,13

Revenue Service-

Criminal Investigation

By agency: Offices of 11 7,17 32 25,39 20 14,26 10 6,15 15 10,22

the United States

Attorneys

By agency: U.S. 18 12,26 34 26,43 26 18,35 5 2,12 10 5,17

Secret Service

By primary 23 19,26 36 32,40 19 15,22 7 5,9 13 10,16

responsibility:

Investigations

By primary 26 22,30 30 25,34 14 11,18 10 7,14 18 14,22

responsibility:

Analysis

By primary 11 7,17 32 25,39 20 14,27 10 6,15 15 10,22

responsibility:

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to consider their w orkin conducting or assisting criminal
investigations. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding and respondents w hodid not select a response. Upper- and
low er-bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 33: Thinking about conducting or assisting criminal investigations, could you generally have obtained the same
information you obtained through relevant Bank Secrecy Act reports through other means?

na Yes,witha Yes,witha Yes,with Yes,with No, can’t No, can’t Don’t Don’t
comparable comparable an an get get know know
alternativein  alternative alternative alternative information information
termsof intermsof thatisless thatisless from from
efficiency efficiency efficient efficient another another
source source
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc.
All agencies 6 5,8 36 33,39 41 38,44 17 14,19
By agency: Drug Enforcement 6 3,10 27 21,32 48 42,55 19 14,25
Administration
By agency: Federal Bureau of 8 5,13 35 29,42 41 34,48 15 11,21
Investigation
By agency: Homeland 5 2,8 38 32,45 40 34,47 17 12,22
Security Investigations
By agency: Internal Revenue 6 4,8 34 30, 39 53 49,58 7 5,9
Service-Criminal Investigation
By agency: Offices of the 2 1,6 38 31,46 34 27, 41 26 19,32
United States Attorneys
By agency: U.S. Secret 8 4,15 51 42,60 28 20,37 12 7,20
Service
By primary responsibility: 7 5,10 35 31,39 42 38,47 15 12,18
Investigations
By primary responsibility: 5 3,7 37 32,41 41 36, 46 17 14, 21
Analysis
By primary responsibility: 2 1,6 39 32,46 33 26,40 26 19,32
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: Efficiency is defined by the number of investigative steps, w here a comparable alternative in
terms of efficiency would require a similar number of investigative steps. Results for allagencies and
for each agency and area of primary responsibility may not total 100 percent due to rounding.
Respondents w ho completed the survey question prior to this question but did not check a response
to this question w ere counted as “Don’t know .” Upper- and low er-bound 95 percent confidence
intervals are provided for each estimate. Margin of error for all estimates is 15 percentage points or
less at the 95 percentlevel of confidence.

Use of BSA Reports to Analyze Trends, Patterns, and
Issues Associated with Criminal Activity

We asked respondents whether they had used BSA reports to analyze

trends, patterns, and issues associated with criminal activity (separate
from ongoing case work) from 2015 through 2018 (see table 34).
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Table 34: From 2015 through 2018, did you use Bank SecrecyAct reports for analysis of trends, patterns, and issues
associated with criminal activity, separate from ongoing case work?

na Used Used Did notuse Did notuse
Category Estimated 95 percent Estimated 95 percent
percentage confidence interval percentage confidenceinterval
All agencies 41 38,45 59 55,62
By agency: Drug Enforcement Administration 42 35,49 58 51,65
By agency: Federal Bureau of Investigation 44 37,52 56 48,63
By agency: Homeland SecurityInvestigations 36 29,43 64 57,71
By agency: Internal Revenue Service- 62 57,68 38 32,43
Criminal Investigation
By agency: Offices of the United States 28 19,38 72 62, 81
Attorneys
By agency: U.S. Secret Service 38 27,48 62 52,73
By primary responsibility: Investigations 41 36,45 59 55,64
By primary responsibility: Analysis 52 46, 57 48 43,54
By primary responsibility: Prosecutions 26 17,37 74 63, 83

Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: Results for all agencies and for each agency and area of primary responsibility may not total
100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less at the 95
percentlevel of confidence.

We asked those respondents who had used BSA reports to analyze
trends, patterns, or issues associated with criminal activity (separate from
ongoing case work) about their experiences (see tables 35-45).
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Table 35: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for identifying
potential new trends, patterns, or issues?

na Almo Almost Freque Frequent Occasion Occasio Not Not Not Not
st always ntly ly ally nally oftenor oftenor useful useful
alwa never never forthis forthis
ys purpose purpose
Category Esti Cl Estima Cl Estimate Cl Estimat Cl Estimat cl
mate ted dperc. ed perc. ed perc.
d perc.
perc.
All agencies 26 21,31 33 27,38 34 29,40 5 3,8 1 >0, 2
By agency: Drug Enforcement 27 17,39 28 19,40 31 20,43 12 5,21 2 >0,8
Administration
By agency: Federal Bureau of 20 12,31 36 25,47 40 29,50 4 1,12 0 0,2
Investigation
By agency: Homeland Security 34 22,45 33 23,44 23 14,35 4 1,11 1 >0,6
Investigations
By agency: Internal Revenue 31 24,38 34 27,41 32 25,39 2 >0,6 0 0,2
Service-Criminal Investigation
By agency: Offices of the United moe moegt moe moegt moegt moegt moegt moegt moegt moegt
States Attorneys gt +-15 gt+- +/-15 +/- 15 +-15 +/-15 +/-15 +/-15 +/-15
+/-  percent 15 percent percent percent percent percent percent percent
15 perce
perc nt
ent
By agency: U.S. Secret Service moe moegt moe moegt moegt moegt 0 0,7 3 >0,16
gt +/-15 gt+/-  +/-15 +/- 15 +/- 15
+/-  percent 15 percent percent percent
15 perce
perc nt
ent
By primary responsibility: 25 19, 32 32 25,39 34 27,41 6 3,10 1 >0, 2
Investigations
By primary responsibility: Analysis 24 18, 31 39 32,47 31 24,39 3 1,7 1 >0,4
By primary responsibility: moe moegt moe moegt moegt moegt 0 0,12 moegt moegt
Prosecutions gt +-15 gt+- +/-15 +/- 15 +/- 15 +/-15  +/-15
+/-  percent 15 percent percent percent percent percent
15 perce
perc nt
ent
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 36: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for expanding or
helping refine previously identified trends, patterns, or issues?

na Almo Almost Frequ Frequent Occasi Occasio Not Not Not Not
st always ently ly onally nally oftenor oftenor useful useful
alwa never never forthis forthis
ys purpose purpose
Category Esti Cl Estim Cl Estima Cl Estimat Cl Estimat Cl
mate ated ted ed perc. ed perc.
d perc. perc.
perc.
All agencies 25 21,30 35 29,40 32 27,38 5 3,8 1 >0,3
By agency: Drug Enforcement 26 17,38 37 26,48 27 17,38 9 3,17 2 >0,8
Administration
By agency: Federal Bureau of 19 11,29 39 28,50 37 26,48 4 1,12 >0 >0,4
Investigation
By agency: Homeland Security 34 23,45 30 20,43 25 16,37 6 2,14 1 >0,6
Investigations
By agency: Internal Revenue Service- 32 24,39 35 28,42 30 23,37 3 1,6 0 0,2

Criminal Investigation

By agency: Offices of the United States moe moegt moe moegt moe moegt moegt moegt moegt moegt

Attorneys gt +/- +/-15 gt+/- +/-15 gt+/- +/-15 +/-15 +/-15 +/-15 +/-15
15 percent 15 percent 15 percent percent percent percent percent
perc perce perce
ent nt nt
By agency: U.S. Secret Service moe moegt moe moegt moe moegt 0 0,7 3 >0,16
gt +/- +/-15 gt+/- +-15 gt+/- +/- 15
15 percent 15 percent 15 percent
perc perce perce
ent nt nt
By primary responsibility: 25 19, 31 35 28,42 33 25,40 5 2,10 1 >0,2
Investigations
By primary responsibility: Analysis 26 19,32 37 30,45 30 23,38 4 2,8 2 >0,5
By primary responsibility: moe moegt moe moegt moe moegt moegt moegt moegt moegt
Prosecutions gt +/- +/-15 gt+/- +/-15 gt+/- +/-15 +/-15 +/-15 +/-15 +/-15
15 percent 15 percent 15 percent percent percent percent percent
perc perce perce
ent nt nt
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 37: From 2015 through 2018, how frequently did you find Bank Secrecy Act reports that were relevant for verifying or
confirming previously identified trends, patterns, or issues?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not useful Not
always always or never often forthis useful
or purpose forthis
never purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 25 20,30 39 33,45 29 23,34 4 2,7 1 >0,3
By agency: Drug 27 17,39 37 26,48 23 14, 34 9 3,17 2 >0,8
Enforcement
Administration
By agency: Federal 19 11,29 46 35,57 33 22,43 2 >0,9 >0 >0,4
Bureau of
Investigation
By agency: 35 24,46 32 21,44 23 14,35 6 2,14 1 >0,6
Homeland Security
Investigations
By agency: Internal 31 24,38 37 29,44 30 23,37 2 >0,6 0 0,2
Revenue Service-
Criminal
Investigation
By agency: Offices moegt moegt moegt+/- moegt+/- moegt+/ moegt+/- moegt moe moegt moegt
of the United States +/-15 +/-15 15 perc. 15 perc. 15 perc. 15 perc. +/-15 gt+/- +/-15  +/-15
Attorneys perc. perc. perc. 15 perc. perc.
perc.
By agency: U.S. moegt moegt moegt+/- moegt+/- moe gt +/- moe gt +/- 3 >0, 3 >0,16
Secret Service +/-15 +/-15 15 perc. 15 perc. 15 perc. 15 perc. 16
perc. perc.
By primary 24 18,31 40 32,47 28 22,35 5 2,9 1 >0, 2
responsibility:
Investigations
By primary 25 18,31 43 35, 51 27 20,34 3 1,7 2 >0,5
responsibility:
Analysis
By primary moegt moegt moegt+/- moegt+/- moe gt +/- moe gt +/- moegt moe moegt moegt
responsibility: +/-15 +/-15 15 perc. 15 perc. 15 perc. 15 perc. +/-15 gt+/- +/-15 +/-15
Prosecutions perc. perc. perc. 15 perc. perc.
perc.
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary respon sibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 38: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for eliminating or
helping eliminate misleading trends, patterns, or issues?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always or never oftenor usefulfor useful
never this for this
purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 19 14,23 28 22,33 36 30,42 12 8,16 3 1,6
By agency: Drug 23 14,34 29 19,40 33 22,44 11 5,20 2 >0,8
Enforcement
Administration
By agency: Federal 11 5,19 29 19, 41 39 28,50 15 8,24 3 >0,9
Bureau of
Investigation
By agency: 27 17,39 27 17,39 31 21,44 8 3,15 3 1,9
Homeland Security
Investigations
By agency: Internal 26 19,32 28 21,34 31 24,38 10 6,16 4 1,8
Revenue Service-
Criminal
Investigation
By agency: Offices moegt moegt moegt+/- moegt+/- moegt+/- moegt+/- moegt moegt moegt moegt
of the United States +/-15 +/-15 15 15 15percen. 15 percen. +-15 +/-15 +/-15  +/-15
Attorneys percen. percen. percen. percen. percen. percen. percen. percen.
By agency: U.S. moegt moegt moegt+/- moegt+/- moegt+/- moegt+/- 4 >0,16 6 1,21
Secret Service +/-15 +/-15 15 15 15percen. 15 percen.
percen. percen. percen. percen.
By primary 18 13,24 30 23,37 35 28,43 10 6,16 3 1,6
responsibility:
Investigations
By primary 18 13,25 25 18, 31 35 28,43 17 12,24 3 1,7
responsibility:
Analysis
By primary moegt moegt moegt+/- moegt+/- moegt+/- moegt+/- moegt moegt moegt moegt
responsibility: +/-15 +/-15 15 15 15percen. 15 percen. +-15 +/-15 +/-15  +/-15
Prosecutions percen. percen. percen. percen. percen. percen. percen. percen.
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwvey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.

Page 128 GAO-20-574 Bank Secrecy Act



Appendix|ll:Results of GAO’s Survey of Law
Enforcement’s Use of Bank Secrecy Act
Reports

. ____________________________________________________________________________________________________________________________|
Table 39: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for identifying
potential subjects or networks for further investigation?

na Almost Almost Frequently Frequently Occasiona Occasiona Not often Not often Not useful Not useful

always always 1\ lly ornever ornever for this for this
purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.

All agencies 29 24,34 35 30, 41 27 22,32 4 2,7 2 1,5

By agency: 24 15,35 40 29, 51 26 16, 37 6 2,15 2 >0,8

Drug

Enforcement

Administratio

n

By agency: 26 17,38 39 28,50 27 18, 38 4 1,12 2 >0,9

Federal

Bureau of

Investigation

By agency: 35 24,46 30 20,42 25 15, 36 4 1, 11 1 >0,6

Homeland

Security

Investigation

s

By agency: 35 27,42 34 27,41 27 20, 33 3 1,6 1 >0,3

Internal

Revenue

Service-

Criminal

Investigation

By agency: moe moe moe moe moe moe moe moe moe moe

Offices of the insufficien insufficien insufficien insufficien insufficient insufficient insufficien insufficien insufficien insufficien

United tly reliable tly reliable tly reliable tly reliable lyreliable Iy reliable tly reliable tly reliable tly reliable tly reliable

States

Attorneys

By agency: moe moe moe moe moe moe 3 >0, 16 3 >0, 16

U.S. Secret insufficien insufficien insufficien insufficien insufficient insufficient

Service tly reliable tly reliable tly reliable tly reliable lyreliable Iy reliable

By primary 29 22,36 35 28,43 26 20, 33 5 2,9 2 >0,6

responsibili

ty:

Investigation

s

By primary 28 21,35 37 30,45 27 20,34 3 1,7 2 1,5

responsibili

ty: Analysis

By primary moe moe moe moe moe moe 0 0,12 moe moe

responsibili insufficien insufficien insufficien insufficien insufficient insufficient insufficien insufficien

ty: tly reliable tly reliable tly reliable tly reliable ly reliable Iy reliable tly reliable tly reliable

Prosecutions
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Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for all agencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 40: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for identifying potential new

trends, patterns, or issues?

na Very Very Somew Somewha Not Not very Not at Not at Not Not
usef useful hat t very useful all all usedfor usedfor
ul useful useful usefu useful useful this this
| purpose purpose
Category Esti Cl Estimat Cl Esti Cl Estimat Cl Estimat Cl
mate ed mate ed perc. ed perc.
d perc. d
perc. perc.
All agencies 48 42,54 42 36,48 5 3,8 3 1,6 1 >0,3
By agency: Drug Enforcement 40 29,52 41 29,52 9 4,19 1,13 3 >0,8
Administration
By agency: Federal Bureau of 48 37,59 45 34,56 3 1,9 4 1,12 0 0,2
Investigation
By agency: Homeland Security 55 43,66 34 23,45 7 2,15 >0 >0,6 1 >0,6
Investigations
By agency: Internal Revenue Service- 53 46,61 42 35,50 3 1,7 1 >0,5 0 0,2
Criminal Investigation
By agency: Offices of the United States moe moe moe moe 0 0,10 moe moe moe moe
Attorneys insuf insuffic insuffic  insufficie insuffici insuffici insuffici insuffici
ficien ently  ently ntly ently ently ently ently
tly reliable reliable reliable reliable reliable reliable reliable
relia
ble
By agency: U.S. Secret Service moe moe moe moe 3 >0,16 0 0,7 3 >0,16
insuf insuffic insuffic insufficie
ficien ently ently ntly
tly reliable reliable reliable
relia
ble
By primary responsibility: Investigations 48 41,56 41 33,48 5 3,9 3 1,8 1 >0, 2
By primary responsibility: Analysis 49 41,56 43 36, 51 4 1,8 >0,5 2 1,5
By primary responsibility: Prosecutions moe moe moe moe 0 0,12 0,12 moe moe
insuf insuffic insuffic insufficie insuffici insuffici
ficien ently ently ntly ently ently
tly reliable reliable reliable reliable reliable
relia
ble
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-

bound 95 percent confidence intervals are provided for each estimate. Margin of error for all

estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 41: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for expanding or helping to refine
previously identified trends, patterns, or issues?

na Very Very Somewhat Somewhat Notvery Notvery Notatall Notatall Notused Notused

useful useful useful useful useful useful useful useful for this for this
purpose purpose

Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.

All agencies 49 43,55 41 35,46 5 3,8 2 1,5 1 >0,3

By agency: 39 28,50 45 34,57 8 3,17 2 >0,8 3 >0,8

Drug

Enforcement

Administratio

n

By agency: 51 40,62 42 31,53 3 >0,9 4 1,12 0 0,2

Federal

Bureau of

Investigation

By agency: 54 42,66 32 21,44 7 2,16 >0 >0,6 1 >0, 6

Homeland

Security

Investigation

s

By agency: 55 48,63 40 32,47 1 >0,5 2 >0,6 1 >0,3

Internal

Revenue

Service-

Criminal

Investigation

By agency: moe moe moe moe moe moe moe moe moe moe

Offices of the insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien

United tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable

States

Attorneys

By agency: moe moe moe moe 0 0,7 0 0,7 3 >0,16

U.S. Secret insufficien insufficien insufficien insufficien

Service tly reliable tly reliable tly reliable tly reliable

By primary 49 41, 56 40 33,48 5 2,9 3 1,7 1 >0, 2

responsibili

ty:

Investigation

s

By primary 52 44,59 41 33,48 4 1,8 2 >0,5 2 1,5

responsibili

ty: Analysis

By primary moe moe moe moe moe moe 0 0,12 moe moe

responsibili insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien

ty: tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable

Prosecutions
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Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 42: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for verifying or confirming
previously identified trends, patterns, or issues?

na Veryuseful Veryuseful Somewhat Somewhat Notvery Not Not at all Not at all Not used Not used

useful useful useful very useful useful for this for this
usefu purpose purpose
|
Category Estimated Cl Estimated Cl Estimate Cl Estimated Cl Estimated Cl
perc. perc. d perc. perc. perc.

All agencies 49 44,55 41 35,46 5 3,8 1 >0,4 1 1,3

By agency: 42 31,54 43 32,54 8 3,17 2 >0,8 3 >0,8

Drug

Enforcement

Administratio

n

By agency: 51 40,62 40 29,50 5 1,12 2 >0,9 >0 >0,4

Federal

Bureau of

Investigation

By agency: 56 44,67 34 23,46 5 1,13 >0 >0,6 1 1,6

Homeland

Security

Investigations

By agency: 54 47,62 40 32,47 3 1,7 1 >0,5 1 >0,4

Internal

Revenue

Service-

Criminal

Investigation

By agency: moe moe moe moe 0 0,10 moe moe moe moe

Offices ofthe insufficientl insufficientl insufficientl insufficient insufficient insufficient insufficient insufficient

United States y reliabl y reliabl y reliabl y reliabl y reliabl y reliabl y reliabl y reliabl

Attorneys

By agency: moe moe moe moe 3 >0, 0 0,7 3 >0,16

U.S. Secret insufficient insufficient insufficient insufficient 16

Service y reliabl y reliabl y reliabl y reliabl

By primary 50 42,57 40 32,47 6 3,10 2 >0,5 1 >0,3

responsibilit

y:

Investigations

By primary 52 44,59 39 32,47 3 1,7 2 >0,5 3 1,6

responsibilit

y: Analysis

By primary moe moe moe moe 0 0,12 0 0,12 moe moe

responsibilit insufficient insufficient insufficient insufficient insufficientl insufficient

y: y reliabl y reliabl y reliabl y reliabl y reliabl y reliabl

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence leveland deemed insufficiently reliable for this report
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Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 43: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for eliminating or helping eliminate
misleading trends, patterns, or issues?

na Very Very Somewhat Somewhat Notvery Notvery Notatall Notatall Notused Notused

useful useful useful useful useful useful useful useful for this for this
purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.

All agencies 37 32,43 42 36,48 11 8,15 3 1,5 4 2,8

By agency: 38 26,49 38 27,50 15 8,26 3 1,11 3 1,9

Drug

Enforcement

Administratio

n

By agency: 32 22,43 46 35,57 10 4,19 4 1,10 6 2,13

Federal

Bureau of

Investigation

By agency: 47 35,58 37 26,48 9 4,18 >0 >0,6 3 1,9

Homeland

Security

Investigation

s

By agency: 43 35,50 37 30,45 12 7,18 3 1,7 3 1,7

Internal

Revenue

Service-

Criminal

Investigation

By agency: moe moe moe moe moe moe moe moe moe moe

Offices of the insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien

United tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable

States

Attorneys

By agency: moe moe moe moe 7 1,21 0 0,7 6 1,21

U.S. Secret insufficien insufficien insufficien insufficien

Service tly reliable tly reliable tly reliable tly reliable

By primary 38 31,45 42 34,49 11 7,17 2 1,6 4 1,8

responsibili

ty:

Investigation

s

By primary 35 28,42 42 34,50 9 5,15 5 2,10 7 4,12

responsibili

ty: Analysis

By primary moe moe moe moe moe moe 0 0,12 moe moe

responsibili insufficien insufficien insufficien insufficien insufficien insufficien insufficien insufficien

ty: tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable tly reliable

Prosecutions
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Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 44: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for identifying potential subjects or

networks for further investigation?

na Very Very Some Somewha Not Not Not at Not at Not Not
usef useful what t very very all all usedfor usedfor
ul useful useful useful useful useful useful this this
purpose purpose
Category Esti Cl Estim Cl Estima Cl Estim Cl Estimat Cl
mate ated ted ated ed perc.
d perc. perc. perc.
perc.
All agencies 51 45,57 39 33,45 3 2,6 >0,4 3 1,5
By agency: Drug Enforcement 39 28,50 49 37,60 1,12 2 >0,8 3 >0,8
Administration
By agency: Federal Bureau of 53 42,64 38 27,49 3 =0,9 2 >0,9 3 1,10
Investigation
By agency: Homeland Security 54 42,66 33 22,46 6 2,14 >0 >0,6 2 >0,7
Investigations
By agency: Internal Revenue Service- 57 49,64 34 27,42 5 2,9 1 >0,3 2 >0,5
Criminal Investigation
By agency: Offices of the United States moe moe moe moe 0 0,10 moe moe moe moe
Attorneys insuf insuffici insuffi insufficie insuffi insuffici insuffici insuffici
ficien ently ciently ntly ciently ently ently ently
tly reliable reliabl reliable reliabl reliable reliable reliable
relia e e
ble
By agency: U.S. Secret Service moe moe moe moe 0 0,7 0 0,7 3 >0,16
insuf insuffici insuffi insufficie
ficien ently ciently ntly
tly reliable reliabl reliable
relia e
ble
By primary responsibility: Investigations 50 43,58 40 33,47 4 2,7 >0,5 2 >0,6
By primary responsibility: Analysis 53 45,61 36 28,43 3 1,7 >0,5 6 3,10
By primary responsibility: Prosecutions moe moe moe moe 0 0,12 0,12 moe moe
insuf insuffici insuffi insufficie insuffici insuffici
ficien ently ciently ntly ently ently
tly reliable reliabl reliable reliable reliable
relia e
ble
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Results for allagencies and for each agency and area of primary responsibility may not total
100 percent due to rounding and respondents w ho did not select a response. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 45: Thinking about analyzing trends, patterns, and issues associated with criminal activity, could you generally have
obtained the same information you obtained through relevant Bank Secrecy Act reports through other means?

na Yes,witha Yes,witha Yes,withan Yes,withan No, can’tget No, can’tget Don’tknow Don’tknow
comparable comparable alternative alternative information information
alternative alternativein thatisless thatisless from from
interms of terms of efficient efficient another another
efficiency efficiency source source
Category Estimated Cl Estimated Cl  Estimated Cl Estimated Cl
perc. perc. perc. perc.
All agencies 10 6, 14 31 25, 36 44 38,50 16 12,21
By agency: Drug 13 6,23 25 16, 37 43 32,54 19 10, 29
Enforcement
Administration
By agency: Federal 9 4,18 27 18,38 48 37,59 15 8,26
Bureau of Investigation
By agency: Homeland 10 4,20 41 29,52 31 21,42 19 10,30
Security Investigations
By agency: Internal 7 4,12 32 24,39 55 47,62 6 3,11
Revenue Service-
Criminal Investigation
By agency: Offices of 0 0,10 moe moe moe moe moe moe
the United States insufficienty insufficiently insufficienty insufficienty insufficienty insufficienty
Attorneys reliable reliable reliable reliable reliable reliable
By agency: U.S. moe moe moe moe moe moe moe moe
Secret Service insufficienty insufficiently insufficiently insufficienty insufficienty insufficienty insufficienty insufficienty
reliable reliable reliable reliable reliable reliable reliable reliable
By primary 12 7,17 31 24,37 40 33,48 17 12,24
responsibility:
Investigations
By primary 6 3,11 30 23,37 53 45,61 12 7,17
responsibility:
Analysis
By primary 0 0,12 moe moe moe moe moe moe
responsibility: insufficienty insufficiently insufficienty insufficienty insufficienty insufficienty
Prosecutions reliable reliable reliable reliable reliable reliable
Legend: % = estimated percentage; Cl = confidence interval, — =margin of error w as greater than +/- 15 percentage points at the 95 percent

confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on analysis conducted separately fromongoing case
w ork. Efficiency is defined by the number of investigative steps, w here a comparable alternative in
terms of efficiency would require a similar number of investigative steps. Results for allagencies and
for each agency and area of primary responsibility may not total 100 percent due to rounding.
Respondents w ho completed the survey question prior to this question but did not check a response
to this question w ere counted as “Don’t know .” Upper- and low er-bound 95 percent confidence
intervals are provided for each estimate. Margin of error for all estimates is 15 percentage points or
less at the 95 percent level of confidence.
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Use of BSA Reports to Workon Criminal Prosecutions
after the PersonHas Been Formally Accused of a Crime

We asked respondents whether they had used BSA reports to work on
criminal prosecutions post indictment or information—that is, after the
person has been formally accused of a crime—including for civil or
criminal asset forfeitures or for restitution purpose) from 2015 through
2018 (seetable 46).!

. ____________________________________________________________________________________________________________________________|
Table 46: From 2015 through 2018, did you use Bank Secrecy Act reports while working on criminal prosecutions (post
indictment or information), including for civil or criminal asset forfeitures or for restitution purposes?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 44 41,47 56 53,59
By agency: Drug EnforcementAdministration 52 45,59 48 41,55
By agency: Federal Bureau of Investigation 34 27,42 66 58,73
By agency: Homeland SecurityInvestigations 43 36,50 57 50, 64
By agency: Internal Revenue Service- 65 60,70 35 30,40
Criminal Investigation
By agency: Offices of the United States 47 41,53 53 47,59
Attorneys
By agency: U.S. Secret Service 38 29,47 62 53,71
By primary responsibility: Investigations 43 39,47 57 53, 61
By primary responsibility: Analysis 42 36,49 58 51,64
By primary responsibility: Prosecutions 47 41,53 53 47,59

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Post indictment or information is the period after the person has been formally accused of a
crime. Results for the total population and for each agency and area of primary responsibility may not
total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less at
the 95 percentlevel of confidence.

We asked those respondents who had used BSA reports for work on
criminal prosecutions (post indictment or information) about their
experiences (see tables 47-57).

1An informationis aformal criminal charge made bya prosecutor withouta grand -jury
indictment.
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Table 47: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for providing a
basis for obtaining evidence (e.g., bank records via a subpoena) that was used to obtain a criminal conviction?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 27 23,31 36 31,40 27 23, 31 6 4,8 2 1,4
By agency: Drug 22 14,31 35 26,45 31 21,40 10 5,18 0 0,3
Enforcement
Administration
By agency: 28 17,41 38 25,51 24 14,38 3 >0, 4 >0,13
Federal Bureau of 12
Investigation
By agency: 34 24,44 34 24,45 23 14,33 5 1,12 1 >0,7
Homeland Security
Investigations
By agency: 41 35,48 36 30,42 17 12,22 4 2,8 2 >0,4

Internal Revenue
Service-Criminal
Investigation

By agency: 21 15,29 32 25,40 33 25,41 7 3,12 4 1,8
Offices of the
United States

Attorneys
By agency: U.S. 23 12,38 moe moe moe moe 2 >0, 0 0,6
Secret Service insufficiently insufficienty insufficiently insufficiently 13

reliable reliable reliable reliable
By primary 28 23,34 36 30,42 26 21,32 6 3,9 1 >0,5
responsibility:
Investigations
By primary 34 25,43 39 30,48 20 13,29 3 1,9 2 >0,8
responsibility:
Analysis
By primary 21 15,29 33 25,40 33 25, 41 6 3,12 4 1,8
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on w ork on criminal prosecutions (post indictment or
information)—that s, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 48: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for providing a
basis for obtaining evidence (e.g., bank records via a subpoena) that led to additional charges?

na Almost Almost Freque Frequen Occasion Occasio Not Not Not Not
always always ntly tly ally nally oftenor oftenor useful useful

never never forthis forthis

purpose purpose

Category Estimat Cl Estimat Cl Estimate Cl Estimat Cl Estimat cl
ed perc. ed perc. d perc. ed perc. ed perc.
All agencies 22 18, 26 29 25,33 32 27,36 11 8,14 3 1,5
By agency: Drug Enforcement 23 15,32 31 22,40 28 19,38 15 9,24 1 >0,6
Administration
By agency: Federal Bureau of 21 11,34 28 17,41 33 21,47 11 4,22 6 1,17
Investigation
By agency: Homeland Security 27 18,38 32 22,42 27 18,38 10 4,19 0 0,3
Investigations
By agency: Internal Revenue 30 24,36 26 21,32 28 22,33 13 9,18 1 >0,3
Service-Criminal Investigation
By agency: Offices of the United 18 12,26 23 16,31 39 31,47 9 5,15 5 2,10
States Attorneys
By agency: U.S. Secret Service 14 6,27 45 31,60 moe moe 10 3,23 2 >0,13
insufficie insufficie
ntly ntly
reliable reliable
By primary responsibility: 23 18,28 31 25,36 29 23,35 13 9,17 2 1,6
Investigations
By primary responsibility: 27 19, 36 34 25,43 28 20, 38 8 4,15 2 >0,6
Analysis
By primary responsibility: 18 12,26 23 16,31 39 31,47 9 5,15 5 2,10
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence leveland deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on w ork on criminal prosecutions (post indictment or
information)—thatis, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 49: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for providing a
basis for obtaining evidence (e.g., bank records via a subpoena) that added additional defendants?

na Almo Almost Freque Frequen Occasio Occasio Not Not Not Not
st always ntly tly nally nally oftenor oftenor useful useful
alway never never forthis forthis
s purpose purpose
Category Estim Cl Estimat Cl Estimate Cl Estimat Cl Estimat cl
ated ed d perc. ed perc. ed perc.
perc. perc.
All agencies 20 17,24 27 23,31 31 27,35 15 12,18 4 2,6
By agency: Drug Enforcement 22 14, 31 32 23,41 23 15,33 18 11,27 1 >0,6
Administration
By agency: Federal Bureau of 15 8,27 26 15,40 34 22,48 16 7,28 7 2,17
Investigation
By agency: Homeland Security 28 18,38 33 23,43 26 17,37 9 417 1 >0,7
Investigations
By agency: Internal Revenue 24 18,29 30 24,36 29 23,35 14 10,19 2 1,5
Service-Criminal Investigation
By agency: Offices of the United 17 11,25 15 9,22 38 29,46 19 13,26 6 3,11
States Attorneys
By agency: U.S. Secret Service 17 7,31 moe moe moe moe 10 3,23 2 >0,13
insuffici insuffici insufficie insufficie
ently ently ntly ntly
reliable reliable reliable reliable
By primary responsibility: 20 16,25 31 25,36 29 23,34 15 10,20 3 1,7
Investigations
By primary responsibility: Analysis 26 18,35 32 23,40 29 20,38 8 4,16 4 1,10
By primary responsibility: 17 11,25 15 9,22 38 29,46 19 13,26 6 3,11
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus onw ork on criminal prosecutions (post indictment or
information)—that s, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.

Page 143 GAO-20-574 Bank Secrecy Act



Appendix|ll:Results of GAO’s Survey of Law
Enforcement’s Use of Bank Secrecy Act
Reports

. ____________________________________________________________________________________________________________________________|
Table 50: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for providing a
basis for obtaining evidence (e.g., bank records via a subpoena) that was used to obtain asset forfeiture?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated (o Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
By agency: Drug 22 14,31 35 26,45 29 20,38 12 6,20 0 0,3
Enforcement
Administration
By agency: Federal 15 8,27 27 16, 41 32 20,46 15 7,28 4 1,13
Bureau of
Investigation
By agency: 30 20,40 29 20,40 19 11,29 15 8,24 3 >0,9
Homeland Security
Investigations
By agency: Internal 24 18,29 29 23,35 27 22,33 12 8,17 5 3,9
Revenue Service-
Criminal Investigation
By agency: Offices of 19 13,26 22 15,29 37 29,45 11 6,17 7 4,13
the United States
Attorneys
By agency: U.S. 20 9,34 51 36, 66 moe moe 5 1,17 0 0,6
Secret Service insufficiently insufficiently
reliable reliable
By primary 21 16,26 32 26,38 27 22,33 14 10,19 2 1,5
responsibility:
Investigations
By primary 27 19,36 33 24,42 26 18,35 8 4,15 4 1,10
responsibility:
Analysis
By primary 19 13,27 21 15,29 37 29,45 1 6,17 7 4,13
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval, — =margin of error w as greater than +/- 15 percentage points at the 95 percent

confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus onw ork on criminal prosecutions (post indictment or
information)—thatis, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percentlevel of confidence.
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Table 51: From 2015 through 2018, how frequently did you find Bank SecrecyAct reports that were relevant for providing a
basis for obtaining evidence (e.g., bank records via a subpoena) that was used to obtain restitution following a judgment?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always or never often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 18 14,21 22 18, 26 30 25,34 20 16, 7 5,10
24
By agency: Drug 18 11,26 27 19,37 26 18, 36 22 14, 4 1,10
Enforcement 31
Administration
By agency: 11 5,21 25 15,38 35 22,49 17 8,31 8 3,19
Federal Bureau of
Investigation
By agency: 23 15,33 26 17,37 23 14,33 19 11, 6 2,13
Homeland Security 29
Investigations
By agency: Internal 21 16,26 21 16, 27 29 23,35 20 15, 6 3,10
Revenue Service- 25
Criminal
Investigation
By agency: Offices 17 11,24 9 5,15 31 23,39 25 18, 12 7,18
of the United States 33
Attorneys
By agency: U.S. 19 9,34 moe moe moe moe 10 3,23 0 0,6
Secret Service insufficiently insufficienty insufficiently insufficiently
reliable reliable reliable reliable
By primary 17 13,22 25 19, 30 30 24,36 20 15, 5 2,9
responsibility: 25
Investigations
By primary 21 14,30 34 25,43 26 17,35 8 3,15 9 4,16
responsibility:
Analysis
By primary 17 11,25 9 5,15 31 23,39 25 18, 12 7,18
responsibility: 33
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval, — =margin of error w as greater than +/- 15 percentage points at the 95 percent

confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on w ork on criminal prosecutions (post indictment or
information)—that s, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 52: From 2015 through 2018, how useful were the relevant Bank Secrecy Act reports for providing a basis for obtaining
evidence (e.g., bank records via a subpoena) that was used to obtain a criminal conviction?

na Very Very Somewhat Somewhat Notvery Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 49 44 54 38 33,43 3 2,5 2 1,4 5 3,8
By agency: Drug 47 37,57 37 28,47 4 1,11 4 1,1 6 2,12
Enforcement
Administration
By agency: Federal 41 28,53 47 33,60 1 >0,6 1 >0,6 8 2,20
Bureau of Investigation
By agency: Homeland 59 48,69 29 20,40 5 1,12 4 1,10 1 >0,6
Security Investigations
By agency: Internal 65 59,71 28 22,34 1 >0,3 1 >0,4 4 2,7
Revenue Service-Criminal
Investigation
By agency: Offices of the 44 35,52 40 32,49 3 1,7 1 >0,5 7 4,13
United States Attorneys
By agency: U.S. Secret 50 36,65 moe moe 5 1,17 2 >0,13 0 0,6
Service insufficiently insufficienty
reliable reliable
By primary 49 43,55 38 32,44 3 2,6 3 1,5 5 2,9
responsibility:
Investigations
By primary 61 52,70 31 22,40 2 >0,8 1 >0,6 3 1,8
responsibility: Analysis
By primary 44 35,52 41 32,49 3 1,7 1 >0,5 7 4,13
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; > = greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on w ork on criminal prosecutions (post indictment or
information)—that is, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 53: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing a basis for obtaining
evidence (e.g., bank records via a subpoena) that led to additional charges?

na Very Very Somewhat Somewhat Notvery Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 41 36,45 38 34,43 7 5,10 3 1,4 8 5,11
By agency: Drug 43 33,53 33 24,43 11 5,19 4 1,1 7 3,14
Enforcement
Administration
By agency: Federal 34 22,48 46 33,59 5 1,14 1 >0,6 11 4,24
Bureau of Investigation
By agency: Homeland 46 35,56 32 22,42 8 3,17 4 1,10 5 1,12
Security Investigations
By agency: Internal 48 42,54 36 30,42 4 2,8 3 1,6 7 4,11
Revenue Service-Criminal
Investigation
By agency: Offices of the 37 29,45 42 34,50 5 2,10 2 >0,6 9 5,15
United States Attorneys
By agency: U.S. Secret 45 30,60 moe moe 12 4,26 2 >0,13 5 1,17
Service insufficiently insufficienty
reliable reliable
By primary 41 35,47 37 31,43 8 5,12 3 1,5 8 5,13
responsibility:
Investigations
By primary 51 41,60 38 28,47 6 2,13 1 >0,6 3 1,9
responsibility: Analysis
By primary 37 29,45 42 34,50 5 2,10 2 >0,6 9 5,15
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus on w ork on criminal prosecutions (post indictment or
information)—thatis, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 54: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing a basis for obtaining
evidence (e.g., bank records via a subpoena) that added additional defendants?

na Veryuseful Veryuseful Somewhat Somewhat Not very Not Not atall Notat Notused Not
useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 39 34,43 37 33,42 8 6,11 3 2,5 9 7,13
By agency: Drug 43 33,53 32 23,41 9 4,16 4 1,11 10 5,18
Enforcement
Administration
By agency: 34 22,48 44 31,57 5 1,13 1 >0,6 13 5.26
Federal Bureau of
Investigation
By agency: 44 34,55 33 23,43 7 3,15 4 1,10 7 3,16
Homeland Security
Investigations
By agency: 46 40, 52 35 29, 41 7 4,1 3 1,6 8 5,12

Internal Revenue
Service-Criminal

Investigation
By agency: Offices 31 23,38 38 30, 46 12 7,19 4 1,8 9 5,16
of the United States
Attorneys
By agency: U.S. moe moe moe moe 10 3,23 2 >0,13 2 >0,13
Secret Service insufficieny insufficienty insufficienty insufficienty

reliable reliable reliable reliable
By primary 40 34,46 38 31,44 7 51 3 1,5 10 6,14
responsibility:
Investigations
By primary 50 41,60 33 24,42 5 1,11 2 >0,8 8 4,16
responsibility:
Analysis
By primary 30 23,38 38 30, 46 12 7,19 4 1,8 9 5,16
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus onw ork on criminal prosecutions (post indictment or
information)—thatis, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies andfor each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 perc entage
points or less at the 95 percentlevel of confidence.
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Table 55: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing a basis for obtaining
evidence (e.g., bank records via a subpoena) that was used to obtain assetforfeiture?

na Very Very Somewhat Somewhat Notvery Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 39 35,44 38 34,43 7 4,9 3 2,5 10 7,13
By agency: Drug 48 38,58 35 26,45 6 2,14 4 1,1 6 2,12
Enforcement
Administration
By agency: Federal 30 18,43 44 31,57 8 2,18 0 0,3 15 7,28
Bureau of Investigation
By agency: Homeland 45 35,56 33 23,43 5 1,12 6 2,14 7 2,14
Security Investigations
By agency: Internal 44 37,50 37 30,43 4 2,7 2 1,5 12 8,17
Revenue Service-Criminal
Investigation
By agency: Offices of the 33 25,40 40 32,49 7 4,13 3 1,7 13 8,19
United States Attorneys
By agency: U.S. Secret 50 35,65 moe moe 10 3,23 2 >0,13 0 0,6
Service insufficiently insufficienty
reliable reliable
By primary 41 35,47 38 32,44 6 4,10 4 2,6 9 6,14
responsibility:
Investigations
By primary 47 37,56 36 27,46 6 2,13 0 0,2 8 4,16
responsibility: Analysis
By primary 32 25,40 41 32,49 7 4,13 3 1,7 12 7,19
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus onw ork on criminal prosecutions (post indictment or
information)—that s, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies and for each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 56: From 2015 through 2018, how useful were the relevant Bank SecrecyAct reports for providing a basis for obtaining
evidence (e.g., bank records via a subpoena) that was used to obtain restitution following a judgment?

na Veryuseful Veryuseful Somewhat Somewhat Notvery Not Not atall Notat Not used Not
useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated cl
perc. perc. perc. perc. perc.
All agencies 34 30,38 32 28,37 9 7,13 4 3,6 15 12,18
By agency: Drug 40 30,49 28 19, 38 9 4,17 6 2,14 15 8,23
Enforcement
Administration
By agency: Federal 26 15,40 40 28,53 10 3,21 1 >0,6 17 8,30
Bureau of
Investigation
By agency: 40 29,50 34 23,44 8 3,16 7 3,15 8 3,16
Homeland Security
Investigations
By agency: Internal 40 34,46 31 25,37 7 4,1 5 2,9 15 11,20
Revenue Service-
Criminal
Investigation
By agency: Offices 27 20, 34 27 19, 34 10 6,16 4 2,9 23 17,31
of the United States
Attorneys
By agency: U.S. moe moe moe moe 15 6,29 2 >0, 0 0,6
Secret Service insufficiently insufficienty insufficienty insufficienty 13
reliable reliable reliable reliable
By primary 36 30,42 33 27,39 10 6,14 5 3,8 12 8,17
responsibility:
Investigations
By primary 36 28,45 40 31,50 6 2,13 1 >0,6 13 7,21
responsibility:
Analysis
By primary 27 19, 34 27 19, 34 10 6,16 4 2,9 23 17,31
responsibility:
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: This question asked respondents to focus onw ork on criminal prosecutions (post indictment or
information)—thatis, after the person had been formally accused of a crime. Work on criminal
prosecutions includes work for civil or criminal asset forfeitures or for restitution purposes. Results for
all agencies andfor each agency and area of primary responsibility may not total 100 percent due to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percentlevel of confidence.
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Table 57: Thinking about your work on criminal prosecutions (post indictment or information), could you generally have
obtained the same information you obtained through relevant Bank Secrecy Act reports through other means?

na Yes,witha Yes,witha Yes,withan Yes,withan No, can’t No, can’t Don’t Don’t
comparable comparable alternative alternative get get know know
alternative alternative thatisless thatisless information information
intermsof intermsof efficient efficient from from
efficiency efficiency another another
source source
Category Estimated Cl  Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc.
All agencies 5 4,8 46 42,51 34 30, 39 14 1,17
By agency: Drug 9 4,16 32 23,42 47 37,57 12 6,20
Enforcement Administration
By agency: Federal Bureau of 2 >0,7 58 45,71 30 19,44 10 4,21
Investigation
By agency: Homeland 7 3,15 44 33,54 32 22,42 17 10,27
Security Investigations
By agency: Internal Revenue 7 4,11 38 31,44 45 39,52 10 6,14
Service-Criminal Investigation
By agency: Offices of the 1 >0,5 47 39,55 31 23,38 21 15,29
United States Attorneys
By agency: U.S. Secret 15 6,30 moe moe 19 9,34 3 >0,13
Service insufficiently insufficienty
reliable reliable
By primary responsibility: 7 5,10 46 40,52 35 29,40 12 8,17
Investigations
By primary responsibility: 5 2,11 45 36, 54 41 32,51 9 4,16
Analysis
By primary responsibility: 1 >0,5 47 39,55 30 23,38 21 15,29
Prosecutions
Legend: % = estimated percentage; Cl = confidence interval; >= greater than; — = margin of error w as greater than +/- 15 percentage points at the 95

percent confidence level and deemed insufficiently reliable for this report
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Post indictment or information is the period after the person has been formally accused of a
crime. Work on criminal prosecutions includes w ork for civil or criminal asset forfeitures or for
restitution purposes. Efficiency is defined by the number of investigative steps, where a comparable
alternative in terms of efficiency would require a similar number of investigative steps. Results for all
agencies and for each agency and area of primary responsibility may not total 100 percentdue to
rounding. Respondents w ho completed the survey question prior to this question butdid notchecka
response to this question w ere counted as “Don’t know .” Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percentlevel of confidence.
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Types of BSAReports Used

We also asked respondents who had used BSA reports about their
experiences with specific types of BSA reports (see tables 58-71).

Table 58: From 2015 through 2018, how frequently did you use Currency and Monetary Instrument Reports in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estim ated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 7 5,8 13 11,15 26 23,28 43 41,46 6 57
By agency: Drug 8 5 11 14 11,19 29 24,34 37 31,42 5 3,8
Enforcement
Administration
By agency: Federal 3 1,5 9 6,13 24 19, 29 51 45,57 9 6,13
Bureau of
Investigation
By agency: 15 11,19 22 17,27 30 25,35 25 20,30 4 2,7
Homeland Security
Investigations
By agency: Internal 10 8,13 11 9,14 38 34,43 36 31,40 2 1,4
Revenue Service-
Criminal Investigation
By agency: Offices of 3 1,5 10 7,14 19 15,23 57 52,62 5 3,7
the United States
Attorneys
By agency: U.S. 4 2,8 9 5,14 22 16,28 50 42,57 7 4,11
Secret Service
By primary 7 6,9 14 12,16 27 24,30 40 37,43 6 5,9
responsibility:
Investigations
By primary 7 5,10 11 9,14 27 23,31 45 40,49 5 3,7
responsibility:
Analysis
By primary 3 1,5 10 7,14 19 15,23 57 52,62 4 2,7
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Within specific guidelines, banks that physically transport, mail, or ship currency or monetary
instruments of more than $10,000 at one time out of or into the United States must file a Currency
and Monetary Instrument Report, unless currency or monetary instruments are mailed or shipped
through the postal service or a common carrier. Results for all agencies and for each agency and
area of primary responsibility may nottotal 100 percentdue to rounding and respondents who did not
selecta response. Upper- and low er-bound 95 percent confidence intervals are provided for each
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estimate. Margin of error for all estimates is 15 percentage points or less atthe 95 percentlevel of
confidence.
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Table 59: From 2015 through 2018, how frequently did you use Currency Transaction Reports (CTR) in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 18 16,20 23 21,25 26 24,28 24 22,26 4 3,5
By agency: Drug 22 17,26 27 22,32 25 20,30 19 14,23 3 1,5
Enforcement
Administration
By agency: Federal 18 14,23 22 17,26 30 25,35 21 17,26 4 2,8
Bureau of
Investigation
By agency: 17 13,21 22 18,27 28 23,33 24 19,28 4 2,6
Homeland Security
Investigations
By agency: Internal 48 43,52 34 30, 38 12 10,16 5 3,7 0 0,1
Revenue Service-
Criminal Investigation
By agency: Offices of 11 7,14 20 15,24 24 19,28 37 32,42 3 2,6
the United States
Attorneys
By agency: U.S. 9 5,13 26 20,32 22 16, 28 33 26,39 5 2,9
Secret Service
By primary 19 16,22 24 21,26 26 23,30 22 19,25 4 3,6
responsibility:
Investigations
By primary 21 18,24 26 22,30 28 24,32 19 15,22 3 2,5
responsibility:
Analysis
By primary 10 7,14 20 15,24 23 19,28 37 32,42 3 2,6
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: CTRs arereports institutions generally must file w hen customers make large cash transactions,
currently defined by regulation as those exceeding $10,000. Results for all agencies and for each
agency and area of primary responsibility may nottotal 100 percent due to rounding and respondents
w ho did not selectaresponse. Upper- and low er-bound 95 percent confidence intervals are provided
for each estimate. Margin of error for all estimates is 15 percentage points or less at the 95 percent
level of confidence.
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Table 60: From 2015 through 2018, how frequently did you use Designation of Exempt Person forms in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 2 1,3 3 2,4 8 6,9 69 67,72 11 9,12
By agency: Drug 3 1,6 5 3,9 8 5,11 64 58,69 11 8,15
Enforcement
Administration
By agency: Federal 1 >0,3 2 1,4 6 4,9 71 66,76 13 9,18
Bureau of
Investigation
By agency: 3 1,5 5 3,8 8 5,11 67 62,72 11 8,15
Homeland Security
Investigations
By agency: Internal 3 2,5 3 1,5 15 11,18 69 65,74 6 4,9
Revenue Service-
Criminal Investigation
By agency: Offices 2 1,4 1 >0, 2 6 4,9 75 70,80 7 5,10
of the United States
Attorneys
By agency: U.S. 0 0,2 3 1,6 11 7,17 69 62,76 10 6,15
Secret Service
By primary 2 1,3 4 3,5 8 6,10 68 65,71 12 9,14
responsibility:
Investigations
By primary 2 1,4 3 2,5 10 7,13 69 65,73 11 9,14
responsibility:
Analysis
By primary 2 1,4 1 >0, 2 6 3,9 75 71,80 7 4,10
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: A Designation of Exempt Person formis used to exempt certain customers fromCurrency
Transaction Report requirements. Results for all agencies and f or each agency and area of primary
responsibility may not total 100 percent due to rounding and respondents who did not selecta
response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for allestimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 61: From 2015 through 2018, how frequently did you use Foreign Bank Account Reports in your work?

na Almo Almost Frequent Frequen Occasio Occasio Not Not Not Not
st always ly tly nally nally oftenor oftenor useful useful
alway never never forthis forthis
s purpose purpose
Category Estim Cl Estimate Cl Estimate Cl Estimat Cl Estimat Cl
ated dperc. dperc. ed perc. ed perc.
perc.
All agencies 3 3,4 7 6,9 19 17, 21 55 53,58 8 7,10
By agency: Drug Enforcement 4 3,7 6 4,10 17 13,22 55 50,61 8 5,12
Administration
By agency: Federal Bureau of 2 1,4 8 5,11 22 17,27 53 47,58 9 6,14
Investigation
By agency: Homeland Security 4 2,6 9 7,13 13 10,18 58 52,63 10 7,14
Investigations
By agency: Internal Revenue 14 11,17 20 17,24 41 37,45 22 18,25 1 >0, 2
Service-Criminal Investigation
By agency: Offices of the United 3 1,5 3 2,6 15 11,19 65 60,70 6 4,10
States Attorneys
By agency: U.S. Secret Service 1 >0,3 4 2,8 17 12,23 60 53,67 9 5,14
By primary responsibility: 3 2,4 8 6,10 19 16,22 54 50,57 9 7,11
Investigations
By primary responsibility: Analysis 6 4,8 9 7,12 22 19, 26 52 47,56 7 59
By primary responsibility: 3 1,5 3 2,6 15 11,19 65 60,70 6 4,10
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Entities w ith a financialinterestin, or signature or other authority over, a financial accountin a
foreign country must generally file a Report of Foreign Bank and Financial Accounts foraccounts

w hose aggregate value exceeded $10,000 at any time during the calendar year. Results for all
agencies and for each agency and area of primary responsibility may nottotal 100 percentdue to
rounding and respondents w ho did not select aresponse. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for all estimates is 15 percentage
points or less at the 95 percentlevel of confidence.
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Table 62: From 2015 through 2018, how frequently did you use Form 8300 in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 7 6,8 14 12,16 19 17,21 46 43,48 8 6,9
By agency: Drug 9 6,12 19 15,24 21 17,26 37 31,42 6 3,9
Enforcement
Administration
By agency: Federal 4 2,7 10 7,14 16 12,20 53 47,58 11 7,15
Bureau of
Investigation
By agency: 9 7,13 17 13,22 21 16, 25 40 34,45 8 5,11
Homeland Security
Investigations
By agency: Internal 23 19,27 33 29,38 28 24,32 12 9,16 >0 >0, 1
Revenue Service-
Criminal Investigation
By agency: Offices of 6 3,9 9 6,13 17 13,21 55 49,60 6 4,9
the United States
Attorneys
By agency: U.S. 1 >0,3 8 5,13 21 15,28 54 46,61 8 4,13
Secret Service
By primary 7 5,9 15 13,17 18 16,21 44 41,48 8 6, 11
responsibility:
Investigations
By primary 8 6,10 13 11,16 24 20, 27 43 38,47 7 5,10
responsibility:
Analysis
By primary 6 3,9 9 6,13 16 12,21 55 49,60 6 4,9

responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval;, >= greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Form 8300 is a report of currency transactions conducted by nonfinancial institutions or
businesses. Results for allagencies and for each agency and area of primary responsibility may not
total 100 percent due to rounding and respondents w ho did not select aresponse. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 63: From 2015 through 2018, how frequently did you use Money Services Business registration forms in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not useful Not
always always or never often forthis useful
or purpose forthis
never purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 5 4,6 9 8,10 16 14,17 55 53, 8 7,10
58
By agency: Drug 5 3,7 9 6,12 11 8,15 58 52, 8 5,12
Enforcement 63
Administration
By agency: Federal 3 1,5 8 5,11 16 12,21 57 51, 11 7,15
Bureau of 63
Investigation
By agency: 9 6,13 12 9,16 18 13,22 48 43, 7 5,11
Homeland Security 54
Investigations
By agency: Internal 13 10,16 19 15,22 33 29,37 31 27, 2 1,3
Revenue Service- 35
Criminal
Investigation
By agency: Offices 4 2,6 6 4,9 12 8,16 64 58, 7 5,11
of the United States 69
Attorneys
By agency: U.S. 1 >0,4 6 3,10 14 10,20 61 54, 8 5,13
Secret Service 68
By primary 5 4,6 9 7,11 16 13,18 55 52, 9 7,11
responsibility: 58
Investigations
By primary 7 5,9 11 9,14 20 17,23 48 44, 8 6, 11
responsibility: 53
Analysis
By primary 4 2,6 6 4,9 11 8,15 64 59, 7 5,11
responsibility: 69
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Each money services businessis generally required to register w ith the Financial Crimes
Enforcement Netw ork. Results for all agencies and for each agency and area of primary responsibility
may not total 100 percent due to rounding and respondents w ho did not select aresponse. Upper-
and low er-bound 95 percent confidenceintervals are provided for each estimate. Margin of error for
all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 64: From 2015 through 2018, how frequently did you use Suspicious Activity Reports (SAR) in your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often usefulfor useful
or this for this
never purpose purpose
Category Estimated Cl Estimated Cl  Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 31 28,33 22 20,25 19 17,22 19 17,21 4 3,5
By agency: Drug 29 24,34 28 22,33 19 15,24 16 12,20 3 2,6
Enforcement
Administration
By agency: Federal 33 27,38 22 17,26 20 16,25 17 13,22 4 2,7
Bureau of Investigation
By agency: Homeland 29 24,34 19 15,24 23 19,28 19 15,24 4 2,7
Security Investigations
By agency: Internal 71 67,75 18 14,21 6 4,9 3 1,5 0 0,1
Revenue Service-
Criminal Investigation
By agency: Offices of 18 14,22 25 20,30 19 14,23 30 25,35 3 1,5
the United States
Attorneys
By agency: U.S. 29 22,35 20 15,27 16 11,22 24 18,30 4 2,8
Secret Service
By primary 32 29,36 21 19,24 20 17,23 17 15,20 4 3,5
responsibility:
Investigations
By primary 36 32,40 24 20,28 17 14, 21 15 12,19 3 2,5
responsibility:
Analysis
By primary 18 13,22 25 20,30 19 14,23 31 26,36 3 1,5
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: A SARis a report certain financial institutions are required to file if a transaction involves or
aggregates atleast $5,000 in funds or other assets, and the institution know s, suspects, or has
reason to suspect that the transaction is suspicious, or meets c ertain other criteria such as involving
insider abuse at any amount. Results for all agencies and for each agency and area of primary
responsibility may not total 100 percent due to rounding and respondents who did notselecta
response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 65: From 2015 through 2018, how useful were Currency and Monetary Instrument Reports to your work?

na Very Very Somewhat Somewhat Notvery Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 21 19,23 25 23,27 6 5,8 10 9,12 31 29,34
By agency: Drug 20 16,25 30 25,35 10 7,14 10 7,14 23 18,28
Enforcement Administration
By agency: Federal Bureau 14 11,19 20 16,25 8 512 11 8,15 39 34,45
of Investigation
By agency: Homeland 36 31,41 33 28,39 3 2,6 7 4,10 16 12,20
Security Investigations
By agency: Internal 33 29,37 30 25,34 9 6,12 6 4,9 19 16,23
Revenue Service-Criminal
Investigation
By agency: Offices of the 13 10,17 19 15,24 4 2,6 12 9,16 43 38,48
United States Attorneys
By agency: U.S. Secret 15 10,21 21 15,28 1 >0,3 18 13,24 35 28,42
Service
By primary responsibility: 22 19,25 26 23,29 7 5,9 10 8,12 28 25,31
Investigations
By primary responsibility: 21 18,24 27 24,31 5 3,7 10 7,13 32 28,36
Analysis
By primary responsibility: 13 10,18 19 15,24 4 2,6 12 9,16 43 38,48

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Within specific guidelines, banks that physically transport, mail, or ship currency or monetary
instruments of more than $10,000 at one time out of or into the United States must file a Currency
and Monetary Instrument Report, unless currency or monetary instruments are mailed or shipped
through the postal service or a common carrier. Results for all agencies and for each agency and
area of primary responsibility may not total 100 percent due to rounding and respondents who did not
selecta response. Upper- and low er-bound 95 percent confidence intervals are provided for each
estimate. Margin of error for all estimates is 15 percentage points or less atthe 95 percent level of

confidence.
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Table 66: From 2015 through 2018, how useful were Currency Transaction Reports (CTR) to your work?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 39 37,42 27 25,30 4 3,5 7 6,8 17 15,19
By agency: Drug 44 39,50 32 24,34 5 3,8 4 2,7 11 7,15
Enforcement Administration
By agency: Federal Bureau 40 35,46 27 22,32 5 3,8 7 51 16 12,21
of Investigation
By agency: Homeland 39 34,45 32 27,37 3 1,5 6 4,10 14 10,18
Security Investigations
By agency: Internal 74 70,78 20 16,24 2 1,3 1 >0, 2 3 1,5
Revenue Service-Criminal
Investigation
By agency: Offices of the 27 23,32 25 20,30 3 2,6 10 7,14 27 22,32
United States Attorneys
By agency: U.S. Secret 29 23,36 24 18, 30 2 1,6 10 6,16 26 20,33
Service
By primary responsibility: 41 38,45 28 25, 31 4 3,6 7 5,9 15 13,18
Investigations
By primary responsibility: 45 41,49 27 23, 31 4 2,6 6 4,8 14 11,17
Analysis
By primary responsibility: 27 23,32 25 20, 30 3 1,6 10 7,14 27 22,32

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: CTRs are reports institutions generally must file w hen customers make large cash transactions,
currently defined by regulation as those exceeding $10,000. Results for all agencies and for each
agency and area of primary responsibility may nottotal 100 percent due to rounding and respondents
w ho did not selectaresponse. Upper- and low er-bound 95 percent confidence intervals are provided
for each estimate. Margin of error for all estimates is 15 percentage points or less at the 95 percent

level of confidence.
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Table 67: From 2015 through 2018, how useful were Designation of Exempt Person forms to your work?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 7 5,8 11 10,13 7 6,8 14 12,16 53 51,56
By agency: Drug 7 51 15 11,19 9 6,13 15 11,20 43 38,49
Enforcement Administration
By agency: Federal Bureau 5 3,8 10 7,13 6 4,10 14 10,19 58 52,63
of Investigation
By agency: Homeland 9 6,13 12 9,16 6 4,9 12 9,16 54 49,60
Security Investigations
By agency: Internal 14 11,17 16 12,19 12 9,15 12 9,15 43 39,48
Revenue Service-Criminal
Investigation
By agency: Offices of the 4 2,7 6 4,10 6 4,9 14 10,18 60 54,65
United States Attorneys
By agency: U.S. Secret 5 3,9 16 11,22 5 2,9 18 13,25 46 39,54
Service
By primary responsibility: 7 5,9 12 10,14 7 5,9 15 12,17 51 48,55
Investigations
By primary responsibility: 7 5,9 12 9,15 7 5,10 12 9,15 55 51,60
Analysis
By primary responsibility: 4 2,7 6 4.9 6 3,9 14 10,18 60 55,65

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: A Designation of Exempt Person formis used to exempt certain customers fromCurrency
Transaction Report requirements. Results for all agencies and for each agency and area of primary
responsibility may not total 100 percent due to rounding and respondents who did not selecta
response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for allestimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 68: From 2015 through 2018, how useful were Foreign Bank Account Reports to your work?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 15 13,17 18 16,20 6 57 11 10,13 42 39,44
By agency: Drug 13 9,17 18 14,22 10 6,13 13 9,17 37 31,42
Enforcement Administration
By agency: Federal 15 11,19 19 15,24 5 3,9 10 7,14 43 38,49
Bureau of Investigation
By agency: Homeland 15 11,19 19 15,23 5 3,8 11 8,15 44 38,49
Security Investigations
By agency: Internal 47 42,51 29 25,33 6 4,9 3 2,5 11 9,14
Revenue Service-Criminal
Investigation
By agency: Offices of the 10 7,14 11 8,15 6 4,10 12 9,16 51 46,56
United States Attorneys
By agency: U.S. Secret 8 5,13 16 11,23 4 2,8 18 13,24 42 35,49
Service
By primary responsibility: 15 13,18 19 16, 22 6 5,8 12 9,14 40 36,43
Investigations
By primary responsibility: 18 14,21 20 17,24 6 4,8 10 7,12 41 37,46
Analysis
By primary responsibility: 10 7,14 11 8,15 6 4,10 12 9,16 51 45, 56

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Entities w ith a financialinterestin, or signature or other authority over, afinancialaccountin a
foreign country must generally file a Report of Foreign Bank and Financial Accounts foraccounts

w hose aggregate value exceeded $10,000 at any time during the calendar year. Results for all
agencies and for each agency and area of primary responsibility may not total 100 percentdue to
rounding and respondents w ho did not select a response. Upper- and low er-bound 95 percent
confidence intervals are provided for each estimate. Margin of error for allestimates is 15 percentage
points or less at the 95 percent level of confidence.
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Table 69: From 2015 through 2018, how useful were Form 8300s to your work?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all for this used for
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 22 20,24 20 18,22 6 4,7 10 8,11 36 33,38
By agency: Drug 26 21,31 24 20,29 8 511 8 6,12 24 20,29
Enforcement Administration
By agency: Federal Bureau 17 13,22 16 12,21 6 4,10 10 7,14 45 39,50
of Investigation
By agency: Homeland 26 21,30 24 20,29 6 4,9 8 6,12 29 24,34
Security Investigations
By agency: Internal 58 54,63 27 23, 31 3 2,5 2 1,3 7 5,10
Revenue Service-Criminal
Investigation
By agency: Offices of the 16 12,20 16 12,21 4 2,7 11 8,15 44 39,50
United States Attorneys
By agency: U.S. Secret 14 10,20 19 13,25 2 >0,5 17 12,23 39 32,46
Service
By primary responsibility: 23 20,26 20 18,23 6 4,8 10 8,12 34 30,37
Investigations
By primary responsibility: 23 19,26 23 19, 26 5 3,7 8 511 36 32,40
Analysis
By primary responsibility: 16 12,20 16 12,21 4 2,7 11 8,15 44 39,50

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: Form 8300 is a report of currency transactions conducted by nonfinancial institutions or
businesses. Results for allagencies and for each agency and area of primary responsibility may not
total 100 percent due to rounding and respondents w ho did not select aresponse. Upper- and low er-
bound 95 percent confidence intervals are provided for each estimate. Margin of error for all
estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 70: From 2015 through 2018, how useful were Money Services Business registration forms to your work?

na Very Very Somew Somewh Not Notvery Not at Not at Not Not
useful useful hat at very useful all all usedfor used for
useful useful useful useful useful this this
purpose purpose
Category Estim Cl Estimat Cl Estimat Cl Estimat Cl Estimat Cl
ated ed ed perc. ed perc. ed perc.
perc. perc.
All agencies 16 15,18 16 14,18 6 57 12 10,13 42 39,44
By agency: Drug Enforcement 16 12,20 14 11,19 8 5,12 12 9,17 38 33,43
Administration
By agency: Federal Bureau of 13 10,18 15 11,20 6 4,10 11 8,16 47 41,52
Investigation
By agency: Homeland Security 23 19,28 20 16,25 5 3,8 10 7,14 35 30,40
Investigations
By agency: Internal Revenue Service- 38 33,42 27 23,30 8 5,11 6 4,9 18 15,22
Criminal Investigation
By agency: Offices of the United 11 8,15 9 6,12 7 4,10 12 8,16 51 45,56
States Attorneys
By agency: U.S. Secret Service 10 6,15 18 13,25 2 >0,5 17 12,23 43 35,50
By primary responsibility: 17 15,20 17 15,20 6 4,8 12 10,14 40 37,44
Investigations
By primary responsibility: Analysis 19 16, 22 18 15,22 6 4,9 10 8,13 40 35,44
By primary responsibility: 11 8,15 9 6,12 7 4,10 12 8,16 51 45,56
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; > = greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574
Note: Each money services businessis generally required to register w ith the Financial Crimes
Enforcement Netw ork. Results for all agencies and for each agency and area of primary responsibility
may not total 100 percent due to rounding and respondents w ho did not select aresponse. Upper-
and low er-bound 95 percent confidenceintervals are provided for each estimate. Margin of error for
all estimates is 15 percentage points or less at the 95 percentlevel of confidence.
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Table 71: From 2015 through 2018, how useful were Suspicious Activity Reports (SAR) to your work?

na Very Very Somewhat Somewhat Not very Not Notatall Notat Notused Not
useful useful useful useful useful very useful all forthis usedfor
useful useful purpose this
purpose
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 50 47,53 22 20,24 2 2,3 6 57 14 12,16
By agency: Drug 50 45,56 25 20,30 4 2,7 4 2,6 11 7,15
Enforcement Administration
By agency: Federal Bureau 52 47,58 21 17,26 2 1,5 7 4,10 13 9,17
of Investigation
By agency: Homeland 45 39,50 27 22,32 2 1,4 6 4,9 12 9,16
Security Investigations
By agency: Internal 87 83,90 8 6, 11 >0 >0, 1 >0 >0, 2 2 1,4
Revenue Service-Criminal
Investigation
By agency: Offices of the 41 35,46 20 16,25 2 >0,3 8 511 22 17,26
United States Attorneys
By agency: U.S. Secret 50 43,57 14 9,20 2 >0,5 7 4,12 19 13,25
Service
By primary responsibility: 51 47,54 22 19,25 3 2,4 6 4,8 13 10,15
Investigations
By primary responsibility: 57 53,61 20 17,24 2 1,3 5 3,7 11 8,14
Analysis
By primary responsibility: 41 35,46 20 16, 24 2 >0,4 8 512 22 17,27

Prosecutions

Legend: % = estimated percentage; Cl = confidence interval; >= greater than

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: A SARis a report certain financial institutions are required to file if a transaction involves or
aggregates atleast $5,000 in funds or other assets, and the institution know s, suspects, or has
reason to suspect that the transaction is suspicious, or meets certain other criteria such as involving
insider abuse at any amount. Results for all agencies and for each agency and area of primary
responsibility may not total 100 percent due to rounding and respondents who did not selecta
response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for allestimates is 15 percentage points or les s at the 95 percentlevel of confidence.

BSA Report Access Methods and Potential Crimes for
Which Reports Were Used

We asked those respondents who had used BSA reports about the
methods they used to access them (see tables 72-75).
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Table 72: From 2015 through 2018, did you use direct queries of the Financial Crimes Enforcement Network’s data access
portal to identify potentially relevant Bank SecrecyAct reports for your work?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 39 36, 41 61 59, 64
By agency: Drug EnforcementAdministration 64 58, 69 36 31,42
By agency: Federal Bureau of Investigation 26 21,31 74 69,79
By agency: Homeland SecurityInvestigations 43 37,48 57 52,63
By agency: Internal Revenue Service- 77 73,81 23 19,27
Criminal Investigation
By agency: Offices of the United States 18 14,23 82 77,86
Attorneys
By agency: U.S. Secret Service 50 42,57 50 43,58
By primary responsibility: Investigations 43 40, 46 57 54,60
By primary responsibility: Analysis 42 38,46 58 54,62
By primary responsibility: Prosecutions 18 14,22 82 78,86

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. Results for allagencies and for eac h agency and area of
primary responsibility may not total 100 percent due to rounding. Margin of error for all estimates is 15
percentage points or less at the 95 percent level of confidence. This survey question asked each
respondentto selectamong “used,” “did notuse,” or “not applicable.” To calculate the percentage

w ho used the methodology, w e divided the number w ho selected “used” by the number w ho selected
“used” plus “did not use” (excluding respondents who selected “not applicable”). For respondents who
did not checka response, we assumed they did not use the methodology.
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Table 73: From 2015 through 2018, did you use direct queries of your or another agency’s system, which includes Bank
SecrecyAct reports, to identify potentially relevant reports for your work?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 51 48,53 49 47,52
By agency: Drug EnforcementAdministration 44 39,50 56 50, 61
By agency: Federal Bureau of Investigation 63 58, 69 37 31,42
By agency: Homeland SecurityInvestigations 55 49,60 45 40, 51
By agency: Internal Revenue Service-Criminal 81 77,85 19 15,23
Investigation
By agency: Offices of the United States Attorneys 23 19,28 77 72,81
By agency: U.S. Secret Service 32 25,39 68 61,75
By primary responsibility: Investigations 54 50, 57 46 43,50
By primary responsibility: Analysis 65 61,69 35 31,39
By primary responsibility: Prosecutions 23 19,28 77 72,82

Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: According to Financial Crimes Enforcement Netw ork officials, 10 federal agencies had
agreements to periodically dow nload the Bank Secrecy Act database onto their internal computer
systems as of December 2018. We defined this w ork to include criminal investigations; analysis of
trends, patterns, and issues associated with criminal activities; or criminal prosecutions, including for
civil or criminal asset forfeitures or for resfitution purposes. Results for allagencies and for each
agency and area of primary responsibility may nottotal 100 percent due to rounding. This survey
question asked each respondent to selectamong “used,” “did not use,” or “not applicable.” To
calculate the percentage w ho used the methodology, w e divided the number w ho selected “used” by
the number w ho selected “used”plus “did not use” (excluding respondents who selected “not
applicable”). For respondents who did not check a response, w e assumed they did not use the
methodology. Margin of error for all estimates is 15 percentage points or less at the 95 percentlevel
of confidence.
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Table 74: From 2015 through 2018, did you request that your agency, other agencies, or the Financial Crimes Enforcement
Network conduct searches of Bank Secrecy Act reports to identify potentially relevant reports for your work?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 43 40, 45 57 55,60
By agency: Drug EnforcementAdministration 57 52,63 43 37,48
By agency: Federal Bureau of Investigation 32 26,37 68 63,74
By agency: Homeland SecurityInvestigations 40 35,46 60 54,65
By agency: Internal Revenue Service-Criminal 62 58, 67 38 33,42
Investigation
By agency: Offices of the United States Attorneys 47 41,52 53 48,59
By agency: U.S. Secret Service 46 38,53 54 47,62
By primary responsibility: Investigations 44 40,47 56 53,60
By primary responsibility: Analysis 33 28,37 67 63,72
By primary responsibility: Prosecutions 47 41,52 53 48,59

Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. Results for allagencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding. Margin of error for all estimates is 15
percentage points or less at the 95 percent level of confidence. This survey question asked each
respondent to selectamong “used,” “did notuse,” or “not applicable.” To calculate the percentage

w ho used the methodology, w e divided the number w ho selected “used” by the number w ho selected
“used” plus “did not use” (excluding respondents who selected “not applicable”). For respondents who
did not checka response, we assumed they did not use the methodology.
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Table 75: From 2015 through 2018, did you receive referrals, alerts, or analysis (including “lead packages”) of Bank Secrecy
Act reports to identify potentially relevant Bank SecrecyAct reports for your work?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 43 40, 46 57 54,60
By agency: Drug EnforcementAdministration 42 37,48 58 52,63
By agency: Federal Bureau of Investigation 45 39, 51 55 49, 61
By agency: Homeland SecurityInvestigations 32 27,37 68 63,73
By agency: Internal Revenue Service- 71 67,75 29 25,33
Criminal Investigation
By agency: Offices of the United States 46 40, 51 55 49, 60
Attorneys
By agency: U.S. Secret Service 40 33,48 60 52,67
By primary responsibility: Investigations 42 38,46 58 55,62
By primary responsibility: Analysis 44 40,49 56 51,60
By primary responsibility: Prosecutions 45 40, 51 55 49, 60

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we noted thatreferrals, alerts, or analysis could
come fromthe respondent’s agency, another agency, the Financial Crimes Enforcement Netw ork,
Suspicious Activity Report Review Teams, or Task Forces. Results for all agencies andfor each
agency and area of primary responsibility may not total 100 percent due to rounding. Margin of error
for all estimates is 15 percentage points or less at the 95 percentlevel of confidence. This survey
question asked each respondent to selectamong “used,” “did notuse,” or “not applicable.” To
calculate the percentage w ho used the methodology, w e divided the number w ho selected “used” by
the number w ho selected “used” plus “did not use” (excluding respondents who selected “not
applicable”). For respondents who did not check a response, w e assumed they did not use the
methodology. We asked those respondents who had used various methods to access BSA reports
about their experiences (see tables 78—-81).

We asked those respondents who had used various methods to access
BSA reports about their experiences (see tables 78-81).
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Table 76: From 2015 through 2018, how frequently did direct queries of the Financial Crimes Enforcement Network’s data
access portal identify relevant Bank Secrecy Act reports for your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often applicable applicable
or
never
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 15 13,17 20 18,22 17 14,19 21 18, 24 22,27
23
By agency: Drug 18 14,24 27 21,32 27 21,33 1 7,15 12 8,17
Enforcement
Administration
By agency: Federal 9 6,14 13 9,18 12 7,17 29 23, 36 30,43
Bureau of 35
Investigation
By agency: 19 14,24 25 19, 30 19 14,25 19 14, 15 11,21
Homeland Security 25
Investigations
By agency: Internal 35 31,39 30 25,34 15 12,18 11 8,14 8 6, 11
Revenue Service-
Criminal
Investigation
By agency: Offices 9 6,14 15 10,21 6 3,11 24 18, 40 33,47
of the United States 31
Attorneys
By agency: U.S. 19 12,27 25 18, 34 28 20, 36 14 8,21 11 6,18
Secret Service
By primary 16 13,18 20 17,23 19 16,22 20 17, 21 18,25
responsibility: 24
Investigations
By primary 18 14,21 23 19,27 13 10,16 20 16, 25 21,30
responsibility: 24
Analysis
By primary 9 5,14 15 10,21 6 3,10 24 18, 41 33,48
responsibility: 30
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. Results for allagencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 77: From 2015 through 2018, how frequently did direct queries of your or another agency’s system, which includes
Bank SecrecyAct reports, identify relevant reports for your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often applicable applicable
or
never
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 16 14,19 28 25, 31 25 23,28 12 10, 15 13,17
14
By agency: Drug 9 6,14 18 13,23 26 21,32 14 10, 25 20,30
Enforcement 19
Administration
By agency: Federal 20 15,26 39 32,45 29 23,35 7 4,12 4 2,8
Bureau of
Investigation
By agency: 20 14,25 28 22,34 32 26,38 12 8,17 6 4,10
Homeland Security
Investigations
By agency: Internal 36 31,40 33 29, 37 14 11,17 5 3,7 9 7,12
Revenue Service-
Criminal
Investigation
By agency: Offices 7 4,11 21 15,27 10 6,15 21 15, 36 29,42
of the United States 27
Attorneys
By agency: U.S. 6 3,12 14 8,21 28 20, 36 19 13, 28 20, 36
Secret Service 28
By primary 18 15,21 28 24,31 28 25,32 11 9,13 12 10,15
responsibility:
Investigations
By primary 18 14,22 35 31,40 26 21,30 10 8,13 9 7,12
responsibility:
Analysis
By primary 7 4,12 21 15,27 10 6,15 20 14, 36 29,43
responsibility: 26
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: According to Financial Crimes Enforcement Netw ork officials, 10 federal agencies had
agreements to periodically dow nload the Bank Secrecy Act database onto their internal computer
systems as of December 2018. We defined this w ork to include criminal investigations; analysis of
trends, patterns, and issues associated with criminal activities; or criminal prosecutions, including for
civil or criminal assetforfeitures or for restitution purposes. Results for allagencies and for each
agency and area of primary responsibility may not total 100 percent due to rounding and respondents
w ho did not selectaresponse. Upper- and low er-bound 95 percent confidence intervals are provided
for each estimate. Margin of error for all estimates is 15 percentage points or le ss at the 95 percent
level of confidence.
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Table 78: From 2015 through 2018, how frequently did you requestthat your agency, other agencies, or the Financial Crimes
Enforcement Network conduct searches of Bank Secrecy Act reports to identify relevant reports for your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often applicable applicable
or
never
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 11 9,13 21 18,23 26 24,29 19 16, 19 17,22
21
By agency: Drug 13 9,17 19 14,24 36 30,42 10 7,14 18 13,23
Enforcement
Administration
By agency: Federal 7 4,12 15 10,21 21 16, 26 28 22, 27 21,33
Bureau of 34
Investigation
By agency: 12 8,17 21 16, 27 25 20,31 21 16, 17 12,22
Homeland Security 26
Investigations
By agency: Internal 18 14,21 24 20,28 19 15,22 15 12, 21 18,25
Revenue Service- 18
Criminal
Investigation
By agency: Offices 16 11,21 32 25,38 30 23,36 10 6,15 7 4,12
of the United States
Attorneys
By agency: U.S. 11 6,18 26 19,35 30 22,38 13 7,20 15 10,23
Secret Service
By primary 11 9,14 20 17,23 27 24,30 19 16, 19 16,22
responsibility: 22
Investigations
By primary 7 5,10 14 11,18 20 16, 24 26 21, 31 27,36
responsibility: 30
Analysis
By primary 16 11,22 32 25,39 30 24,37 9 5,14 7 4,12
responsibility:
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. Results for allagencies and for each agency and area of
primary responsibility may not total 100 percent due to rounding and respondents w ho did not select
a response. Upper- and low er-bound 95 percent confidence intervals are provided foreach estimate.
Margin of error for all estimates is 15 percentage points or less at the 95 percent level of confidence.
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Table 79: From 2015 through 2018, how frequently did you receive referrals, alerts, or analysis (including “lead packages”) of
Bank SecrecyAct reports to identify relevant reports for your work?

na Almost Almost Frequently Frequently Occasionally Occasionally Not often Not Not Not
always always ornever often applicable applicable
or
never
Category Estimated Cl Estimated Cl Estimated Cl Estimated Cl Estimated Cl
perc. perc. perc. perc. perc.
All agencies 9 7,11 18 15,20 29 26,32 23 21, 18 15,20
26
By agency: Drug 9 6,13 10 7,15 26 21,32 26 20, 21 16, 26
Enforcement 31
Administration
By agency: Federal 6 3,10 19 14,25 34 28,41 22 17, 19 14,24
Bureau of 28
Investigation
By agency: 10 6,14 15 11,21 18 13,24 33 27, 20 15,25
Homeland Security 39
Investigations
By agency: Internal 21 17,24 21 17,25 29 24,33 13 10, 14 10,17
Revenue Service- 16
Criminal
Investigation
By agency: Offices 1M1 7,17 26 20,32 34 27,40 15 10, 10 6,15
of the United States 20
Attorneys
By agency: U.S. 6 3,12 17 11,25 33 25,42 23 16, 16 10,23
Secret Service 32
By primary 9 7,11 16 13,19 29 25,32 25 22, 18 15,21
responsibility: 29
Investigations
By primary 7 4,9 18 14,21 27 23,31 23 19, 24 20,28
responsibility: 27
Analysis
By primary 11 7,17 26 20,32 33 27,40 15 10, 10 6,15
responsibility: 21
Prosecutions

Legend: % = estimated percentage; Cl = confidence interval
Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we noted thatreferrals, alerts, or analysis could
come fromthe respondent’s agency, another agency, the Financial Crimes Enforcement Netw ork,
Suspicious Activity Report Review Teams, or Task Forces. Results for all agencies andfor each
agency and area of primary responsibility may not total 100 percent due to rounding and respondents
w ho did not selectaresponse. Upper- and low er-bound 95 percent confidence intervals are provided
for each estimate. Margin of error for all estimates is 15 percentage points or less at the 95 percent
level of confidence.
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We asked those respondents who had used BSA reports about the
potential crimes for which they had used them (see table 80-89).

Page 175 GAO-20-574 Bank Secrecy Act



Appendix|ll:Results of GAO’s Survey of Law
Enforcement’s Use of Bank Secrecy Act
Reports

Table 80: From 2015 through 2018, did you use Bank Secrecy Act reports for your work on potential drug trafficking?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 74 71,77 26 23,29
By agency: Drug Enforcement Administration 97 94,99 3 1,6
By agency: Federal Bureau of Investigation 59 50, 67 41 33,50
By agency: Homeland SecurityInvestigations 81 75, 86 19 14,25
By agency: Internal Revenue Service-Criminal 64 58,69 36 31,42
Investigation
By agency: Offices of the United States Attorneys 75 67,82 25 18,33
By agency: U.S. Secret Service 11 3,26 89 74,97
By primary responsibility: Investigations 74 70,78 26 22,30
By primary responsibility: Analysis 72 67,78 28 22,33
By primary responsibility: Prosecutions 74 67, 81 26 19,33

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined drug trafficking as the grow ing,
manufacture, distribution, or dispensing of a controlled substance, including marijuana, heroin,
cocaine, methamphetamine, and synthetic/designer drugs. Results for allagencies and for each
agency and area of primary responsibility may nottotal 100 percent due to rounding. Margin of error
for all estimates is 15 percentage points or less at the 95 percentlevel of confidence. This survey
question asked each respondent to selectamong “used,” “did notuse,” or “do not w orkin this area.”
To calculate the percentage w ho used Bank Secrecy Actreports, we divided the number w ho
selected “used” by the number w ho selected “used” plus “did not use” (excluding respondents who
selected “do not w orkin this area” for that ty pe of crime). For respondents who did notchecka
response, w eassumed they did not use the reports in their w orkon that crime type.
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Table 81: From 2015 through 2018, did you use Bank Secrecy Act reports for your work on potential financial or other fraud?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 89 86, 91 11 9,14
By agency: Drug Enforcement Administration 82 76,87 18 13,24
By agency: Federal Bureau of Investigation 86 79,91 14 9,21
By agency: Homeland SecurityInvestigations 90 85,93 10 7,15
By agency: Internal Revenue Service-Criminal 98 96, 99 2 1,4
Investigation
By agency: Offices of the United States Attorneys 93 88, 96 7 4,12
By agency: U.S. Secret Service 96 91,99 4 1,9
By primary responsibility: Investigations 87 84,90 13 10,16
By primary responsibility: Analysis 91 87,94 9 6,13
By primary responsibility: Prosecutions 93 88, 96 7 4,12

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined financial or other fraud as the
intentional use of deceit, a trick, or some dishonest means to deprive another of money, property, or a
legal right. Fraud encompasses a w ide range of criminal activity including health care, identity,
mortgage, retail, and consumer fraud and other crimes that are based on deception. Fraud includes
cyber and cyber-enabled crimes, such as credit card fraud, business email compromise, and
consumer scams. Results for all agencies and for each agency and area of primary responsibility may
not total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less
at the 95 percentlevel of confidence. This survey question asked each respondent to select among
“used,” “did not use,” or “do not w orkin this area.” To calculate the percentage w ho used Bank
Secrecy Actreports, we divided the number w ho selected “used” by the number w ho selected “used”
plus “did not use” (excluding respondents who selected “do not w orkin this area” for that type of
crime). For respondents who did not check a response, we assumed they did n ot use the reports in
their w orkon that crime type.
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Table 82: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential human smuggling?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 25 22,29 75 71,78
By agency: Drug Enforcement Administration 3 1,7 97 93,99
By agency: Federal Bureau of Investigation 20 12,29 80 71,88
By agency: Homeland SecurityInvestigations 54 46, 61 46 39, 54
By agency: Internal Revenue Service- 16 11,22 84 78,89
Criminal Investigation
By agency: Offices of the United States 17 10, 26 83 74,90
Attorneys
By agency: U.S. Secret Service 3 >0,13 97 87,100
By primary responsibility: Investigations 26 21,30 74 70,79
By primary responsibility: Analysis 31 25,37 69 63,75
By primary responsibility: Prosecutions 17 10, 26 83 74,90

Legend: > = greater than
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined human smuggling to include the
transportation and potential harboring of people w ho have consented to their travel for a fee. Results
for all agencies and for each agency and area of primary responsibility may not total 100 percent due
to rounding. Margin of error for all estimates is 15 percentage points or less at the 95 percent level of
confidence. This survey question asked each respondent to select among “used,” “did not use,” or “do
not w orkin this area.” To calculate the percentage w ho used Bank Secrecy Act reports, we divided
the number w ho selected “used”by the number w ho selected “used” plus “did not use” (excluding
respondents who selected “do not w orkin this area” for that type of crime). For respondents w ho did
not checka response, we assumed they did not use the reports in their w ork on that crime type.
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Table 83: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential human trafficking?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 27 23,31 73 69,77
By agency: Drug Enforcement Administration 2 >0,6 98 94,100
By agency: Federal Bureau of Investigation 34 25,43 66 57,75
By agency: Homeland SecurityInvestigations 42 35,50 58 50, 65
By agency: Internal Revenue Service-Criminal 25 20, 31 75 69, 80
Investigation
By agency: Offices of the United States 21 14,30 79 70, 86
Attorneys
By agency: U.S. Secret Service 5 1,16 95 84,99
By agency: Investigations 28 23,33 72 67,77
By agency: Analysis 31 25,37 69 63,75
By agency: Prosecutions 20 13,30 80 70,87

Legend: > = greater than
Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined human trafficking to include the
movement of nonconsenting persons, often across borders, potentially through force, fraud, or
coercion. Results for all agencies and for each agency and area of primary responsibility may not
total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less at
the 95 percentlevel of confidence. This survey question asked each respondent to select among
“used,” “did not use,” or “do not w orkin this area.” To calculate the percentage w ho used Bank
Secrecy Actreports, we divided the number w ho selected “used” by the number w ho selected “used”
plus “did not use” (excluding respondents who selected “do not w orkin this area” for that type of
crime). For respondents who did not check a response, we assumed they did not use the reports in
their w ork on that crime type.
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Table 84: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential money laundering?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 86 84,88 14 12,16
By agency: Drug Enforcement Administration 93 88, 96 7 4,12
By agency: Federal Bureau of Investigation 83 76,88 17 12,24
By agency: Homeland Security Investigations 84 78,89 16 11,22
By agency: Internal Revenue Service- 90 87,93 10 7,13
Criminal Investigation
By agency: Offices of the United States 88 83,93 12 7,17
Attorneys
By agency: U.S. Secret Service 81 72,88 19 12,28
By primary responsibility: Investigations 85 82,88 15 12,18
By primary responsibility: Analysis 88 84,91 12 9,16
By primary responsibility: Prosecutions 89 83,93 11 7,17

Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined money laundering to include a
process used to make illegally gained proceeds appear legal. Common money laundering schemes
include bulk cash smuggling, structuring to avoid transaction reporting, use of funnel accounts
(collection of deposits at multiple banks or bank locations for w ithdraw al at a different location), use of
virtual currencies and associated services that enhance anonymity, misuse of legal entities, and use
of complicit merchants, professionals, and financial services employees. Results for allagencies and
for each agency and area of primary responsibility may not total 100 percent due to rounding. Margin
of error for allestimates is 15 percentage points or less at the 95 percent level of confidence. This
survey question asked each respondent to selectamong “used,” “did not use,” or “do not w orkiin this
area.” To calculate the percentage w ho used Bank Secrecy Actreports, we divided the number w ho
selected “used” by the number w ho selected “used” plus “did not use” (excluding respondents who
selected “do not w orkin this area” for that ty pe of crime). For respondents who did notchecka
response, w eassumed they did not use the reports in their w ork on that crime type.
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Table 85: From 2015 through 2018, did you use Bank Secrecy Act reports for your work on potential organized criminal
enterprises?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 69 66,72 31 28,34
By agency: Drug Enforcement Administration 72 66,78 28 22,34
By agency: Federal Bureau of Investigation 70 62,77 30 23,38
By agency: Homeland SecurityInvestigations 70 64,77 30 23,36
By agency: Internal Revenue Service- 67 62,72 33 28,38
Criminal Investigation
By agency: Offices of the United States 65 57,73 35 27,43
Attorneys
By agency: U.S. Secret Service 65 56,75 35 25,44
By primary responsibility: Investigations 69 65,73 31 27,35
By primary responsibility: Analysis 74 69,79 26 21,31
By primary responsibility: Prosecutions 65 57,73 35 27,43

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined organized criminal enterprises as self-
perpetuating associations of individuals w ho operate, wholly or in part, by illegal means. These
enterprises include transnational criminal organizations. Results for all agencies and for each agency
and area of primary responsibility may not total 100 percent due to rounding. Margin of error for all
estimates is 15 percentage points or less at the 95 percentlevel of confidence. This survey question
asked each respondent to selectamong “used,” “did not use,” or “do not w orkin this area.” To
calculate the percentage w ho used Bank Secrecy Actreports, we divided the number w ho selected
“used” by the number w ho selected “used” plus “did not use” (excluding respondents who selected
“do not w orkin this area” for that type of crime). For respondents w ho did not checka response, w e
assumed they did not use the reports in their w orkon that crime type.
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Table 86: From 2015 through 2018, did you use Bank Secrecy Act reports for your work on potential proliferation of weapons
of mass destruction?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 14 11,18 86 82,89
By agency: Drug EnforcementAdministration 5 2,10 95 90, 98
By agency: Federal Bureau of Investigation 22 14, 31 78 69, 86
By agency: Homeland SecurityInvestigations 16 10,23 84 77,90
By agency: Internal Revenue Service- 6 3,10 94 90, 97
Criminal Investigation
By agency: Offices of the United States 7 3,15 93 85,97
Attorneys
By agency: U.S. Secret Service 5 1,17 95 83,99
By primary responsibility: Investigations 14 10,19 86 81,90
By primary responsibility: Analysis 18 13,24 82 76, 87
By primary responsibility: Prosecutions 7 3,15 93 85,97

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined proliferation of weapons of mass
destruction to include efforts by state and nonstate actors to modernize, develop, or acquire nuclear,
chemical, or biological w eapons of mass destruction, their underlying delivery systems, or underlying
technology. Results for all agencies and for each agency and area of primary responsibility may not
total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less at
the 95 percentlevel of confidence. This survey question asked each respondent to select among
“used,” “did not use,” or “do not w orkin this area.” To calculate the percentage w ho used Bank
Secrecy Actreports, we divided the number w ho selected “used” by the number w ho selected “used”
plus “did not use” (excluding respondents who selected “do not w orkin this area” for that type of
crime). For respondents who did not check a response, we assumed they did not use the reports in
their w ork on that crime type.
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Table 87: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential public corruption?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 38 34,42 62 58, 66
By agency: Drug Enforcement Administration 14 9,21 86 79,91
By agency: Federal Bureau of Investigation 52 43,61 48 39,57
By agency: Homeland SecurityInvestigations 21 15,29 79 71,85
By agency: Internal Revenue Service-Criminal 57 52,62 43 38,49
Investigation
By agency: Offices of the United States Attorneys 52 43, 61 48 39,57
By agency: U.S. Secret Service 10 3,22 90 78,97
By primary responsibility: Investigations 33 28,38 67 62,72
By primary responsibility: Analysis 48 42,55 52 45,58
By primary responsibility: Prosecutions 52 43,61 48 39,57

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined public corruption to include federal,
state, local, or foreign officials and, among other things, ofteninvolves fraud related to government
procurement, contracts, and programs, including through bribery, extortion, embezzlement, illegal
kickbacks, and money laundering (also know n as kleptocracy). Results for allagencies and for each
agency and area of primary responsibility may not total 100 percent due to rounding. Margin of error
for all estimates is 15 percentage points or less at the 95 percent level of confidence. This survey
question asked each respondent to selectamong “used,” “did notuse,” or “do not w orkin this area.”
To calculate the percentage w ho used Bank Secrecy Actreports, we divided the number w ho
selected “used” by the number w ho selected “used” plus “did not use” (excluding respondents who
selected “do not w orkin this area” for that type of crime). For respondents who did not checka
response, w eassumed they did not use the reports in their w orkon that crime type.
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Table 88: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential tax crimes?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 40 37,44 60 56,63
By agency: Drug Enforcement Administration 15 9,23 85 77,91
By agency: Federal Bureau of Investigation 34 25,43 66 57,75
By agency: Homeland SecurityInvestigations 25 17,33 75 67,83
By agency: Internal Revenue Service-Criminal 95 93,97 5 3,7
Investigation
By agency: Offices of the United States Attorneys 61 53,69 39 31,47
By agency: U.S. Secret Service 28 17,42 72 58,83
By primary responsibility: Investigations 36 31,40 64 60, 69
By primary responsibility: Analysis 40 34,47 60 53,66
By primary responsibility: Prosecutions 61 53,69 39 31,47

Source: GAO surwey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined tax crimes as intentional acts of

w rongdoing on the part of a taxpayer w ith the specific purpose of evading a tax know n or believed to
be ow ed. Results for allagencies and for each agency and area of primary responsibility may not
total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or less at
the 95 percentlevel of confidence. This survey question asked each respondent to select among
“used,” “did not use,” or “do not w orkin this area.” To calculate the percentage w ho used Bank
Secrecy Actreports, we divided the number w ho selected “used” by the number w ho selected “used”
plus “did not use” (excluding respondents who selected “do not w orkin this area” for that type of
crime). For respondents who did not check a response, we assumed they did not use the reports in
their w orkon that crime type.
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Table 89: From 2015 through 2018, did you use Bank SecrecyAct reports for your work on potential terrorism?

na Used Used Did not use Did not use
Category Estimated 95 percent Estimated 95 percent
percentage confidence percentage confidence
interval interval
All agencies 35 31,39 65 61,69
By agency: Drug Enforcement Administration 10 6, 16 90 84,94
By agency: Federal Bureau of Investigation 60 52,69 40 31,48
By agency: Homeland SecurityInvestigations 25 18,32 75 68, 82
By agency: Internal Revenue Service- 33 27,39 67 61,73
Criminal Investigation
By agency: Offices of the United States 21 13, 31 79 69, 87
Attorneys
By agency: U.S. Secret Service 10 3,23 90 77,97
By primary responsibility: Investigations 33 28,39 67 61,72
By primary responsibility: Analysis 53 46,59 47 41,54
By primary responsibility: Prosecutions 19 11,29 81 71,89

Source: GAO surwvey of law enforcement agencies. | GAO-20-574

Note: We defined this w ork to include criminal investigations; analysis of trends, patterns, and issues
associated w ith criminal activities; or criminal prosecutions, including for civil or criminal asset
forfeitures or for restitution purposes. In our survey, we defined terrorismto include violent acts
perpetrated by individuals or groups inspired by or associated with designated foreign terrorist
organizations or nations (international terrorism) or primarily U.S.-based movements that use violence
and espouse extremist ideologies of a political, religious, social, racial, or environmental nature
(domestic terrorism). Results for all agencies and for each agency and area of primary responsibility
may not total 100 percent due to rounding. Margin of error for all estimates is 15 percentage points or
less at the 95 percent level of confidence. This survey question asked each respondent to select
among “used,” “did not use,” or “do not w orkin this area.” To calculate the percentage w ho used
Bank Secrecy Actreports, we divided the number w ho selected “used” by the number w ho selected
“used” plus “did not use” (excluding respondents who selected “do notw orkin this area” for that type
of crime). For respondents w ho did not check a response, w e assumed they did not use the reports in
their w orkon that crime type.
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Appendix lll: Characteristics
and Estimated BSA/AML
Compliance Costs for 11
Selected Banks and Credit
Unions in 2018

This appendix provides further data on the characteristics of the 11 banks
and credit unions we studied and the direct costs we estimated for each
to comply with the Bank Secrecy Act (BSA) and anti-money laundering
(AML) requirements (see tables 90 through 122). For each bank or credit
union, we provide a table of selected characteristics, a table of cost
metrics, and a table of estimated costs by regulatory requirement. We
provide ranges and round for certain characteristics and costs,
respectively, to protect the anonymity of the banks and credit unions that
participated in our review. For additional details on how we selected
participants, collected data, and estimated BSA/AML compliance costs,
see appendix |.

Small Credit Union A

Table 90: Selected Characteristics of Small Credit Union A, 2018

Characteristic Value
Financial institution type Creditunion
Total assets (dollars)? 50 millionorless
Total noninterestexpenses (dollars) 501,000 to 1 million
Numberofemployees 25 orless
Numberofnew accounts opened® 200 orless
Numberof suspicious activity reports filed 3
Numberofcurrency transaction reports filed 8

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574
®Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 91: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Small Credit Union A, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.06
Total estimated costas a percentage of noninterestexpenses 1.8
Estimated customerdue diligence costpernew account(dollars)® 7
Estimated costpersuspicious activity report (SAR) filed (dollars)® 1,990
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 5
Estimated costperrequired information-sharing search (dollars)® 3
Estimated costperemployee trained (dollars)f 114

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the credit union
reported for compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets
and noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, credit unions w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 92: Estimated Bank SecrecyAct/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Small Credit Union A, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 5,197 32
requirements®

Reporting requirements: 6,011 37
Reporting requirements: 5,969 37

Suspicious activity reporting

Reporting requirements: 42 <1
Currency transaction reporting
and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 3,416 21
requirements®:

Compliance program 220 1
requirements®: Internal

controls

Compliance program 1,598 10
requirements®: Independent

testing

Compliance program 1,599 10
requirements®: Training

Other requirements: 139 1
Other requirements: 85 1

Information sharing

Other requirements: Funds 34 <1
transferrecordkeeping

Other requirements: 19 <1
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 1,400 9
parties:

Software and other third 1,400 9
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 16,163 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected credit union. | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Small Credit Union B

|
Table 93: Selected Characteristics of Small Credit Union B, 2018

Characteristic Value
Financial institution type Creditunion
Total assets (dollars)? 50 millionorless
Total noninterestexpenses (dollars) 501,000to 1 million
Numberofemployees 25 orless
Numberofnew accounts opened® 200 orless
Numberofsuspicious activity reports filed 1
Numberofcurrency transaction reports filed 5

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 94: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Small Credit Union B, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.06
Total estimated costas a percentage of noninterestexpenses 2.0
Estimated customerdue diligence costpernew account(dollars)® 8
Estimated costpersuspicious activity report (SAR) filed (dollars)® 887
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 5
Estimated costperrequired information-sharing search (dollars)® 163
Estimated costperemployee trained (dollars)f 19

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the credit union
reported for compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets
and noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, credit unions w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe totalnumber of
employees.
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Table 95: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Small Credit Union B, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 2,588 18
requirements®

Reporting requirements: 912

Reporting requirements: 887

Suspicious activity reporting

Reporting requirements: 25 <1
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 4,087 29
requirements®:

Compliance program 2,351 16
requirements®: Internal

controls

Compliance program 1,601 11
requirements®: Independent

testing

Compliance program 136 1
requirements®: Training

Other requirements: 4,752 33
Other requirements: 4,562 32

Information sharing

Other requirements: Funds 172 1
transferrecordkeeping

Other requirements: 18 <1
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 2,000 14
parties:

Software and other third 2,000 14
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 14,339 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected credit union. | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual costto meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Small Community Bank A

|
Table 96: Selected Characteristics of Small Community Bank A, 2018

Characteristic Value
Financial institution type Communitybank
Total assets (dollars)? 101 million to 200 million
Total noninterestexpenses (dollars) 1.1 million to 5 million
Numberofemployees 26 to 50
Numberofnew accounts opened® 501 to 1,000
Numberofsuspicious activity reports filed 10
Numberofcurrency transaction reports filed 29

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 97: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Small Community Bank A, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.03
Total estimated costas a percentage of noninterestexpenses 1.3
Estimated customerdue diligence costpernew account(dollars)® 12
Estimated costpersuspicious activity report (SAR) filed (dollars)® 799
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 12
Estimated costperrequired information-sharing search (dollars)® 21
Estimated costperemployee trained (dollars )’ 53

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collectand
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
‘Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.

Page 193 GAO-20-574 Bank Secrecy Act



Appendixlll: Characteristics and Estimated
BSA/AML Com pliance Costs for11 Selected
Banks and Credit Unionsin 2018

|
Table 98: Estimated Bank SecrecyAct/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Small Community Bank A, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 10,862 25
requirements®

Reporting requirements: 8,344 19
Reporting requirements: 7,989 19

Suspicious activity reporting

Reporting requirements: 354 1
Currency transaction reporting
and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 3,912 9
requirements®:

Compliance program 388 1
requirements®: Internal

controls

Compliance program 2,309 5
requirements®: Independent

testing

Compliance program 1,214 3
requirements®: Training

Other requirements: 4,012 9
Other requirements: 575

Information sharing

Other requirements: Funds 1,338 3
transferrecordkeeping

Other requirements: 2,100 5

Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 15,726 37
parties:

Software and other third 15,726 37
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 42,856 100
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Source: GAO analysis of data provided by selected bank | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Small Community Bank B

|
Table 99: Selected Characteristics of Small Community Bank B, 2018

Characteristic Value
Financial institution type Communitybank
Total assets (dollars)? 101 million to 200 million
Total noninterestexpenses (dollars) 1.1 million to 5 million
Numberofemployees 26 to 50
Numberofnew accounts opened® 501 to 1,000
Numberofsuspicious activity reports filed 2
Numberofcurrency transaction reports filed 23

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 100: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Small Community Bank B, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.07
Total estimated costas a percentage of noninterestexpenses 24
Estimated customerdue diligence costpernew account(dollars)® 18
Estimated costpersuspicious activity report (SAR) filed (dollars)® 17,773
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 5
Estimated costperrequired information-sharing search (dollars)® 22
Estimated costperemployee trained (dollars)f 177

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 101: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Small Community Bank B, 2018

Type of cost Estimated cost (dollars)? Percentage of total cost
Customer due diligence 26,171 32
requirements®:

Reporting requirements: 35,727 44
Reporting requirements: 35,547 44
Suspicious activity reporting

Reporting requirements: 180 <1
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 15,325 19
requirements®:

Compliance program 366 <1
requirements®: Internal

controls

Compliance program 10,357 13
requirements®: Independent

testing

Compliance program 4,602 6
requirements®: Training

Other requirements: 4,224 5
Other requirements: 604

Information sharing

Other requirements: Funds 2,533 3
transferrecordkeeping

Other requirements: 1,087 1
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third no cost no cost
parties:

Software and other third no cost no cost
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 81,447 100
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Source: GAO analysis of data provided by selected bank | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of c ustomer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Large Credit Union A

|
Table 102: Selected Characteristics of Large Credit Union A, 2018

Characteristic Value
Financial institution type Creditunion
Total assets (dollars)? 101 million to 200 million
Total noninterestexpenses (dollars) 1.1 million to 5 million
Numberofemployees 26 to 50
Numberofnew accounts opened® 401 to 500
Numberofsuspicious activity reports filed 49
Numberofcurrency transaction reports filed 17,691

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.

Page 198 GAO-20-574 Bank Secrecy Act



Appendixlll: Characteristics and Estimated
BSA/AML Com pliance Costs for11 Selected
Banks and Credit Unionsin 2018

_______________________________________________________________________________________|]
Table 103: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Large Credit Union A, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.14
Total estimated costas a percentage of noninterestexpenses 4.9
Estimated customerdue diligence costpernew account(dollars)® 31
Estimated costpersuspicious activity report (SAR) filed (dollars)® 1,169
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 3
Estimated costperrequired information-sharing search (dollars)® 8
Estimated costperemployee trained (dollars)f 350

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the credit union
reported for compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets
and noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, credit unions w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 104: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Large Credit Union A, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 35,113 15
requirements®

Reporting requirements: 104,940 44
Reporting requirements: 57,276 24

Suspicious activity reporting

Reporting requirements: 47,663 20
Currency transaction reporting
and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 55,191 23
requirements®:

Compliance program 183 <1
requirements®: Internal

controls

Compliance program 41,696 18
requirements®: Independent

testing

Compliance program 13,313 6
requirements®: Training

Other requirements: 3,085 1
Other requirements: 234 <1
Information sharing

Other requirements: Funds 1,643 1
transferrecordkeeping

Other requirements: 1,208 1

Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 38,805 16
parties:

Software and other third 38,805 16
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 237,134 100
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Source: GAO analysis of data provided by selected credit union. | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Large Credit Union B

|
Table 105: Selected Characteristics of Large Credit Union B, 2018

Characteristic Value
Financial institution type Creditunion
Total assets (dollars)? 101 million to 200 million
Total noninterestexpenses (dollars) 5.1 millionto 10 million
Numberofemployees 26 to 50
Numberofnew accounts opened® 501 to 1,000
Numberofsuspicious activity reports filed 3
Numberofcurrency transaction reports filed 42

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 106: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Large Credit Union B, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.04
Total estimated costas a percentage of noninterestexpenses 1.1
Estimated customerdue diligence costpernew account(dollars)® 6
Estimated costpersuspicious activity report (SAR) filed (dollars)® 5,882
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 7
Estimated costperrequired information-sharing search (dollars)® 4
Estimated costperemployee trained (dollars)f 55

Source: GAO analysis of data provided by selected credit union and National Credit Union Administration. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the credit union
reported for compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets
and noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, credit unions w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 107: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Large Credit Union B, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 15,849 22
requirements®

Reporting requirements: 17,942 25
Reporting requirements: 17,647 24

Suspicious activity reporting

Reporting requirements: 295 <1
Currency transaction reporting
and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 4,836 7
requirements®:

Compliance program 297 <1
requirements®: Internal

controls

Compliance program 1,848 3
requirements®: Independent

testing

Compliance program 2,691 4
requirements®: Training

Other requirements: 10,234 14
Other requirements: 112 <1
Information sharing

Other requirements: Funds 10,122 14

transferrecordkeeping

Other requirements: no cost no cost
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 23,975 33
parties:

Software and other third 23,975 33
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 72,836 100
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Source: GAO analysis of data provided by selected credit union. | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Large Community Bank A

________________________________________________________________________________|]
Table 108: Selected Characteristics of Large Community Bank A, 2018

Characteristic Value
Financial institution type Communitybank
Total assets (dollars)? 501 million to 600 million
Total noninterestexpenses (dollars) 10.1 million to 20 million
Numberofemployees 101 to 500
Numberofnew accounts opened® 1,001 to 5,000
Numberofsuspicious activity reports filed 9
Numberofcurrency transaction reports filed 330

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 109: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Large Community Bank A, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.03
Total estimated costas a percentage of noninterestexpenses 1.1
Estimated customerdue diligence costpernew account(dollars)® 17
Estimated costpersuspicious activity report (SAR) filed (dollars)® 4,088
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 10
Estimated costperrequired information-sharing search (dollars)® 18
Estimated costperemployee trained (dollars)f 56

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subjectlists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 110: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Large Community Bank A, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 47,165 28
requirements®

Reporting requirements: 40,365 24
Reporting requirements: 36,789 22
Suspicious activity reporting

Reporting requirements: 3,576 2
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 30,368 18
requirements®:

Compliance program 3,232 2
requirements®: Internal

controls

Compliance program 20,355 12
requirements®: Independent

testing

Compliance program 6,781 4
requirements®: Training

Other requirements: 21,940 13
Other requirements: 491 <1
Information sharing

Other requirements: Funds 21,446 13

transferrecordkeeping

Other requirements: 3 <1
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 28,362 17
parties:

Software and other third 24,612 15
parties: Software

Software and other third 3,750 2
parties: Other third parties

Total cost 168,201 100
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Source: GAO analysis of data provided by selected bank | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) c ustomer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Large Community Bank B

__________________________________________________________________________________|]
Table 111: Selected Characteristics of Large Community Bank B, 2018

Characteristic Value
Financial institution type Communitybank
Total assets (dollars)? 401 million to 500 million
Total noninterestexpenses (dollars) 20.1 million to 30 million
Numberofemployees 101 to 500
Numberofnew accounts opened® 1,001 to 5,000
Numberofsuspicious activity reports filed 51
Numberofcurrency transaction reports filed 73

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 112: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Large Community Bank B, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.02
Total estimated costas a percentage of noninterestexpenses 04
Estimated customerdue diligence costpernew account(dollars)® 5
Estimated costpersuspicious activity report (SAR) filed (dollars)® 309
Estimated costper currency transaction report (CTR) filed (dollars )¢ 10
Estimated costperrequired information-sharing search (dollars)® 2
Estimated costperemployee trained (dollars)f 114

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 113: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Large Community Bank B, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 14,456 16
requirements®

Reporting requirements: 16,551 18
Reporting requirements: 15,762 17
Suspicious activity reporting

Reporting requirements: 789 1
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 31,574 34
requirements®:

Compliance program 4,379 5
requirements®: Internal

controls

Compliance program 14,765 16
requirements®: Independent

testing

Compliance program 12,431 14
requirements®: Training

Other requirements: 18,690 20
Other requirements: 69 <1
Information sharing

Other requirements: Funds 14,940 16
transferrecordkeeping

Other requirements: 3,681 4

Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 10,750 12
parties:

Software and other third 10,000 11
parties: Software

Software and other third 750 1
parties: Other third parties

Total cost 92,021 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected bank | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We also report all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual cost to meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Large Bank

|
Table 114: Selected Characteristics of a Selected Large Bank, 2018

Characteristic Value
Financial institution type Regional or national bank
Total assets (dollars)? 1.1 billion to 5 billion
Total noninterestexpenses (dollars) 51 million to 100 million
Numberofemployees 501 to 1,000
Numberofnew accounts opened® 5,001 to 10,000
Numberofsuspicious activity reports filed 178
Numberofcurrency transaction reports filed 1,361

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts for natural
persons and legal entities.
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Table 115: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for a
Selected Large Bank, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.02
Total estimated costas a percentage of noninterestexpenses 0.7
Estimated customerdue diligence costpernew account(dollars)® 10
Estimated costpersuspicious activity report (SAR) filed (dollars)® 792
Estimated costpercurrency transaction report(CTR) filed (dollars ) 11
Estimated costperrequired information-sharing search (dollars)® 22
Estimated costperemployee trained (dollars )’ 61

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence costper new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated costper SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe totalnumber of
employees.
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Table 116: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for a Selected Large Bank, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 149,435 34
requirements®

Reporting requirements: 158,737 37
Reporting requirements: 140,946 32
Suspicious activity reporting

Reporting requirements: 17,790 4
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand
Financial Accounts

Compliance program 71,040 16
requirements®:

Compliance program 5,133 1
requirements®: Internal

controls

Compliance program 34,835 8
requirements®: Independent

testing

Compliance program 31,072 7
requirements®: Training

Other requirements: 2,600 1
Other requirements: 622 <1

Information sharing

Other requirements: Funds no cost no cost
transferrecordkeeping

Other requirements: 1,978 <1
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 52,570 12
parties:

Software and other third 52,570 12
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 434,381 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected bank | GAO-20-574

Estimated costs for compliance w ith the Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements include directly related personnel and third-party costs. We report third-party vendors
that w ere associated with multiple requirements, such as compliance consultants, as other third
parties. We alsoreport all BSA/AML software costs separately because banks and credit unions w e
review ed commonly used the same software to meet multiple requirements. How ever, they often
reported using software to meet the customer due diligence and suspicious activity reporting
requirements. As a result, the actual costto meet these and other requirements may have been
somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Very Large Bank A

. ____________________________________________________________________________________|]
Table 117: Selected Characteristics of Very Large Bank A, 2018

Characteristic Value
Financial institution type Regional or national bank
Total assets (dollars)? 101 billion ormore
Total noninterestexpenses (dollars) 3.1 billionormore
Numberofemployees 9,001 or more
Numberofnew accounts opened® 100,001 to 500,000
Numberofsuspicious activity reports filed 3,712
Numberofcurrency transaction reports filed 64,035

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 118: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Very Large Bank A, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.02
Total estimated costas a percentage of noninterestexpenses 0.5
Estimated customerdue diligence costpernew account(dollars)® 44
Estimated costpersuspicious activity report (SAR) filed (dollars)® 1,325
Estimated costpercurrency transaction report(CTR) filed (dollars )¢ 4
Estimated costperrequired information-sharing search (dollars)® 402
Estimated costperemployee trained (dollars )’ 68

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence costper new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 119: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Very Large Bank A, 2018

Type of cost Estimated cost (dollars)® Percentage of total cost
Customer due diligence 12,000,000 58
requirements®:

Reporting requirements: 5,000,000 25
Reporting requirements: 5,000,000 23

Suspicious activity reporting

Reporting requirements: 300,000 1
Currency transaction reporting
and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand

Financial Accounts

Compliance program 2,000,000 8
requirements®:

Compliance program 500,000 2
requirements®: Internal

controls

Compliance program 400,000 2
requirements®: Independent

testing

Compliance program 800,000 4
requirements®: Training

Other requirements: 12,000 <1
Other requirements: 12,000 <1

Information sharing

Other requirements: Funds 50 <1
transferrecordkeeping

Other requirements: no cost no cost
Monetary instrument
recordkeeping

Other requirements: Special no cost no cost
measures

Software and other third 1,600,000 8
parties:

Software and other third 1,600,000 8
parties: Software

Software and other third no cost no cost
parties: Other third parties

Total cost 21,000,000 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected bank | GAO-20-574

#Costs may not sumto equal the totals due to rounding. Estimated costs for compliance w ith the Bank
Secrecy Act (BSA)and anti-money laundering (AML) requirements include directly related personnel
and third-party costs. We report third-party vendors that w ere associated with multiple requirements,
such as compliance consultants, as other third parties. We also report all BSA/AML software costs
separately because banks and credit unions w e review ed commonly used the same software to meet
multiple requirements. How ever, they often reported using softw are to meet the customer due
diligence and suspicious activity reporting requirements. As aresult, the actual costto meet these
and other requirements may have been somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) cus tomer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.

Very Large Bank B

__________________________________________________________________________________|]
Table 120: Selected Characteristics of Very Large Bank B, 2018

Characteristic Value
Financial institution type Regional or national bank
Total assets (dollars)? 51 billion to 100 billion
Total noninterestexpenses (dollars) 1.1 billion to 3 billion
Numberofemployees 9,001 or more
Numberofnew accounts opened® 500,001 or more
Numberofsuspicious activity reports filed 6,757
Numberofcurrency transaction reports filed 72,583

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574
#Total assets and noninterest expenses are based on the December 2018 Call Report.

®New accounts opened includes applicable consumer, business, trust, and other accounts fornatural
persons and legal entities.
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Table 121: Estimated Bank Secrecy Act/Anti-Money Laundering Cost Metrics for
Very Large Bank B, 2018

Metric Value
Total estimated costas a percentage of total assets? 0.02
Total estimated costas a percentage of noninterestexpenses 0.7
Estimated customerdue diligence costpernew account(dollars)® 6
Estimated costpersuspicious activity report (SAR) filed (dollars)® 499
Estimated costper currency transaction report (CTR) filed (dollars )¢ 8
Estimated costperrequired information-sharing search (dollars)® 13
Estimated costperemployee trained (dollars)f 41

Source: GAO analysis of data provided by selected bank and Federal Deposit Insurance Corporation. | GAO-20-574

*Total estimated costincludes personnel, third-party, and software resources the bank reported for
compliance w ith Bank Secrecy Act and anti-money laundering requirements. Total assets and
noninterest expenses are based on the December 2018 Call Report.

PEstimated customer due diligence cost per new accountincludes personnel costs to collect and
review identifying information for customers and beneficial ow ners, as well as other information
needed to understand the nature and purpose of the account and establish a riskrating. Because the
requirements to conduct additional due diligence and ongoing monitoring also apply to existing
accounts, we excluded themfromthis estimate.

°Estimated cost per SAR includes personnel and third-party costs to monitor, investigate, and report.
9Estimated costper CTR includes personnel costs to monitor and report.

°According to the Financial Crimes Enforcement Netw ork, banks w ere required to search their
records for 28 subject lists in 2018. Estimated cost per required information-sharing search includes
the personnel costs to search customer records and report matches.

"Estimated cost per employee trained includes personneland third-party costs to conduct and attend
compliance training. The number of employees trained may differ fromthe total number of
employees.
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Table 122: Estimated Bank Secrecy Act/Anti-Money Laundering Compliance Costs,
by Type of Cost, for Very Large Bank B, 2018

Type of costs Estimated cost (dollars)® Percentage of total cost
Customer due diligence 6,000,000 42
requirements®

Reporting requirements: 4,000,000 26
Reporting requirements: 3,000,000 22
Suspicious activity reporting

Reporting requirements: 600,000 4
Currency transaction

reporting and exemptions

Reporting requirements: no cost no cost
Reportof International

Transportation of Currency or

Monetary Instruments

Reporting requirements: no cost no cost
Reportof Foreign Bankand
Financial Accounts

Compliance program 1,000,000 8
requirements®:

Compliance program 200,000 1
requirements®: Internal

controls

Compliance program 600,000 4
requirements®: Independent

testing

Compliance program 400,000 3
requirements®: Training

Other requirements: 16,000 <1
Other requirements: 2,000 <1
Information sharing

Other requirements: Funds no cost no cost
transferrecordkeeping

Other requirements: 14,000 <1

Monetary instrument
recordkeeping

Other requirements: Special 100 <1
measures

Software and other third 4,000,000 25
parties:

Software and other third 3,400,000 23
parties: Software

Software and other third 300,000 2
parties: Other third parties

Total cost 15,000,000 100
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Legend: — = no cost; < = less than
Source: GAO analysis of data provided by selected bank | GAO-20-574

#Costs may not sum to equal the totals due to rounding. Estimated costs for compliance w ith the Bank
Secrecy Act (BSA)and anti-money laundering (AML) requirements include directly related personnel
and third-party costs. We report third-party vendors that w ere associated with multiple requirements,
such as compliance consultants, as other third parties. We also report all BSA/AML softw are costs
separately because banks and credit unions w e review ed commonly used the same software to meet
multiple requirements. How ever, they often reported using softw are to meet the customer due
diligence and suspicious activity reporting requirements. As aresult, the actual costto meet these

and other requirements may have been somew hat greater than the amount listed above.

®There are four core customer due diligence requirements: (1) customer identification and verification
(know n as the customer identification program), (2) beneficial ow nership identification and verification
(for legal entities), (3) understanding the nature and purpose of customer relationships to develop a
customer risk profile, and (4) ongoing monitoring for suspicious transactions and updating customer
information on arisk basis. We also asked banks to include costs for additional due diligence for
higher risk customers, including for foreign correspondent accounts and private accounts forcertain
non-U.S. persons.

“We do not separately report a cost for designating a BSA/AML officer—one of the four minimum
requirements of a compliance program—because we generally captured their direct costs in our
estimates for other BSA/AML requirements. The compliance program must also describe risk-based
procedures for complying with the customer identification program, customer due diligence, and
beneficial ow nership for legal entity customers requirements. How ever, we included the costs for
conducting these procedures under the customer due diligence requirements.
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Appendix IV: Summary of
Results from Prior Studies of
Bank Secrecy Act and Anti-
Money Laundering
Compliance Costs, 2016—
2018

We reviewed seven studies published by government and industry
organizations from 2016 through 2018 that estimated compliance costs
for Bank Secrecy Act (BSA) and anti-money laundering (AML)
requirements for banks, credit unions, and other financial institutions.
Estimated costs varied widely and are not comparable because of
differences in the types and sizes of financial institutions studied (e.g.,
small banks versus large insurance firms) and how the authors measured
costs (e.g., someincluded technology costs while others only captured
personnel costs). We do not generalize their results to financial
institutions outside the studies due to their generally small sample sizes.
The key findings from these studies are as follows:

e A 2018 survey by the Bank Policy Institute of 14 U.S. banks found
that those with $500 billion or more in total assets reported
spending $600 million annually for BSA/AML compliance, at the
median.' By comparison, those with $50 billion to $200 billion in
total assets—the smallest banks studied—reported spending a
median of about $24.8 million annually for BSA/AML compliance.

e A 2018 survey by the consultancy LexisNexis Risk Solutions of
152 U.S. banks and financial institutions (investment, asset
management, and insurance firms) found that those with $10

1Bank Policy Institute, Getting to Effectiveness: Report on U.S. Financial Institution
Resources Devoted to BSA/AML & Sanctions Compliance (Oct.29,2018). Estimated
costs included departmentpersonnel, technology, third parties, and other business
expenses and excludes costs associated with sanctions, fraud, and lines of business.
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billion or more in total assets spent, on average, about $14.1
million annually for BSA/AML compliance.2 By comparison,
smaller banks and financial institutions with less than $10 billion in
total assets spentabout $1.2 million, on average. However, the
estimated costs translated to a range of 0.06 to 0.83 percent of
total assets among the smaller banks and financial institutions and
0.01 to 0.08 percent of total assets among the largest.

e A 2017 survey by RSM (an audit, tax, and consulting firm) of U.S.
banks found that 51 smaller banks ($50 million to $1 billion in total
assets) reported spending a median of $50,000 annually for
BSA/AML compliance, as compared to a median of $250,000
among 11 larger banks ($10 billion to $20 billion in total assets).3

e A 2017 survey by Refinitiv (a financial industry technology
solutions vendor) found that 139 globally active U.S. banks and
financial institutions (hedge funds, broker-dealers, and asset
management and insurance firms) that averaged about $16 billion
in annual revenue estimated that they each spent about $93
million annually to comply with know-your-customer and customer
due diligence requirements—$54 million of which was to onboard
new customers, on average.4

e A 2017 survey by the Conference of State Bank Supervisors and
Board of Governors of the Federal Reserve System of 611
community banks found that the BSA/AML requirements were the
most costly set of regulations studied and accounted for about 22
percent of total compliance costs among respondents—or about
$1.2 billion of the $5.4 billion in compliance costs incurred by all
community banks nationally.5

e A 2016 study by The Heritage Foundation examined the
aggregate costof 13 BSA/AML requirements for a variety of U.S
financial institutions based on time burden estimates by the Office

2| exisNexis Risk Solutions, True Cost of AML Compliance: Unites States “Snapshot”
(October 2018). According to the study, estimated costs included personnel, technology,
and other business expenses, including sanctions screening.

3RSM, RSM Anti-Money Laundering Survey (2017).
4Refinitiv, KYC Compliance: The Rising Challenge for Financial Institutions (2017).

SConference of State Bank Supervisors and Board of Governors of the Federal Reserve
System, Community Banking in the 21st Century (Oct. 4,2017). The authors defined
communitybanks as havingless than $10 billion in total assets.
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of Management and Budget.6 Assuming a labor cost of $62 per
hour, the authors estimated that the requirements imposed an
annual direct cost of about $1.5 billion across the financial
institutions studied. The authors estimated an additional indirect
cost of $3.2 billion to $6.4 billion annually for implementation and
training associated with the requirements, assuming that 10 to 20
percent of compliance officers (257,000 as of May 2015) fulfill full-
time BSA/AML compliance functions.

¢ Findings from a 2016 survey by Cornerstone Advisors
commissioned by the Credit Union National Association suggest
that annual personnel costs for BSA/AML compliance were about
$78,000 (or 0.03 percent of total assets), at the median, among 53
U.S. credit unions with total assets ranging from about $15 million
to $6 billion ($293 million at the median).”

6The Heritage Foundation, Financial Privacyin a Free Society (Washington, D.C.: Sept.
23,2016). The authors included the following 13 requirements in their costestimates: (1)
Financial Crimes EnforcementNetwork (FinCEN) suspicious activity reports; (2) FinCEN
currency transaction reports; (3) customerdue diligence requirements forfinancial
institutions; (4) special information-sharing procedures to determoneylaundering and
terroristactivity; (5) customeridentification program for futures commission merchants and
introducing brokers; (6) currency and monetaryinstrumentreports; (7) AML program for
dealers in precious metals, precious stones, orjewels; (8) customeridentification program
for banks, savings associations, creditunions, and certain non-federallyregulated banks;
(9) mutual funds customeridentification program; (10) broker-dealers customer
identification program;(11) AML programs forinsurance companies and nonbank
residential mortgage lenders and originators; (12) AML programs for moneyservices
business, mutual funds, operators ofcreditcard systems, and providers of prepaid
access;and (13)registration ofmoney services business.

7Cornerstone Advisors, Regulatory Financial Impact Study: Reportof Findings (February
2016). The authors examined costs fora variety of regulatory requirements, including
BSA/AML. We estimated BSA/AML compliance costs using the median total assets
among surveyed credit unions ($293 million) and the study’s findings thatregulatory
personnel costs were 0.35 percentof total assets, 19 percentof regulatory personnel
costs were risk managementpersonnel costs,and 40 percentof risk management
personnel costswere BSA/AML compliance costs.
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Appendix V: No-Action Letter
Procedures

Some stakeholders, including Members of Congress, have proposed that
the Financial Crimes Enforcement Network (FinCEN) adopt procedures to
issue interpretations of the Bank Secrecy Act (BSA) and its regulations
that are similar to the procedures the Securities and Exchange
Commission (SEC) uses to issue no-action letters.! SEC’s no-action letter
procedures allow a party who is not certain whether a particular product,
service, or action would constitute a violation of the federal securities law
to request a no-action letter from SEC staff. If SEC staff grant the request
for no action, they generally issue the party a letter concluding that the
staff would not recommend that the SEC commission take enforcement
action against the party based on the facts and representations described
in the party’s request.

Similar to SEC, FinCEN has adopted procedures under which it may
issue administrative rulings to interpret BSA regulations either unilaterally
or in response to a request.2 Under these procedures, financial
institutions may submit a written request asking FinCEN to answer legal
questions. For example, a party asked FinCEN for a ruling on whether its
client falls within the definition of a money services business under BSA
regulations and, if so, for regulatory relief from the regulations applicable
to money services businesses.3 Table 123 presents some of the
similarities and differences between FinCEN'’s administrative rulings and
SEC’s no-action letters. One important difference is that FInCEN'’s
administrative rulings can be binding on FINCEN and have precedential
value, while SEC no-actions letters are not precedents binding on the
SEC commission.

1For example, a billintroduced in the 115th Congress included a provision thatwould
have directed the Director of FinCEN to issue regulations to establish a process for the
issuance ofano-action letter by FinCEN in response to aninquiryfrom a person orgroup
of persons concerning the application of BSA and related laws and regulations.See H.R.
6068,§ 5, 115th Cong.(2018).

2See 31C.F.R. §§ 1010.710-717.

3Departmentofthe Treasury, Financial Crimes EnforcementNetwork, Whethera Person

Thatis Engagedinthe Business of Foreign Exchange Risk Managementis a Curren cy
Dealeror Exchanger or Money Transmitter, Ruling, FIN-2008-R003 (Mar. 18, 2008).
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Table 123: Comparison of the Financial Crimes Enforcement Network’s (FINCEN) Administrative Rulings and the Securities
and Exchange Commission’s (SEC) No-Action Letters

Attribute

FinCEN administrative rulings

SEC no-action letters

General purpose

Published letterrulings often express an opinion
abouta new issue; applyan established theoryor
analysis to a setof facts that differs materiallyfrom
facts or circumstances thathave been previously
considered;orprovide a new interpretation of Title
31 of the United States Code, or any other statute
granting FinCEN authority.

Administrative rulings bind FinCEN onlyin the event
that the requestdescribes a specificallyidentified
actual situation. Such rulings have precedential
value if FiINCEN makes them publiclyavailable.

Most no-action letters describe the request, analyze
the particular facts and circumstancesinvolved,
discussapplicable laws and rules, and, ifthe staff
grants the request, conclude thatthe SEC staff
would not recommend thatthe SEC commission
take enforcementaction againstthe requester
based on the facts and representations described in
the request.

No-action letters are not regarded as precedents
binding on the SEC commission.

Reliance on letter by third
parties

Publication ofadministrative rulings thatFinCEN
has issued to specific parties on its publicwebsite
indicates thatthe ruling is a regulatory interpretation
valid for any situation thatfits the description ofthe
facts and circumstances as contained in the ruling.

In some cases, SEC staff may permitparties other
than the requesterto rely on the no-action reliefto
the extent that the third party’s facts and
circumstances are substantiallysimilarto those
described in the underlying request.

Procedure for making
request

Requestmustbe inwriting and should include
e acomplete description ofthe situation for
which the rulingis requested,
e acomplete statementofall material facts
related to the subjecttransaction,

e aconciseandunambiguous questionto be
answered,and

e astatementjustifying why the particular
situation described warrants the issuance
of a rulingif the subjectsituationis
hypothetical.

Requestmustbe in writing and should include

o the particularsituationinvolving the
problem athand but notevery possible
type of situation that may arise in the
future,

o allof the facts necessaryto reacha
conclusioninthe matterin a concise and
to-the-pointmanner,and

e anindication ofwhy the requesterthinks a
problem exists and the requester’s own
opinionin the matterand the basis forsuch
opinion.

Source: GAO analysis of 31 C.F.R. Subpart G, SEC no-action letter procedures, and other relevant materials from Financial Crimes Enforcement Network and the Securities and Exchange Commission. |

GAO-20-574

FinCEN has publicly issued many fewer administrative rulings than SEC
has issued no-action letters and has taken more time to respond to

requests for such rulings. For example, according to our analysis, FInCEN
publicly issued 11 administrative rulings in response to requests from
2014 through 2018, and SEC issued over 450 no-action letters during the
same period. Moreover, our analysis shows that FinCEN took nearly 300
days, on average, between the time it received and responded to the 11
requests. In comparison, we found that SEC took 14 days, on average, to
respond to requests based on a review of a sample of no-action letters
issued in 2018.

FinCEN officials told us that most of the agency’s administrative rulings
are nonpublic and are made directly to the requesting party. FiInCEN
makes an administrative ruling public if the facts and circumstances,
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issues, and analyses that appear in an administrative ruling are of general
interest to financial institutions. The officials said that issues raised in
private administrative rulings will lead FInCEN in some cases to issue
new guidance. FinCEN officials told us that the length of time to review a
request for an administrative ruling depends on a number of factors, such
as the amount of documentation submitted with the request and the
extent of the iterative process to understand and resolve the issue. In
addition, the officials said that the administrative ruling process involves
extensive internal review and clearance before a ruling is issued. FInCEN
officials told us that they are not aware that the Department of the
Treasury or FINCEN has a position on proposals for FInCEN to adopt a
no-action letter procedure.

Of the six industry associations that we interviewed, three support
FinCEN’s adopting no-action-letter procedures, and three had no position.
For example:

¢ One association supports no-action letters because of the length
of times it takes FiNCEN to issue administrative rulings. In the
association’s view, other than the timing and availability of the
information, the two mechanisms are fairly similar.

e One association’s members generally have not used
administrative rulings and indicated that they would not use no-
action letters, in part because they use FINCEN's regulatory
helpline.4

¢ One association that did not have a position said that it is hard to
know whether no-action letters would be more efficient than
FinCEN’s administrative rulings.

In addition to administrative rulings, FINCEN also issues informal
interpretive regulatory guidance, including written responses to informal
inquiries on the application of BSA regulations not made and submitted to
FinCEN consistent with the administrative ruling procedures. According to
FinCEN, if FinCEN publishes such responses on its public website under
the heading “Guidance,” FInCEN will afford such responses a persuasive
precedential effect. FINCEN officials told us that they rarely receive
information inquiries and their understanding is that FInCEN has not

4FinCEN operates aregulatory helpline to provide assistance to financial institutions that
have compliance questions.
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received and responded to any such inquiries through its public website
since January 2014.
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Appendix VI: Financial
Crimes Enforcement Network
and Examinations of Banks
for Compliance with the Bank
Secrecy Act

Some Members of Congress and industry stakeholders have proposed
that the Financial Crimes Enforcement Network (FinCEN) consider taking
full responsibility for examining large banks and other financial institutions
for compliance with the Bank Secrecy Act /anti-money laundering
(BSA/AML) authorities and requirements, in part to create a centralized
examination team that could work cooperatively with law enforcement
agencies. FINCEN has delegated its authority to examine banks for
compliance with the BSA to the federal banking agencies.! Under their
statutes, federal banking agencies are required to include a review of
BSA compliance procedures in each examination of their respective
supervised institutions .2

FinCEN officials told us that the agency has 17 full-time equivalent staff
and contractors who work part-time on BSA examinations. If FiInCEN
were to take responsibility for examining large, internationally active
banks (which include the top currency transaction report and suspicious
activity report filers), our analysis shows that FInCEN would need more
resources. For example, we estimate that FinCEN could need from 29 to
37 full-time staff to examine the bank subsidiaries of 12 large,
internationally active bank holding companies, based on data provided by
the Federal Deposit Insurance Corporation (FDIC), the Board of
Governors of the Federal Reserve System (Federal Reserve), and the

1The federal banking agencies are the Board of Governors of the Federal Reserve
System, Federal Depositinsurance Corporation, National CreditUnion Administration,
and Office of the Comptrollerofthe Currency.

212 U.S.C.§§ 1818(s), 1786(q).
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Office of the Comptroller of the Currency (OCC).3 In addition to staff
costs, we estimate that FInCEN could incur technology, training, travel,
and other costs to conduct on-site BSA/AML examinations at these
banks.

According to FinCEN officials, FINnCEN compliance staff generally do not
examine banks and, thus, have limited experience conducting such
examinations. To develop the needed expertise, we identified the
possible option of FINCEN recruiting federal bank examiners, particularly
BSA/AML specialists, but we found that FiInCEN could face obstacles. For
example, federal banking agencies have a higher pay scale than FInCEN.

FinCEN officials told us that FinCEN wants to conduct risk-based
examinations when they make sense and in coordination with the
appropriate federal banking agency. Federal banking agency officials
generally told us that shifting BSA examinations to FInCEN could
decrease the effectiveness of their safety and soundness examinations.4
Federal banking agencies’ examinations include procedures to assess
whether a bank has sound risk-management processes and strong
internal controls. In that regard, the officials said that excluding BSA/AML
compliance from the scope of their examinations could provide them with
an incomplete picture of a bank’s overall compliance program and risks.
For example, OCC officials said the change could affect their ability to
identify weaknesses in other areas, such as corporate governance,
internal controls, and auditing. Federal Reserve officials also said that
having FInNCEN conduct BSA/AML compliance examinations would create
duplicative work because examiners from two different agencies would be
reviewing some of a bank’s same risk management processes and
internal controls.

While some industry stakeholders have raised questions about BSA
examination consistency, the federal banking agencies told us that they

3As a proxy for large, internationallyactive banks,we selected U.S. bank holding
companies whose banks were subjectto the advanced approaches risk-based capital rule
during ourreview. Such bank holding companies generallyhave at least$250 billion in
total assets oratleast$10 billion in total on-balance-sheetforeign exposure.

4Federal banking agencies conductreviews of BSA compliance as partoftheir safetyand
soundness examinations or as targeted examinations focused on BSA compliance. Safety
and soundness examinations are periodic on-site examinations conductedto assessa
bank’s financial condition; policies and procedures;and adherence to laws and
regulations, such as the BSA.
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have continued to take steps to increase examination consistency.5 For
example, in collaboration with FInCEN, the agencies updated several
sections of the Federal Financial Institutions Examination Council’s
BSA/AML examination manual in April 2020. According to the agencies,
the updates are designed to emphasize and enhance the agencies’ risk-
focused approach to BSA/AML supervision and distinguish between
mandatory regulatory requirements and supervisory expectations set forth
in guidance. The agencies also noted that they are continuing to review
and revise the remaining sections of the manual. Similarly, the banking
agencies and FinCEN jointly issued a statement in July 2019 to
emphasize their risk-focused approach to BSA examinations.6 The
statement outlines common practices for assessing a bank’s money
laundering/terrorist financing risk profile, which assists examiners in
scoping and planning the examination, and initially evaluating the
adequacy of the BSA/AML compliance program.

5In the Economic Growth and RegulatoryPaperwork Reduction Act reportissuedin 2017,
FDIC, the Federal Reserve,and OCC stated thatthey supportefforts to increase BSA
examination consistencyacross the agencies through enhanced examinertraining. In that
regard, they have established common training policies forexaminers, maintained an
interagencyBSA/AML examination manual,andissued aninteragencystatementsetting
forth the policy for enforcing specific AML requirements for greater consistencyin
enforcementdecisions on BSA matters. See Board of Governors of the Federal Reserve
System, Office of the Comptroller ofthe Currency, Federal Depositinsurance Corporation,
and National CreditUnion Administration, Joint Reportto Congress: Economic Growth
and Regulatory Paperwork Reduction Act (Washington, D.C.: March 2017).

6Board of Governors of the Federal Reserve System, Federal D epositInsurance
Corporation, Financial Crimes EnforcementNetwork, National CreditUnion
Administration, Office of the Comptroller ofthe Currency, Joint Statementon Risk-
Focused Bank Secrecy Act/Anti-Money Laundering Supervision (July22,2019).
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Financial Crimes Enforcement Network

U.S. Department of the Treasury

Office of the Director Washington, D.C. 20220

August 27, 2020

Michael Clements

Director

Financial Markets and Community Investment
United States Government Accountability Office
441 G Street, NW

Washington, DC 20548

Dear Mr. Clements:

Thank you for providing the Financial Crimesg Enforcement Network (FinCEN) the
opportunity to review the Government Accountability Office (GAO) report, “Anti-Money
Laundering: Opportunities Exist to Increase Law Enforcement Use of Bank Secrecy Act Reports,
and Banks’ Costs to Comply with the Act Varied” (GAO-20-574). FinCEN supports your
report’s conclusion regarding improving the promotion of the value of law enforcement access to
Bank Secrecy Act (BSA) reporting. We agree that law enforcement agencies can and should use
BSA reports to a greater extent, and we concur with the report’s recommendation that FinCEN
can assist with promoting such use. FinCEN believes the most effective and collaborative way
to achieve this outcome is to work with state coordinators to engage the state and local agencies
within their respective jurisdictions to achieve this goal.

We disagree with the conclusion that FinCEN currently lacks policies and procedures
designed to promote greater law enforcement access to BSA reporting. FinCEN currently
undertakes numerous initiatives to promote access and awareness of BSA reporting throughout
the law enforcement community. FinCEN provides extensive support to federal, state, and local
law enforcement agencies both bilaterally to individual agencies and through numerous task
forces, fusion centers, and SAR review teams, whose reach often extends to agencies that do not
otherwise have direct access tc BSA data. FinCEN also provides significant, sustained support
to, and continuous engagement with, state coordinators. State coordinators’ duties include the
responsibility to provide BSA data access to agencies that do not have direct access as well as to
promote BSA access and use to the state and local agencies in their respective jurisdictions.
Through the annual FinCEN Director’s Law Enforcement Awards Program, FinCEN publicly
recognizes significant criminal investigations in which BSA reporting was critical to
prosecutorial success. Finally, FinCEN leadership and staff engage publicly through numerous
speaking events each year, reaching a diverse range of audiences to promote and publicize
FinCEN’s mission and the value of the data we collect. FinCEN agrees that we can make efforts
to develop and implement additional processes and procedures for promoting law enforcement
access to BSA data, and we are always open to additional suggestions for improvement.

wip. fincen.gowv
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FinCEN Comments Letter to Mr. Michael Clements

Page 2

It 1s also FInCEN’s strong position that any recommendation for broader access to BSA
reporting be balanced against security considerations, to include the controls on access to BSA
data, the menitoring of such usage, and the adequacy of resources needed for FinCEN to
appropriately and sufficiently implement these measures. As a threshold matter, BSA reporting
contains sensitive information relating to financial activity conducted at financial institutions
subject to the BSA. FinCEN has limited resources available for responsibly safeguarding this
information, but it is critical that we adequately administer the controls needed to maintain and
monitor authorized access and usage of BSA data. As the GAO notes in this report, to achieve
this balance, FinCEN uses consistent criteria to assess an agency’s request for direct access to
BSA data. A significant step in FinCEN’s process is to evaluate whether the extent of the
requesting agency’s stated need is commensurate with the additional resource burden on FinCEN
for providing that agency with direct access to BSA data, particularly where access is alrcady
available through a state coordinator. The criteria assessed include the requesting agency’s
staffing levels, historical usage of the state coordinator system to access and use BSA data, and
anticipated usage of BSA data. If the extent of the need does not rise 10 a level warranting direct
access, FinCEN will generally decline the request and work with the requesting agency to abtain
BSA data access through the state coordinator system. FinCEN may conduct a reassessment of
an agency’s request should circumstances change.

FinCEN thanks GAO for its work, and we reiterate our support for the recommendation
that we can help promote the appropriate and broader use of BSA reporting by law enforcement,
particularly by those agencies that do not have direct access. We are pleased to report that
FinCEN has already identified ways to advance this geal.

Sincerely,

Kenneth A. Blanco
Director
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National Credit Union Administration
Office of the Executive Director

August 19, 2020

SENT BY E-MAIL

Mike Clements, Director

Financial Market and Community Investment
441 G Street, NW

Washington, DC 20548
ClementsM(@gao.gov

Dear Mr. Clements:

We reviewed your draft report entitled “ANTI-MONLY LAUNDERING: Opportunities Lxist to
Increase Law Enforcement Use of Bank Secrecy Act Reports, and Banks’ Costs to Comply with
the Act Varied”. The report includes reviews of FinCEN’s BSA database access and usage as
well as BSA compliance costs.

The report indicates that FinCEN grants federal agencies direct access to its BSA database, but
noted that relatively few local law enforcement agencies are accessing the BSA reports from the
database. The report recommends that FinCEN develop and implement policies to promote the
increased use of the BSA reports by law enforcement agencies that do not have direct access to
the database.

The report makes no recommendations or observations related to NCUA or the credit union
system. We offer no additional comments on the report at this time.

Thank you for the opportunity to comment on the draft report.

Sincerely,

Digitally signed by LARRY
FAZIO
LARRY FAZIO Date: 2020.08.18 16:40:25
-04'00"
Larry Fazio
Executive Director

1775 Duke Street — Alexandria, VA 22314-3428 — 703-518-6300
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GAO Contact

Michael E. Clements at (202) 512-8678, or clementsm@gao.gov

Staff Acknowledgments

In addition to the contact named above, Rich Tsuhara (Assistant
Director), Patricia MacWilliams (Analyst in Charge), Mariel Alper, Vida
Awumey, Tangere Hoagland, Brandon Kruse, Namita Bhatia Sabharwal,
Jennifer Schwartz, Jena Sinkfield, Tyler Spunaugle, Farrah Stone, and
Khristi Wilkins made key contributions to this report.
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Data Tables

Accessible Data for Estimated Frequency with Which Criminal Investigators Who
Reported Using BSA Reports Almost Always, Frequently, or Occasionally Found
Relevant Reports for Various Activities, 2015-2018

Selected bank Percentage
Very large bank A 0.5
Very large bank B 0.7
Large bank 0.7
Large communitybank A 1.1
Large communitybank B 04
Large creditunion A 4.9
Large credit union B 11
Smallcommunitybank A 1.3
Smallcommunitybank B 24
Small creditunion A 1.8
Smallcreditunion B 2
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Accessible Data for Estimated Total Direct Costs for Complying with the Bank
SecrecyAct as a Percentage of Operating Expenses and Estimated Total Direct
Compliance Costs for Selected Banks in 2018

Category Percentage Percentage Percentage
(estimated) (lower bound) (upper bound)

Identified potential subjects ornetworks forwhich a new investigation 93 91 95

mightbe initiated

Verified or confirmed information abouta subject 93 92 95

Provided additional information abouta subject 92 90 94

Provided supportto obtaina subpoena forrelated records 82 80 85

Identified assets for possible forfeiture or restitution action 78 75 81

Eliminated subjects or narrowed the scope ofthe investigation 61 58 64
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Accessible Data for Figure 3: Estimated Percentage of Law Enforcement Personnel
Who Reported Using Bank SecrecyAct Reports to Conduct Various Activities, by
Agency, 2015-2018

na Start or assistnew Conduct or assist ongoing Analyze trends, patterns, Work on criminal
criminal investigations? criminal investigations  and issues associated with prosecutions®
criminal activity®

Agency Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent
age age age age age age age age age age age age
(estimat (lower (upper (estimat (lower (upper (estimat (lower (upper (estimat (lower (upper
ed) bound) bound) ed) bound) bound) ed) bound) bound) ed) bound) bound)

Al 59 56 62 72 69 74 41 38 45 44 41 47

agencies

Drug 67 61 72 81 76 85 42 35 49 52 45 59

Enforcem

ent

Administr

ation

Federal 58 52 64 73 68 79 44 37 52 34 27 42

Bureau of

Investigati

on

Homeland 54 48 59 68 63 73 36 29 43 43 36 50

Security

Investigati

ons

Internal 91 88 94 95 92 97 62 57 68 65 60 70

Revenue

Service —

Criminal

Investigati

on

Office of 51 45 57 60 54 66 28 19 38 47 41 53

the United

States

Attorneys

u.s. 55 48 63 63 56 70 38 27 48 38 29 47

Secret

Service
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Accessible Data for Figure 4: Estimated Frequency with Which Law Enforcement
Personnel Who Reported Using BSA Reports Found Relevant Reports to Identify
New Subjects or Trends, 2015-2018

na Start or assist new criminal Start or assist new criminal Analyze trends, patterns, Analyze trends, patterns,
investigations: Identified investigations: Provided and issues associated with and issues associated with
potential subjects or the basis or partial basis criminal activity: Identified criminal activity: Identified
networks for which a new for opening a new case potential subjects or potential new trends,
investigation might be networks for further patterns, or issues
initiated investigation

Categor Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent

y age age age age age age age age age age age age
(estimat (lower (upper (estimat (lower (upper (estimat (lower (upper (estimat (lower (upper
ed) bound) bound) ed) bound) bound) ed) bound) bound) ed) bound) bound)

Almost 26 23 29 20 17 22 29 24 34 26 21 31

always

Frequent 34 30 37 26 23 29 35 30 41 33 27 38

ly

Occasio 33 30 37 35 32 39 27 22 32 34 29 40

nally

Not often 5 4 7 15 12 18 4 2 7 5 3 8

or never

Not 1 2 2 1 3 2 1 5 1 2

useful for

this

purpose
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Accessible Data for Figure 5: Estimated Frequency with Which Law Enforcement
Personnel Who Reported Using BSA Reports Found Relevant Reports to Expand
the Scope of Ongoing Investigations and Prosecutions, 2015-2018

na Conduct or assist ongoing Conduct or assist ongoing Work on criminal Work on criminal
criminal investigations: criminal investigations: prosecutions: Provided a  prosecutions: Provided a
Provided additional Identified additional basis for obtaining basis for obtaining
information about a associates, accounts, evidence that led to evidence that led to
subject® subjects, entities, or a additional charges additional defendants

criminal network

Categor Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent

y age age age age age age age age age age age age
(estimat (lower (upper (estimat (lower (upper (estimat (lower (upper (estimat (lower (upper
ed) bound) bound) ed) bound) bound) ed) bound) bound) ed) bound) bound)

Almost 26 23 29 25 22 28 22 18 26 20 17 24

always

Frequent 35 32 38 36 33 39 29 25 33 27 23 31

ly

Occasio 31 28 34 30 27 33 32 27 36 31 27 35

nally

Not often 6 4 7 6 4 8 11 8 14 15 12 18

or never

Not 1 1 2 1 1 3 3 1 5 4 2 6

useful for

this

purpose
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Figure 6: Estimated Percentage of Law Enforcement Personnel Who Reported
Using BSA Reports to Work on Various Crimes, 2015-2018

Percentage (estimated) Percentage (lower bound) Percentage (upper bound)
74 71 77
89 86 91
25 22 29
27 23 31
86 84 88
69 66 72
14 11 18
38 34 42
40 37 44
35 31 39
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Accessible Data for Figure 7: Estimated Extent to Which Law Enforcement
Personnel Who Used BSA Reports Reported They Could Have Obtained the Same
Information through Other Means, by Activity, 2015-2018

na Start or assistnew criminal Conduct or assist ongoing Analyze trends, patterns, = Work on criminal
investigations criminal investigations and issues associated with prosecutions
criminal activity

Categor Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent Percent

y age age age age age age age age age age age age
(estimat (lower (upper (estimat (lower (upper (estimat (lower (upper (estimat (lower (upper
ed) bound) bound) ed) bound) bound) ed) bound) bound) ed) bound) bound)

No, 47 43 50 41 38 44 44 38 50 34 30 39
can’'tget

informat

ionfrom

any

other

source

Yes, 33 30 37 36 33 39 31 25 36 46 42 51
with an

alternati

ve that

isless

efficient

Yes, 7 5 9 6 5 8 10 6 14 5 4 8
with a

compar

able

alternati

ve in

terms of

efficienc

y

Don’t 13 11 16 17 14 19 16 12 21 14 11 17
know
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Accessible Data for Figure 8: Estimated Total Direct Costs for Bank Secrecy
Act/Anti-Money Laundering Compliance for Selected Banks in 2018

Selected bank (total assets) Dollars
(thousands)
Very Large Bank A ($101 B or more) 20844.7
Very Large Bank B ($51 B-$100B) 15111.8
Large Bank ($1.1 B—$5 B) 434.381
Large CommunityBank A ($501 M-$600 M) 168.201
Large CommunityBank B ($401 M-$500 M) 92.021
Large CreditUnion A ($101-$200 M) 237.134
Large CreditUnion B ($101-$200 M) 72.836
Small CommunityBank A ($101-$200 M) 42.856
Small CommunityBankB ($101-$200 M) 81.477
Small CreditUnion A ($50 M or less) 16.163
Small CreditUnion B ($50 M or less) 14.339
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|
Accessible Data for Figure 9: Estimated Total Direct Costs for Bank Secrecy
Act/Anti-Money Laundering Compliance as a Percentage of Operating Expenses for
Selected Banks in 2018

Selected bank (total assets) Percentage
Very Large Bank A ($101 B or more) 0.5
Very Large Bank B ($51 B-$100B) 0.7
Large Bank ($1.1 B-$5 B) 0.7
Large CommunityBank A ($501 M-$600 M) 1.1
Large CommunityBank B ($401 M-$500 M) 04
Large CreditUnion A ($101-$200 M) 4.9
Large CreditUnion B ($101-$200 M) 1.1
Small CommunityBank A ($101-$200 M) 1.3
Small CommunityBankB ($101-$200 M) 24
Small CreditUnion A ($50 M or less) 1.8
Small CreditUnion B ($50 M or less) 2
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Accessible Data for Figure 10: Estimated Costs for Compliance Requirements as a
Percentage of Total Direct Costs for Bank Secrecy Act/Anti-Money Laundering
Compliance for Selected Banks in 2018

Selected Customer Reporting Compliance  Other Software

bank (total due diligence requirements® program requirements? and

assets) requirements? requirements® other
third
parties®

Average 29.3 27.8 17.5 8.9 16.5

Very Large 58.9 249 8.3 0.1 7.9
Bank A

($101Bor

more)

Very Large 41.3 261 7.9 0.1 245
Bank B
($51B-
$100B)

Large 344 36.5 16.4 0.6 12.1
Bank ($1.1

B-$5B)

Large 28 24 18.1 13 16.9
Community

Bank A

($501 M-

$600 M)

Large 15.7 18 34.3 20.3 1.7
Community

Bank B

($401 M—

$500 M)

Large 14.8 443 23.3 1.3 16.4
Credit

Union A

($101-

$200 M)

Large 21.8 24.6 6.6 141 32.9
Credit

UnionB

($101—

$200 M)

Small 253 195 9.1 94 36.7
Community

Bank A

($101-

$200 M)
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Selected Customer Reporting Compliance  Other Software

bank (total due diligence requirements® program requirements® and

assets) requirements? requirements® other
third
parties®

Small 321 43.9 18.8 5.2 0
Community

Bank B

($101-

$200 M)

Small 32.2 37.2 21.1 0.9 8.7
Credit

Union A

($50 M or

less)

Small 18 6.4 28.5 33.1 13.9
Credit

UnionB

($50 M or

less)
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Accessible Data for Figure 11: Estimated Costs for Key Reporting Requirements as
a Percentage of Total Direct Costs for Bank Secrecy Act/Anti-Money Laundering
Compliance for Selected Banks in 2018

Selected bank (total assets) Percentage Percentage
(Suspicious (Currency
activity transaction
reported) reporting

and
exemptions)

Average 246 3.1

Very Large Bank A ($101 B or more) 23.6 1.3

Very Large Bank B ($51 B—$100 B) 223 3.8

Large Bank ($1.1 B-$5 B) 324 4.1

Large CommunityBank A ($501 M-$600 M) 21.9 2.1

Large CommunityBank B ($401 M-$500 M) 171 0.9

Large CreditUnion A ($101-$200 M) 24.2 20.1

Large CreditUnion B ($101-$200 M) 242 04

Small CommunityBankA ($101-$200 M) 18.6 0.8

Small CommunityBankB ($101-$200 M) 43.6 0.2

Small CreditUnion A ($50 M or less) 36.9 0.3

Small CreditUnionB ($50 M or les s) 6.2 0.2
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Accessible Data for Figure 12: Estimated Costs for Compliance Program
Requirements as a Percentage of Total Direct Costs for Bank Secrecy Act/Anti-
Money Laundering Compliance for Selected Banks in 2018

Selected bank (total assets) Percentage @ Percentage Percentage
(internal (independent = (training)
controls) testing)

Average 29 9.2 54

Very Large Bank A ($101 B or more) 2.4 2.1 3.7

Very Large Bank B ($51 B-$100 B) 1.5 4 2.5

Large Bank ($1.1 B-$5 B) 1.2 8 7.2

Large Community Bank A ($501 M- 1.9 12.1 4

$600 M)

Large Community Bank B (5401 M- 48 16 135

$500 M)

Large Credit Union A ($101-$200 M) | 0.1 17.6 5.6

Large Credit Union B ($101-$200 M) | 04 2.5 3.7

Small Community Bank A ($101-$200 | 0.9 54 2.8

M)

Small Community Bank B ($101-$200 @ 0.4 12.7 5.7

M)

Small Credit Union A ($50 M or less) 14 9.9 9.9

Small Credit Union B ($50 M or less) 164 11.2 0.9
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|
Accessible Data for Figure 13: Estimated Costs for Selected Requirements as a
Percentage of Total Direct Costs for Bank Secrecy Act/Anti-Money Laundering
Compliance for Selected Banks in 2018

Selected bank (total assets) Percentage Percentage Percentage
(information (funds transfer (monetary
sharing) recordkeeping) instruments

recordkeeping)

Average 3.2 4.7 1

Very Large Bank A ($101 B or more) 0.1

Very Large Bank B ($51B-$100B) 0.1

Large Bank ($1.1 B-$5 B) 0.1 05

Large CommunityBank A ($501 M- 0.3 12.8

$600 M)

Large CommunityBank B (3401 M- 0.1 16.2 4

$500 M)

Large CreditUnion A ($101-$200M) 0.1 0.7 0.5

Large CreditUnionB ($101-$200M) 0.2 13.9

Small CommunityBank A ($101-$200 1.3 3.1 4.9

M)

Small CommunityBankB ($101-$200 0.7 3.1 1.3

M)

Small CreditUnion A ($50Morless) 0.5 0.2 0.1

Small CreditUnionB ($50M orless) 31.8 1.2 01
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Accessible Data for Figure 14: Estimated Total Costs for Dedicated Bank Secrecy

Act/Anti-Money Laundering Software at Selected Banks in 2018

Selected bank (total assets) Dollars
(thousands)
Very Large Bank A ($101 B or more) 1644.5
Very Large Bank B ($51 B-$100B) 3448.17
Large Bank ($1.1 B-$5 B) 52.57
Large CommunityBank A ($501 M=$600 M) 24.612
Large CommunityBank B ($401 M-$500 M) 10
Large CreditUnion A ($101-$200 M) 38.805
Large CreditUnion B ($101-$200 M) 23.975
Small CommunityBank A ($101-$200 M) 15.726
Small CommunityBankB ($101-$200 M)
Small CreditUnion A ($50 M or less) 14
Small CreditUnion B ($50 M or less) 2
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_______________________________________________________________________________________|]
Accessible Data for Figure 15: Percentage of Federal Banking Agency

Examinations with Bank Secrecy Act (BSA) Violations by Type of Violation, Fiscal
Years 2015-2018

BSA/AML requirement Percentage
Currency transaction reportsa 8
Suspicious activity reportsb 7.3
Required information sharing 6.8
Training 53
Internal controls 4.6
Independenttesting 3.1
Customeridentificationc 29
Anti-moneylaundering programd 14
Designated BSAofficer 1.2
Recordkeepinge 1.2
Monetary instrument purchases .01
All othersf 0.6
Currency transaction reportsa 0.3
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_______________________________________________________________________________________|]
Accessible Data for Figure 16: Financial Crimes Enforcement Network (FInCEN)
Analysis of Reduction in the Volume of Currency Transaction Reports (CTR) Filed

in 2018 if the Reporting Threshold Had Been Increased

Category

Subcategory Number of CTRs Number of CTRs not
filed if the threshold filed had the threshold
had beenincreased beenincreased

CTR threshold increased to $20,000 Banks 4.92579 9.0341
CTR threshold increased to $20,000 Financial institutions 5.54725 10.302
CTR threshold increased to $30,000 Banks 2.70688 11.253
CTR threshold increased to $30,000 Financial institutions 2.85287 12.9964
CTR threshold increased to 2018 Banks 0.804969 13.1549
inflation adjusted amount®

CTR threshold increased to 2018 Financial institutions 0.792465 15.0568

inflation adjusted amount®

Agency Comment Letters

Accessible Text for Appendix VII: Comments from the
Financial Crimes Enforcement Network

Page 1

August 27, 2020

Michael Clements

Director

Financial Markets and Community Investment
United States Government Accountability Office
441 G Street, NW

Washington, DC 20548

Dear Mr. Clements:
Thank you for providing the Financial Crimes Enforcement Network

(FinCEN) the opportunity to review the Government Accountability Office
(GAO) report, “Anti-Money Laundering: Opportunities Exist to Increase
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Law Enforcement Use of Bank Secrecy Act Reports, and Banks’ Costs to
Comply with the Act Varied” (GAO-20-574). FinCEN supports your
report’s conclusion regarding improving the promotion of the value of law
enforcement access to Bank Secrecy Act (BSA) reporting. We agree that
law enforcement agencies can and should use BSA reports to a greater
extent, and we concur with the report’s recommendation that FInCEN can
assist with promoting such use. FinCEN believes the most effective and
collaborative way to achieve this outcome is to work with state
coordinators to engage the state and local agencies within their
respective jurisdictions to achieve this goal.

We disagree with the conclusion that FinCEN currently lacks policies and
procedures designed to promote greater law enforcement access to BSA
reporting. FINCEN currently undertakes numerous initiatives to promote
access and awareness of BSA reporting throughout the law enforcement
community. FinCEN provides extensive support to federal, state, and
local law enforcement agencies both bilaterally to individual agencies and
through numerous task forces, fusion centers, and SAR review teams,
whose reach often extends to agencies that do not otherwise have direct
access to BSA data. FinCEN also provides significant, sustained support
to, and continuous engagement with, state coordinators. State
coordinators’ duties include the responsibility to provide BSA data access
to agencies that do not have direct access as well as to promote BSA
access and use to the state and local agencies in their respective
jurisdictions. Through the annual FinCEN Director’s Law Enforcement
Awards Program, FinCEN publicly recognizes significant criminal
investigations in which BSA reporting was critical to prosecutorial
success. Finally, FinCEN leadership and staff engage publicly through
numerous speaking events each year, reaching a diverse range of
audiences to promote and publicize FInCEN’s mission and the value of
the data we collect. FinCEN agrees that we can make efforts to develop
and implement additional processes and procedures for promoting law
enforcement access to BSA data, and we are always open to additional
suggestions for improvement.

Page 2

It is also FINCEN'’s strong position that any recommendation for broader
access to BSA reporting be balanced against security considerations, to
include the controls on access to BSA data, the monitoring of such usage,
and the adequacy of resources needed for FINnCEN to appropriately and
sufficiently implement these measures. As a threshold matter, BSA
reporting contains sensitive information relating to financial activity

Page 253 GAO-20-574 Bank Secrecy Act



Appendix X: Accessible Data

conducted at financial institutions subject to the BSA. FInCEN has limited
resources available for responsibly safeguarding this information, but it is
critical that we adequately administer the controls needed to maintain and
monitor authorized access and usage of BSA data. As the GAO notes in
this report, to achieve this balance, FInCEN uses consistent criteria to
assess an agency’s request for direct access to BSA data. A significant
step in FINCEN’s process is to evaluate whether the extent of the
requesting agency’s stated need is commensurate with the additional
resource burden on FinCEN for providing that agency with direct access
to BSA data, particularly where access is already available through a
state coordinator. The criteria assessed include the requesting agency’s
staffing levels, historical usage of the state coordinator system to access
and use BSA data, and anticipated usage of BSA data. If the extent of the
need does not rise to a level warranting direct access, FInCEN will
generally decline the request and work with the requesting agency to
obtain BSA data access through the state coordinator system. FInCEN
may conduct a reassessment of an agency’s request should
circumstances change.

FinCEN thanks GAO for its work, and we reiterate our support for the
recommendation that we can help promote the appropriate and broader
use of BSA reporting by law enforcement, particularly by those agencies
that do not have direct access. We are pleased to report that FinCEN has

already identified ways to advance this goal.
Sincerely,

Kenneth A. Blanco

Director

Accessible Text for Appendix VIII: Comments from the
National Credit Union Administration

August 19, 2020
SENT BY E-MAIL
Mike Clements, Director

Financial Market and Community Investment
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(102999)

441 G Street, NW

Washington, DC 20548

ClementsM@gao.gov

Dear Mr. Clements:

We reviewed your draft report entitled “ANTI-MONEY LAUNDERING:
Opportunities Exist to Increase Law Enforcement Use of Bank Secrecy
Act Reports, and Banks’ Costs to Comply with the Act Varied”. The report

includes reviews of FINCEN’'s BSA database access and usage as well as
BSA compliance costs.

The report indicates that FInCEN grants federal agencies direct access to
its BSA database, but noted that relatively few local law enforcement
agencies are accessing the BSA reports from the database. The report
recommends that FInCEN develop and implement policies to promote the
increased use of the BSA reports by law enforcement agencies that do
not have direct access to the database.

The report makes no recommendations or observations related to NCUA
or the credit union system. We offer no additional comments on the report
at this time.

Thank you for the opportunity to comment on the draft report.

Sincerely,

Larry Fazio

Executive Director
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