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What GAO Found 
The Department of Homeland Security’s U.S. Citizenship and Immigration 
Services (USCIS) has recently taken steps intended to enhance fraud detection 
and mitigation activities for the Employment-Based Fifth Preference Immigrant 
Investor Program (EB-5 Program) and address previous GAO recommendations.  

This includes actions such as conducting and planning additional risk 
assessments to gather additional information on potential fraud risks to the 
program. For example, USCIS is leveraging overseas staff to investigate 
potential fraud associated with unlawful sources of immigrant investor funds and 
is conducting a site visit pilot to help assess the potential risks of fraud among 
EB-5 program investments. USCIS is also taking steps to collect more 
information about EB-5 program investments and immigrant investors through 
new, revised forms and expanding its use of background checks, among other 
things, to help improve its ability to identify specific incidence of fraud. However, 
fraud mitigation in the EB-5 Program is hindered by a reliance on voluminous 
paper files, which limit the agency’s ability to collect and analyze program 
information. In its review of a nongeneralizable selection of files associated with 
EB-5 program regional centers and immigrant investors, GAO found that 
identifying fraud indicators is extremely challenging. For example, many of these 
files were several thousand pages long and would take significant time to review. 
According to USCIS documentation, the program anticipates receiving 
approximately 14 million pages of supporting documentation from its regional-
center applicants and immigrant investor petitioners annually. Recognizing these 
limitations, USCIS has taken preliminary steps to study digitizing and analyzing 
the paper files submitted by petitioners and applicants to the program, which 
could help USCIS better identify fraud indicators in the program; however, these 
efforts are in the early stages.  

USCIS has incorporated selected leading fraud risk management practices into 
its efforts but could take additional actions to help guide and document its efforts. 
GAO’s Fraud Risk Framework is a set of leading practices that can serve as a 
guide for program managers to use when developing efforts to combat fraud in a 
strategic, risk-based manner. USCIS’s actions align with two key components of 
the Fraud Risk Framework: (1) commit to combating fraud by creating an 
organizational culture and structure conducive to fraud risk management such as 
by providing specialized fraud awareness training; and (2) assess risks by 
planning and completing regular fraud risk assessments. However, USCIS has 
not developed a fraud risk profile, an overarching document that guides its fraud 
management efforts, as called for in the Fraud Risk Framework. Instead, 
USCIS’s risk assessments, spanning multiple years, were developed as 
separate documents and reports, and there is not a unifying document that 
consolidates and systematically prioritizes these findings. Without a fraud risk 
profile, USCIS may not be well positioned to identify and prioritize fraud risks in 
the EB-5 Program, ensure the appropriate controls are in place to mitigate fraud 
risks, and implement other Fraud Risk Framework components.
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regional-center applications submitted 
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and compared USCIS’s actions against 
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441 G St. N.W. 
Washington, DC 20548 

September 13, 2016 

Congressional Requesters 

As part of the Immigration Act of 1990, Congress created an employment-
based immigrant visa category to promote job creation and encourage 
capital investment in the United States by foreign investors in exchange 
for lawful permanent residency and a potential path to citizenship.1 This 
category, commonly referred to as Employment-Based Fifth Preference 
(EB-5), is for employment creation by qualified immigrants seeking to 
enter the United States to engage in a new commercial enterprise.2 Upon 
meeting certain EB-5 Program requirements—including investing $1 
million (or $500,000 in targeted employment areas) in a new commercial 
enterprise that will result in the creation of at least 10 full-time jobs—
immigrant investors and their eligible dependents may receive 2-year 
conditional lawful permanent resident status to live and work in the United 

                                                                                                                       
1Pub. L. No. 101-649, tit. I, subtit. B, pt. 2, § 121, 104 Stat. 4978, 4989-94 (codified as 
amended at 8 U.S.C. §§ 1153(b)(5), 1186b).  
2See 8 U.S.C. § 1153(b)(5)(A). A commercial enterprise is any for-profit activity formed for 
the ongoing conduct of lawful business. Examples of a commercial enterprise include a 
sole proprietorship, partnership (whether limited or general), holding company, joint 
venture, corporation, business trust, or other entity that may be publicly or privately 
owned. See 8 C.F.R. § 204.6(e).  

Letter 



 
 
 
 
 

States.
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3 Within the 90-day period prior to the second anniversary of the 
date on which an immigrant investor obtained conditional status, he or 
she can apply to remove the conditional basis of his or her lawful 
permanent resident status.4  

Within the Department of Homeland Security’s (DHS) U.S. Citizenship 
and Immigration Services (USCIS), the Immigrant Investor Program 
Office (IPO), administers the EB-5 Program. The office adjudicates 
applications and petitions while striving to ensure that program 
participants, including immigrant investors and principals operating U.S. 
regional centers, comply with program requirements. USCIS also has a 
Fraud Detection and National Security (FDNS) unit charged with 
preventing, detecting, and responding to allegations of fraud in the 
program. 

                                                                                                                       
3See 8 U.S.C. §§ 1153(b)(5)(A) (general EB-5 requirements), (C) (amount of capital 
required), (D) (full-time employment defined), 1186b(a)(1) (alien entrepreneur receives 
conditional lawful permanent resident status), 1255(a) (adjustment of status), 1201 
(issuance of visas); 8 C.F.R. § 204.6(e) (definitions), (f) (required amounts of capital), (h) 
(establishment of a new commercial enterprise), (j)(4)(ii) (to show that the new commercial 
enterprise established through a capital investment in a troubled business meets the 
statutory employment creation requirement, the petition must be accompanied by 
evidence that the number of existing employees is being or will be maintained at no less 
than the pre-investment level for a period of at least 2 years). After initial EB-5 Program 
requirements are met, approval of the adjustment of status application or admission to the 
United States with an EB-5 visa must occur for immigrant investors and their eligible 
dependents to obtain conditional permanent resident status. Eligible dependents (or 
derivative family members) are the immigrant investor’s spouse and unmarried children 
under the age of 21. See 8 U.S.C. §§ 1153(d), (h), 1186b(a), (f). Under 8 U.S.C. § 
1186b(f)(1), an immigrant investor who obtains permanent resident status (conditional or 
otherwise) is considered an alien entrepreneur. For the purpose of this report, we use the 
term “immigrant investor” to refer to an immigrant investor or alien entrepreneur. A 
targeted employment area is an area that, at the time of the investment, is either a rural 
area or an area that has experienced unemployment of at least 150 percent of the national 
average rate. See 8 U.S.C. § 1153(b)(5)(B)(ii); 8 C.F.R. § 204.6(e). 
4See 8 U.S.C. § 1186b(c)(1) (requirements for removal of permanent resident conditions 
for an alien entrepreneur, alien spouse, or alien child), (d)(2) (period for filing petition). 
Where an alien entrepreneur’s Form I-829 petition for removal of permanent resident 
conditions is denied, the U.S. Citizenship and Immigration Services (USCIS) will terminate 
the status of the alien and his or her spouse and any children, and initiate removal 
proceedings. See 8 C.F.R. § 216.6(d)(2). If an alien entrepreneur fails to file for removal of 
conditions within the 90-day period prior to the second anniversary of the date on which 
conditional status was obtained, such status will automatically terminate and removal 
proceedings will be initiated. See 8 C.F.R. § 216.6(a)(5). 



 
 
 
 
 

In August 2015, we issued a report on fraud risks and the measurement 
of economic benefits for the EB-5 program.
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5 With respect to fraud risks, 
we found that USCIS had identified some unique fraud risks including 
uncertainties in verifying that the funds invested were obtained lawfully 
and various investment-related schemes to defraud investors, which are 
generally not present in other types of immigration programs. We also 
found that USCIS had taken steps to improve fraud prevention and 
detection such as creating an organizational structure conducive to fraud 
risk management and establishing a dedicated entity to design and 
oversee its fraud risk management activities. However, we found that 
limitations in USCIS’s information collection and use hampered its ability 
to detect and mitigate fraud risks. We therefore recommended, among 
other things, that USCIS plan and conduct regular future fraud risk 
assessments of the EB-5 Program, and develop a strategy to expand 
information collection, including considering the increased use of 
interviews as well as requiring the additional reporting of information by 
those seeking to participate or actively participating in the program. DHS 
concurred with both of these recommendations and, as will be discussed 
later in this report, has taken steps to conduct additional risk assessments 
and to collect additional information such as through revised petition and 
application forms. 

Following the issuance of our August 2015 report, you asked us to 
conduct additional work evaluating fraud-detection efforts in the program 
and steps taken by USCIS to manage these risks. This report addresses 
the extent to which USCIS (1) has taken steps to enhance its fraud-
detection efforts and (2) has incorporated selected leading fraud risk 
management practices into its efforts. 

To determine the extent to which USCIS has taken steps to enhance its 
fraud-detection efforts, we met with officials with USCIS’s IPO and FDNS, 
and reviewed relevant documentation, such as risk assessments and 
policies and procedures guiding these efforts. We reviewed actions taken 
by USCIS to improve fraud-detection efforts since our August 2015 
report, including those steps taken to respond to our recommendations. 
To gather additional information and context, and to understand how 
immigrant investor petitions and regional-center applications can be used 
for identifying indications of fraud, we conducted a targeted file review of 

                                                                                                                       
5GAO, Immigrant Investor: Additional Actions Needed to Better Assess Fraud Risks and 
Report Economic Benefits, GAO-15-696 (Washington, D.C.: Aug. 12, 2015). 

http://www.gao.gov/products/GAO-15-696


 
 
 
 
 

immigrant investor petitions and regional-center applications adjudicated 
by USCIS. Specifically for the immigrant investors, we identified and 
reviewed a random, nongeneralizable sample of 10 petitions based on a 
universe of those that had been denied removal of the conditional basis of 
their lawful permanent resident status from fiscal years 2010 through 
2014. For the regional centers, we identified and reviewed a random, 
nongeneralizable sample of 10 applications based on a universe of 
regional centers that were currently identified as having some 
adjudication issues, including some with known incidences of fraud. For 
each file review, we reviewed the completed forms and supporting 
evidence provided by the applicants or petitioners, as well as associated 
records of USCIS’s adjudication.  

To determine the extent to which USCIS has incorporated selected 
leading fraud risk management practices into its efforts, we compared 
USCIS’s practices to those identified in GAO’s A Framework for 
Managing Fraud Risks in Federal Programs (Fraud Risk Framework).
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6 
Issued in July 2015, GAO’s Fraud Risk Framework is a comprehensive 
set of leading practices that serves as a guide for program managers to 
use when developing efforts to combat fraud in a strategic, risk-based 
manner. The framework describes leading practices for (1) establishing 
an organizational structure and culture that are conducive to fraud risk 
management; (2) assessing the likelihood and effect of fraud risks; (3) 
developing, documenting, and communicating an antifraud strategy, 
focusing on preventive control activities; and (4) collecting and analyzing 
data from reporting mechanisms and instances of detected fraud for real-
time monitoring of fraud trends, and use the results of monitoring, 
evaluations, and investigations to improve fraud prevention, detection, 
and response. On June 30, 2016, the Fraud Reduction and Data 
Analytics Act of 2015 was enacted. Among other things, the act requires 
that the Office of Management and Budget, in consultation with the 
Comptroller General of the United States, establish guidelines for 
agencies to establish financial and administrative controls to identify and 
assess fraud risks and design and implement control activities in order to 
prevent, detect, and respond to fraud. 7 The act also requires that these 
guidelines be established within 90 days of enactment and that they 

                                                                                                                       
6GAO, A Framework for Managing Fraud Risks in Federal Programs, GAO-15-593SP 
(Washington D.C.: July 28, 2015).  
7Fraud Reduction and Data Analytics Act of 2015, Pub. L. No. 114-186, 130 Stat. 546. 

http://www.gao.gov/products/GAO-15-593SP


 
 
 
 
 

incorporate leading practices identified in the Fraud Risk Framework. We 
met with agency officials from FDNS and IPO and reviewed documents 
including policies and procedures, and assessed how USCIS was 
following selected components we outline for managing fraud risks. We 
compared activities at USCIS to two of the four components of the Fraud 
Risk Framework, specifically whether the organization was committing to 
combating fraud by creating an organizational culture and structure 
conducive to fraud risk management, and whether the organization was 
planning regular fraud risk assessments and assessing risks to determine 
a fraud risk profile (components 1 and 2 of the Fraud Risk Framework). 
We limited our review to these two components, because the Fraud Risk 
Framework was recently issued by GAO and because USCIS would need 
to address these first two components before it would be able to address 
the remaining two components. 

We conducted this performance audit from November 2015 to September 
2016 in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform the audit to 
obtain sufficient, appropriate evidence to provide a reasonable basis for 
our findings and conclusions based on our audit objectives. We believe 
that the evidence obtained provides a reasonable basis for our findings 
and conclusions based on our audit objectives. 
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Under the EB-5 Program Regional Center model, first enacted as a pilot 
program in 1992 and reauthorized numerous times since, a certain 
number of the EB-5 visas are set aside annually for immigrant investors 
investing within economic units called regional centers, which are 
established to promote economic growth.8 Most recently, the EB-5 
Program Regional Center model was extended until September 30, 
2016.9 Immigrant investors can choose to invest on their own or with 
others directly in a business, or they may use a regional center to pool 

                                                                                                                       
8See Departments of Commerce, Justice, and State, the Judiciary, and Related Agencies 
Appropriations Act, 1993, Pub. L. No. 102-395, tit. VI, § 610, 106 Stat. 1828, 1874 (1992) 
(classified to 8 U.S.C. § 1153 note). 
9See Consolidated Appropriations Act, 2016, Pub. L. No. 114-113, § 575, 129 Stat. 2242, 
2526 (2015).   

Background 

EB-5 Program 



 
 
 
 
 

their investment with those of other immigrant investors and other foreign 
and U.S. investors to develop larger projects owned and managed by 
others. Immigrant investors must demonstrate that their investment in a 
new commercial enterprise will result in the creation or, in the case of a 
troubled business, preservation or creation (or some combination of the 
two), of at least 10 full-time positions for qualifying employees.
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10 In recent 
years, the EB-5 Program has increased in popularity as a viable source of 
low-interest funding for major real estate development projects, such as 
the Barclays Center—a multipurpose indoor arena in Brooklyn, New 
York—and the Marriott Convention Center Hotel in Washington, D.C.  

Individuals seeking to establish a regional center under the EB-5 Program 
must submit an initial application and supporting documentation as well 
as an update for each fiscal year (or as otherwise requested by USCIS) 
showing that the regional center continues to meet the program 
requirements to maintain its regional-center designation.11 Prospective 
regional-center principals apply to the program by submitting Form I-924, 
Application for Regional Center under the Immigrant Investor Pilot 
Program. On this form, applicants are to provide a proposal, supported by 
economically or statistically valid forecasting tools, that describes, among 
other things, how the regional center (1) focuses on a geographic area of 
the United States; (2) will promote economic growth through increased 
export sales and improved regional productivity, job creation, and 
increased domestic capital investment; and (3) will create jobs directly or 
indirectly. Applicants must also include a detailed statement regarding the 
amount and source of capital committed to the regional center, as well as 
a description of the promotional efforts they have taken and planned. 
Once a regional center has been approved to participate in the program, 
a designated representative of the regional center must file a Form 
I-924A, Supplement to Form I-924, for each fiscal year, to provide USCIS 
with updated information demonstrating that the regional center continues 
to promote economic growth, improved regional productivity, job creation, 
or increased domestic capital investment within its approved geographic 
area. USCIS is to issue a notice of intent to terminate the participation of 
a regional center if the center fails to submit the required information or 

                                                                                                                       
10See 8 U.S.C. § 1153(b)(5)(A)(ii); 8 C.F.R. §§ 204.6(e), (j)(4), 216.6(a)(4)(iv), (c)(1)(iv). 
11See 8 C.F.R. § 204.6(m)(3). 



 
 
 
 
 

upon a determination that the regional center no longer serves the 
purpose of promoting economic growth.
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As shown in figure 1, prospective immigrant investors seeking to 
participate in the EB-5 Program must complete three forms and provide 
supporting documentation as appropriate. Supporting documentation is 
assessed to ensure that the prospective immigrant investors have met (1) 
the terms of participation for the program, (2) criteria for lawful admission 
for permanent residence on a conditional basis, and (3) requirements of 
the program to have the conditional basis of his or her lawful permanent 
resident status removed. As of August 2016, USCIS had approved 
approximately 851 regional centers spread across 48 states, the District 
of Columbia, and four U.S. territories; and had terminated the 
participation of 61 regional centers for not filing a Form I-924A or not 
promoting economic growth. 

                                                                                                                       
12See 8 C.F.R. § 204.6(m)(6).   



 
 
 
 
 

Figure 1: U.S. Citizenship and Immigration Services’ (USCIS) Immigrant Investor Program Investor Petition and Application 
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Process 

aUSCIS adjudicators may request additional supporting documents, as needed. See 8 C.F.R. § 
103.2(b)(8). 
bIf the immigrant investor’s Form I-526 petition is denied, the investor may appeal, or file a motion to 
reopen or reconsider the unfavorable decision by filing Form I-290B, Notice of Appeal or Motion, in 
accordance with Form I-290B filing instructions. See 8 C.F.R. §§ 103.3, 103.5. 



 
 
 
 
 

cIf an alien entrepreneur does not timely file a petition to remove the conditional basis of permanent 
residence, his or her conditional permanent resident status automatically terminates, and removal 
proceedings are to be initiated. See 8 C.F.R. § 216.6(a)(5). 
dConsular officers may return the Form I-526 petition to USCIS, in which case USCIS may commence 
revocation proceedings pursuant to 8 U.S.C. § 1155; 8 C.F.R. § 205.2. Where approval of the petition 
is revoked, the immigrant investor may appeal to the Administrative Appeals Office. With respect to 
USCIS’s denial of a Form I-485 application, the immigrant investor may file a motion to reopen or 
reconsider the decision. See 8 C.F.R. § 103.5. 
eAccording to 8 C.F.R. § 216.6(d)(2), denial of a Form I-829 petition may not be appealed; however, 
the alien may file a motion to reopen or reconsider the decision by filing a Form I-290B, Notice of 
Appeal or Motion, or seek review of the decision in removal proceedings. See 8 C.F.R. §§ 103.5, 
216.6(d)(2). 

 
The Fraud Risk Framework identifies leading practices for agencies to 
manage fraud risks.
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13 It includes control activities that help agencies 
prevent, detect, and respond to fraud risks as well as structures and 
environmental factors that influence or help managers achieve their 
objectives to mitigate fraud risks. The framework consists of four 
components for effectively managing fraud risks: commit, assess, design 
and implement, and evaluate and adapt (see fig. 2). Leading practices for 
each of these components include the following: 

(1) commit: create an organizational culture to combat fraud at all 
levels of the agency, and designate an entity within the program 
office to lead fraud risk management activities; 

(2) assess: assess the likelihood and impact of fraud risks, determine 
risk tolerance, examine the suitability of existing controls, and 
prioritize residual risks; 

(3) design and implement: develop, document, and communicate an 
antifraud strategy, focusing on preventive control activities; and 

(4) evaluate and adapt: collect and analyze data from reporting 
mechanisms and instances of detected fraud for real-time 
monitoring of fraud trends, and use the results of monitoring, 
evaluations, and investigations to improve fraud prevention, 
detection, and response. 

                                                                                                                       
13GAO-15-593SP.   

Fraud Risk Framework 

http://www.gao.gov/products/GAO-15-593SP


 
 
 
 
 

Figure 2: The Fraud Risk Framework 
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GAO’s Fraud Risk Framework can serve as a guide for program 
managers to use when developing efforts to combat fraud in a strategic, 
risk-based manner. Managers may perceive a conflict between their 
priorities to fulfill a program’s mission, such as efficiently disbursing funds 
or providing services to beneficiaries, and taking actions to safeguard 
taxpayer dollars from improper use. However, the purpose of proactively 
managing fraud risks is to facilitate, not hinder, a program’s mission and 
strategic goals by ensuring that taxpayer dollars and government services 
serve their intended purposes. This includes managing fraud risks that do 
not pose a direct financial cost to taxpayers. For example, the Fraud Risk 
Framework notes that passport fraud poses a risk, because fraudulently 



 
 
 
 
 

obtained passports can be used to conceal the true identity of the user 
and facilitate other crimes. 

 

 

Since August 2015, USCIS has continued to take steps intended to 
enhance its fraud-detection activities. This includes conducting and 
planning risk assessments to gather additional information on potential 
fraud risks to the program. USCIS is also taking steps to collect more 
applicant and petitioner information through a random site visit pilot and 
expanding its use of background checks, among other things, to help 
improve its ability to identify specific incidence of fraud. Further, USCIS 
has taken preliminary steps to digitize and analyze the paper files 
submitted by petitioners and applicants to the program. However, the EB-
5 Program is hampered by a reliance on voluminous paper files, and 
failing to carry through with these planned efforts could limit USCIS’s 
ability to improve fraud risk management. 

USCIS is currently conducting multiple risk assessments to help assess 
fraud risks to the program and has plans for future assessments. DHS 
concurred with our August 2015 recommendation that USCIS plan and 
conduct regular fraud risk assessments of the EB-5 Program in the 
future.
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14 In January 2016 and April 2016, USCIS officials updated us 
about their ongoing actions to conduct and plan risk assessments for the 
program. These assessments include a current study of potential fraud 
associated with certain immigrant investors’ source of funds, a random 
site visit pilot that is planned for completion later this year, and a planned 
study of all national-security concerns associated with the program: 

· Source-of-funds study: FDNS is leveraging overseas staff to attempt 
to identify potential sources of fraud stemming from immigrant 

                                                                                                                       
14GAO-15-696. 

USCIS Continues to 
Take Steps to 
Improve Fraud 
Detection, and 
Planned Efforts to 
Digitize Files Could 
Enhance Its Ability to 
Detect and Prevent 
Fraud 

USCIS Is Conducting Risk 
Assessments of the EB-5 
Program and Plans Future 
Assessments 

http://www.gao.gov/products/GAO-15-696


 
 
 
 
 

investors’ false statements regarding their source of funds to provide 
their investment in the program.
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· Site-visit pilot: According to agency officials’ statements and 
documentation we reviewed, FDNS is designing and implementing a 
plan to conduct random site visits. According to agency officials, the 
visits will also serve to improve their assessment of fraud risks, and, 
according to documentation, will be random, in-person, and 
unannounced, and are intended to, among other things, provide 
enhanced integrity of the EB-5 program by increasing compliance with 
statutory and regulatory requirements, as well as deterring regional 
center and investor fraud. According to agency officials and agency 
documentation, a total of 50 site visits in four different states are 
planned. An agency official stated that the first site visits began in 
August 2016. Another official stated that they anticipate conducting 
additional site visits on both a continual and as-needed basis. 

· National-security concerns: In April 2016, FDNS officials stated that 
they also planned to conduct a risk assessment of all previously 
identified national-security concerns for the program but did not have 
final details to provide at the time of our review. 

Based on past and current risk assessments, a senior FDNS official 
stated that the most frequent incidents of fraud in the program were 
associated with securities fraud, whereby immigrant investors were 
defrauded by unscrupulous regional-center principals and their 
associates. The official’s comments are consistent with our August 2015 
findings that over half of ongoing investigations associated with the 
program related to securities fraud. In our report we also noted that the 
EB-5 program faced unique fraud risks compared to other immigration 
programs that included uncertainties in verifying that the funds invested 
were obtained lawfully and various investment-related schemes to 

                                                                                                                       
15See 8 C.F.R. § 204.6(e), (f), (g)(1), (j); 8 C.F.R. § 216.6(c)(2). In the Senate Judiciary 
Committee report accompanying the Immigration Act of 1990, it is stated that “the 
committee intends that processing of an individual visa not continue under this section if it 
becomes known to the Government that the money invested was obtained by the alien 
through other than legal means (such as money received through the sale of illegal 
drugs).” S. Rep. No. 101-55, at 21 (1989). This committee report was cited as a basis for 
changing the definition of capital to exclude assets directly or indirectly acquired by 
unlawful means. See Employment-Based Immigrants, 56 Fed. Reg. 60,897, 60,902 (Nov. 
29, 1991) (codified at 8 C.F.R. pts. 103, 204).   



 
 
 
 
 

defraud investors.
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16 For example, we reported that in one instance, a 
couple created a regional center and solicited immigrant investors with 
promises of investing in a local energy company. Instead of investing in 
that project, the couple used investor funds to, among other things, buy 
cars for themselves and regional-center employees, and invest in a 
financially troubled restaurant.17  

 
Along with its risk assessments, since August 2015, USCIS has 
continued to take steps to improve its ability to identify potential instances 
of fraud. USCIS is taking various steps to capture and utilize additional 
information from its immigrant investor and regional-center program 
participants and is obtaining additional resources to aid its oversight. 
These actions were taken in part as a response to our August 2015 
recommendation for USCIS to develop a strategy to expand information 
collection to strengthen fraud prevention, detection, and mitigation 
capabilities. According to USCIS officials, the EB-5 program has issued 
updated petition and application forms for public comment and anticipates 
publishing the revised forms in final in fiscal year 2017. These updated 
forms would help capture additional information about petitioners and 
applicants that could be used to potentially identify fraud. Along with 
capturing additional self-reported information from petitioners and 
applicants, USCIS officials stated that they are exploring increased use of 
Financial Crimes Enforcement Network (FinCEN) checks to identify 
potential fraudulent actors in the program, especially for regional-center 
applicants.18 Moreover, USCIS is exploring the potential use of a new 
process to allow interviews of immigrant investor petitioners seeking the 
removal of their conditional status at the I-829 stage, according to agency 
officials and documentation. According to agency documentation, this 
effort is in part a response to our August 2015 report, which 
recommended that USCIS develop a strategy to expand information 
collection such as considering the increased use of interviews at the I-829 
phase. If implemented, the interviews will be conducted by 

                                                                                                                       
16GAO-15-696.  
17Because of the sensitive nature of this information, we do not discuss national-security 
concerns such as threats from terrorism or espionage in this report. 
18FinCEN is a bureau within the Department of the Treasury that, among other things, is 
tasked with safeguarding the U.S. financial system from money laundering, terrorist 
financing, and other abuses. 
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knowledgeable USCIS officials based in Washington, D.C. As of August 
2016, the officials stated that a limited number of pilot interviews had 
already taken place, and, as a result of these and additional pilot 
interviews, USCIS plans to refine and develop a comprehensive interview 
strategy. Further, to help the EB-5 program improve oversight, USCIS 
officials stated that they are working to improve their ability to track and 
report data related to EB-5 investments and job creation through the 
planned development of a case-management system. In August 2016, 
USCIS officials reported that a preliminary scoping meeting had been 
held and that project completion was tentatively planned for some time in 
fiscal year 2017. 

USCIS is also taking steps to obtain additional resources for program 
oversight. For example, FDNS has increased its number of authorized 
positions from 21 to 25 full-time equivalent staff and has added student 
intern positions and administrative support. According to agency officials 
and documentation, USCIS’s IPO has also created a specialized group 
focused primarily on regulatory compliance of existing regional centers to 
help ensure that the centers continue to serve their purpose of promoting 
economic growth. Among other things, the compliance unit is expected to 
help coordinate referrals, such as potential fraud referrals, to FDNS and 
house an audit function, which anticipates conducting its first audit 
activities later in 2016. Officials expect that the audits will be conducted 
on-site at regional centers and that they will include a review of the 
centers’ compliance with applicable laws and regulations. Most recently, 
USCIS has also issued proposed changes for public comment to increase 
the filing fees for immigrant investors and regional-center applicants 
either seeking to participate or currently participating in the program. 
Specifically, USCIS has proposed more than doubling the initial Form 
I-526 filing fee from $1,500 to $3,675, nearly tripling the I-924 regional-
center designation or amendment fee from $6,230 to $17,795, and adding 
a new I-924A annual filing fee of $3,035. These new fees are designed to 
allow USCIS to fully recover the costs of the services it provides and also 
aid its efforts in administering the program including fraud-identification 
efforts. For example, the proposed rule requests increased fees to 
conduct additional oversight work such as through site visits. Moreover, 
USCIS officials stated that they are also developing standard operating 
procedures for adjudication staff for each immigrant investor form, which 
the agency plans to finalize by the end of calendar year 2016 or the first 
quarter of fiscal year 2017. These new procedures could help standardize 
and improve USCIS’s adjudication processes, which could improve the 
ability of its staff to detect potential instances of fraud. 
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We found in August 2015 that USCIS is unable to comprehensively 
identify and address fraud trends across the program because of its 
reliance on paper-based documentation and because it faces certain 
limitations with using available data and with collecting additional data on 
EB-5 immigrant investors or investments.
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19 Agency officials noted that the 
state of information within the program precluded certain fraud-detection 
and analysis efforts such as the development of an automated risk-
weighting system to prioritize petitions and applications at higher risk of 
fraud. These issues continue to exist. Based on our review of 20 
applications and petitions, we similarly determined that identifying fraud 
indicators in these petitions and applications is extremely challenging. 
These challenges exist in part because many of the files were several 
thousand pages long and would take significant time to review. According 
to USCIS documentation, the program anticipates receiving around 
14,000 petitions and applications a year, and the average submission is 
approximately 1,000 pages in length, for a cumulative total of about 14 
million pages that, based on current capabilities, would need to be 
reviewed manually. According to agency documentation, the average 
review time for an EB-5 filing can range from 5.5 hours for an I-829 
removal of conditions petition to 40 hours for an I-924 application for a 
new regional center. 

We also found in August 2015 that USCIS planned to collect and maintain 
more readily available data on EB-5 Program petitioners and applicants 
through the deployment of electronic forms in its new system, the USCIS 
Electronic Immigration System (ELIS). However, according to agency 
officials, they do not anticipate capturing supporting information provided 
as evidence in the petitions and applications in USCIS ELIS in the near 
term.20 According to an FDNS official, this supporting information can be 
an important source of potential fraud indicators as it contains details 
such as business plans associated with the investment. 

                                                                                                                       
19GAO-15-696. 
20We reported in July 2016 that USCIS had begun to pursue development of a new 
external customer interface, which is intended to allow customers to directly file 
applications for immigration benefits electronically, among other things. Historically, 
USCIS has required applicants, petitioners, or benefit requestors to submit a paper 
submission for immigration applications, petitions, or benefit requests. See GAO, 
Immigration Benefits System: U.S. Citizenship and Immigration Services Can Improve 
Program Management, GAO-16-467 (Washington, D.C.: July 7, 2016). 
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Recognizing the limitations associated with its reliance on paper files, in 
January 2016 USCIS officials stated that they were analyzing alternatives 
to evaluate and compare the effectiveness, suitability, costs, and risks 
associated with different potential hardware and software solutions to 
detect fraud patterns across its EB-5 applications. In February 2016, 
USCIS completed a draft of this study, which evaluated both hardware 
and software options to support fraud detection in both the EB-5 and 
asylum programs. The study evaluated several document-conversion 
alternatives including hardware and software tools to scan paper files and 
convert them to digital text, as well as text analytic alternatives such as 
software that allows for the detailed analysis of text similar to that used for 
computer-aided plagiarism detection. For example, this software could be 
used to identify duplicate passages in different petitions and applications, 
which could indicate potential fraud. The study reported a number of 
challenges associated with digitizing and analyzing petitioner and 
applicant information for the EB-5 program. For example, the study noted 
that implementing text analytic techniques for computer-aided plagiarism 
detection will likely be costly since many software packages do not offer 
this capability without substantial modification. Based on the results of 
this study, USCIS officials told us that they were developing a set of 
proposals for management review and potential approval; however, these 
efforts remained in their development stages and were being reviewed by 
USCIS stakeholders for feedback, recommendation, and acceptance prior 
to procurement activities. FDNS officials stated that, at this time, they 
were optimistic that actions would be taken but were ultimately uncertain 
to what extent, if any, the proposals would be acted upon. 

 
USCIS continues to take steps to improve overall fraud risk management 
but has not incorporated certain leading practices that could benefit its 
efforts. Generally, USCIS has followed or partially followed selected 
leading practices identified in GAO’s Fraud Risk Framework, such as 
having a commitment to establishing a culture of fraud risk management 
in the agency. However, USCIS has not developed a fraud risk profile, a 
component of the Fraud Risk Framework that helps inform an agency’s 
decisions and plans to mitigate fraud risks. 

USCIS has taken some key steps that align with the leading practices in 
the Fraud Risk Framework. In particular, USCIS has taken actions that 
closely align with the first and second components, which call for federal 
managers to (1) commit to combating fraud by creating an organizational 
culture and structure conducive to fraud risk management; and (2) plan 
regular fraud risk assessments and assess risks to determine a fraud risk 
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profile. For example, USCIS officials stated that they are committed to 
creating an organizational culture to combat fraud at all agency levels 
through leadership that is committed to assessing fraud risks and for 
training at all levels for adjudicators. In August 2015, we reported that 
FDNS had also developed and provided training on specific fraud-related 
topics believed to be immediately relevant to adjudication of EB-5 
Program petitions and applications. We found that FDNS is the unit 
charged with preventing, detecting, and responding to allegations of fraud 
in the program and represents a dedicated entity for managing fraud 
risks, which is consistent with the Fraud Risk Framework’s leading 
practices. 

With respect to assessing risks, as mentioned previously, USCIS is 
currently conducting multiple assessments to help it identify and manage 
EB-5 program fraud risks. The Fraud Risk Framework calls for agencies 
to plan regular fraud risk assessments to determine a fraud risk profile. 
We found that the risk assessments conducted for the program generally 
aligned with this component of the Fraud Risk Framework. For example, 
through one of these prior risk assessments, USCIS determined that 
enhanced security checks conducted by other federal entities, such as 
the Federal Bureau of Investigation and U.S. Customs and Border 
Protection, revealed information that could help identify potential fraud by 
the immigrant investor or the regional-center principal. As a result, USCIS 
now conducts selected background checks on all of its immigrant 
investors and regional-center principals. Most recently, according to a 
senior FDNS official, USCIS also signed a memorandum of 
understanding with FinCEN and anticipates conducting additional reviews 
to help identify potential fraudulent financial activity in its regional centers. 

While USCIS has taken steps to implement selected leading fraud-
management practices, we found that USCIS has not developed a fraud 
risk profile—an overarching document that guides an organization’s 
fraud-management efforts—as called for by the Fraud Risk Framework. 
Specifically, a fraud risk profile involves identifying inherent fraud risks 
affecting a program; assesses the likelihood and impact of these risks; 
determines a fraud risk tolerance; and examines the suitability of existing 
fraud controls and prioritizes residual fraud risks. (App. I describes the 
key elements of a fraud risk profile.) Instead, USCIS’s completed and 
planned risk assessments span multiple years and were developed as 
separate documents and reports, and USCIS lacks a unifying document 
that consolidates these findings and informs the specific control activities 
managers design and implement. A senior FDNS official told us that 
FDNS is beginning the development of a fraud-management plan to help 
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guide efforts for the program, but these efforts were in their early stages. 
Moreover, the official stated that they did not anticipate incorporating a 
fraud risk profile as part of their fraud-management plan. Without a 
profile, managers may lack an important tool that can serve as an internal 
benchmark in assessing the performance of fraud-control activities. 
Further, a profile can provide additional assurances to stakeholders and 
decision makers on the fraud risks to programs as well as steps taken to 
manage those risks. This fraud risk profile can include all elements of the 
prior risk assessments and any updates, serving as a central reference 
document that can inform and help initiate actions. Absent a fraud risk 
profile, USCIS may not be well positioned to identify and prioritize fraud 
risks in the EB-5 Program and ensure the appropriate controls are in 
place to mitigate these risks. 

 
USCIS has taken a number of steps recently to enhance its fraud-
detection capabilities throughout the EB-5 Program. However, the 
anticipated benefits of these steps may take time to realize. In the 
meantime, the agency continues to be hindered by a reliance on time-
consuming reviews of paper files that preclude certain potential fraud-
detection activities such as the use of text analytics to help identify 
indicators of potential fraud in the applications and petitions of regional-
center principals and immigrant investors. The continuation of planned 
efforts to digitize the files, including the supporting evidence submitted by 
applicants and petitioners, could help USCIS better identify fraud 
indicators in the program. Moreover, USCIS has incorporated several 
leading fraud risk management practices into its efforts, including 
committing to creating an organizational culture that combats fraud risks 
and assessing those risks through regular risk assessments. However, 
USCIS would be better positioned to prioritize and respond to evolving 
fraud risks by adopting an approach that is guided by a fraud risk profile, 
as called for by the Fraud Risk Framework. 

 
To strengthen USCIS’s EB-5 Program fraud risk management, we 
recommend the Director of USCIS develop a fraud risk profile that aligns 
with leading practices identified in GAO’s Fraud Risk Framework. 

 
We provided a draft of this report to DHS for its review and comment. In 
its written comments, reproduced in appendix II, DHS concurred with our 
recommendation and stated that USCIS will develop a fraud risk profile as 
described with estimated completion by September 30, 2017. We will 
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continue to monitor the agency’s efforts in this area. Upon completion and 
use of a fraud risk profile to guide its fraud risk management, USCIS will 
be better positioned to prioritize and respond to evolving fraud risks. DHS 
also provided technical comments, which we incorporated as appropriate. 

 
We are sending copies of this report to interested congressional 
committees and the Secretary of Homeland Security. In addition, the 
report is available at no charge on the GAO website at 
http://www.gao.gov. 

If you or your staff have any questions about this report, please contact 
me at (202) 512-6722 or bagdoyans@gao.gov. Contact points for our 
Offices of Congressional Relations and Public Affairs may be found on 
the last page of this report. In addition to the contact named above, 
Gabrielle Fagan and Linda Miller, Assistant Directors; Jon Najmi; Anna 
Maria Ortiz; Brynn Rovito; Kiran Sreepada; and Nick Weeks made key 
contributions to this report. 

Seto J. Bagdoyan 
Director, Forensic Audits and Investigative Service 
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The Framework for Managing Fraud Risks in Federal Programs (Fraud 
Risk Framework) identifies leading practices for agencies to manage 
fraud risks.
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1 It includes control activities that help agencies prevent, 
detect, and respond to fraud risks as well as structures and environmental 
factors that influence or help managers achieve their objectives to 
mitigate fraud risks. The framework consists of four components for 
effectively managing fraud risks: commit, assess, design and implement, 
and evaluate and adapt. Leading practices for each of these components 
include the following: 

(1) commit: create an organizational culture to combat fraud at all 
levels of the agency, and designate an entity within the program 
office to lead fraud risk management activities; 

(2) assess: assess the likelihood and impact of fraud risks, and 
determine risk tolerance, examine the suitability of existing 
controls, and prioritize residual risks; 

(3) design and implement: develop, document, and communicate an 
antifraud strategy, focusing on preventive control activities; and 

(4) evaluate and adapt: collect and analyze data from reporting 
mechanisms and instances of detected fraud for real-time 
monitoring of fraud trends, and use the results of monitoring, 
evaluations, and investigations to improve fraud prevention, 
detection, and response. 

The fraud risk profile is an essential piece of the antifraud strategy, as 
described in the “Design and Implement” section of the Fraud Risk 
Framework, and informs the specific control activities managers design 
and implement. The elements in table 1 reflect key elements of fraud risk 
assessments and the fraud risk profile. The table is meant solely for 
illustrative purposes to show one possible format for agencies to 
document their fraud risk profile. The table shows information related to 
one fraud risk; however, a robust fraud risk profile would include 
information about all fraud risks that may affect a program. Documenting 
fraud risks together can aid managers in understanding links between 

                                                                                                                       
1GAO, A Framework for Managing Fraud Risks in Federal Programs, GAO-15-593SP 
(Washington, D.C.: July 2015). 
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specific risks. In addition, other tools a program uses to assess risks, 
such as the risk matrix discussed in the “Assess” section of the Fraud 
Risk Framework, can supplement the documentation for the fraud risk 
profile. We adapted the table and additional information below it from 
Standards for Internal Control in the Federal Government, as well as a 
publication by the Australian National Audit Office and one cosponsored 
by the Institute of Internal Auditors, the American Institute of Certified 
Public Accountants, and the Association of Certified Fraud Examiners. 

Table 1: Elements of a Fraud Risk Profile for One Hypothetical Fraud Risk 

Page 22 GAO-16-828  Immigrant Investor Program 

Element Hypothetical example 
Identified fraud risk · Applicants applying for benefits using false identities. 

Fraud risk factors · Insufficient automatic checks of databases and overreliance on manual checks that could 
introduce human error. 

· Volume of applications causes excessive pressure to expedite approvals and results in less 
attention paid to verifying identities. 

· Management override of control activities. 
· Poor fraud awareness among supervisors and application reviewers.  

Fraud risk owner · Supervisors and application reviewers. 

Inherent risk likelihood and 
impact 

· Examples include a five-point scale showing a range for likelihood, such as “rare” to “almost 
certain,” as well as a range for impact, such as “immaterial” to “extreme.” 

Inherent risk significance · Examples include a five-point scale, such as “very low, low, medium, high, and very high,” 
based on the product of the likelihood and impact of the inherent risk. 

Existing antifraud controls · Manual checks against databases with some automatic checks. 
· Quarterly newsletters with fraud indicators related to identity theft. 
· Supervisor approval required for suspicious applications. 

Residual risk likelihood and 
impact 

· Examples include a five-point scale showing a range for likelihood, such as “rare” to “almost 
certain,” as well as a range for impact, such as “immaterial” to “extreme.” 

Residual risk significance · Examples include a five-point scale, such as “very low, low, medium, high, and very high,” 
based on the product of the likelihood and impact of the residual risk. 

Fraud risk responsea · Develop additional controls to increase automatic checks against databases. 
· Invest in additional fraud-awareness training. 

Source: GAO, Australian National Audit Office, Institute of Internal Auditors, American Institute of Certified Public Accountants, and Association of Certified Fraud Examiners. | GAO-16-828 

Note: Information in this table is from GAO, Standards for Internal Control in the Federal Government,  
GAO-14-704G (Washington, D.C.: September 2014) (this version became effective beginning with 
fiscal year 2016) and is also adapted from Australian National Audit Office, Fraud Control in 
Australian Government Entities: Better Practice Guide (March 2011), and Institute of Internal 
Auditors, American Institute of Certified Public Accountants, and Association of Certified Fraud 
Examiners, Managing the Business Risk of Fraud: A Practical Guide (n.d.). 
aInformation in this row relates to the antifraud strategy and the specific actions managers decide to 
take to avoid, share, accept, or reduce fraud risks based on their risk tolerance. See the “Design and 
Implement” section of GAO-15-593SP for additional information about using the fraud risk profile to 
inform the antifraud strategy. 
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The following is additional information about the elements in table 1. 

Identified Fraud Risks. What fraud risks does the program face? Include 
a brief description of the fraud risk or scheme. This list will vary by 
program, and may be informed by activities to gather information during 
the fraud risk assessment, such as interviews with staff, brainstorming 
sessions, and information from hotline referrals. 

Fraud Risk Factors. What conditions or actions are most likely to cause 
or increase the chances of a fraud risk occurring? This may reflect fraud 
risk factors highlighted in Standards for Internal Control in the Federal 
Government, as well as other factors that provide additional details about 
specific fraud risks. 

Fraud Risk Owner. Which group or individual within the program is 
responsible for addressing the risk? The owner of the fraud risk will vary 
by program, but generally the owner this is the entity with accountability 
for addressing the fraud risk. 

Inherent Risk Likelihood and Impact. In the absence of controls, how 
likely is the fraud risk and what would the impact be if it were to occur? As 
noted in the “Assess” section of the Fraud Risk Framework, the specific 
methodology for assessing the likelihood and impact of risks will vary by 
agency. One option for assessing likelihood is to use a five-point scale, as 
noted in table 1. When considering impact, participants of the fraud risk 
assessment may consider the impact of fraud on the program’s 
compliance with laws and regulations, operations, and reputation. 

Inherent Risk Significance. In the absence of controls, how significant is 
the fraud risk based on an analysis of the likelihood and impact of the 
risk? While the specific methodology for assessing risks may vary by 
agency, including qualitative and quantitative methodologies, managers 
may multiply the likelihood and impact scores, or apply a five-point scale. 

Existing Antifraud Controls. What controls does the program already 
have in place to reduce the likelihood and impact of the inherent fraud 
risk? This is intended to assist with mapping the existing controls to the 
fraud risks or schemes, which would reduce the likelihood and impact of a 
fraud risk occurring. 

Residual Risk Likelihood and Impact. Taking into account the 
effectiveness of existing controls, how likely is the fraud risk and what 
would the impact be if it were to occur? Managers may consider 
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assessing both the residual likelihood and impact of fraud risks using the 
five-point scale described in table 1. Controls that are not properly 
designed or operating effectively may contribute to high residual risk. 

Residual Risk Significance. How significant is the fraud risk based on 
an analysis of the likelihood and impact, as well as the effectiveness of 
existing controls? Like inherent risk significance, qualitative and 
quantitative methodologies may be used to establish residual risk 
significance. 

Fraud Risk Response. What actions does the program plan to address 
the fraud risk, if any, in order to bring fraud risks within managers’ risk 
tolerance?  
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U.S. Department of Homeland Security 

Washington, DC 20528 

August 31, 2016 

Seto J. Bagdoyan 

Director, Forensic Audits and Investigative Service 

U.S. Government Accountability Office 

441 G Street, NW 

Washington, DC 20548 

Re: Management's Response to Draft Report GA0-16-828, "IMMIGRANT 
INVESTOR PROGRAM: Progress Made to Detect and Prevent Fraud but 
Additional Actions Could Further Agency Efforts" 

Dear Mr. Bagdoyan: 

Thank you for the opportunity to comment on this draft report. The U.S. 
Department of Homeland Security (DHS) appreciates the U.S. 
Government Accountability Office's (GAO) work in planning and 
conducting its review and issuing this report. 

The Department is pleased to note GAO's recognition of some of the 
important steps U.S. Citizenship and Immigration Services (USCIS) has 
taken to improve the integrity of the Immigrant Investor Visa (EB-5) 
Program and address previous GAO recommendations. Specifically, 
USCIS has taken steps to address identified fraud risks in the program 
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by, among other things, creating an organizational structure conducive to 
fraud risk management and establishing a dedicated structure to design 
and oversee its fraud risk management activities. In addition, USCIS has 
conducted multiple fraud risk assessments; implemented site visits, 
petitioner interviews, and form changes to improve data on EB-5 program 
participants; established a dedicated regional center compliance unit to 
focus on regulatory compliance of existing regional centers; and is 
overseeing a new audit program. USCIS remains committed to enhancing 
the integrity of our country's legal immigration system by determining, 
detecting, and pursuing immigration-related fraud and combating 
unauthorized employment in the workspace. 

The draft report contained one recommendation with which the 
Department concurs. Please see the attached for our detailed response 
to this recommendation. 

Again, thank you for the opportunity to review and comment on this draft 
report. Technical comments were previously provided under separate 
cover. Please feel free to contact me if you have any questions. We look 
forward to working with you in the future. 

Sincerely, 

JIM H. CRUMPACKER, CIA, CFE 

Director 

Departmental GAO-OIG Liaison Office 

Attachment 

Attachment: DHS Management Response to Recommendation Contained 
in GA0-16-828 

GAO recommended that the Director of USCIS take the following action: 

Recommendation 1: Develop a fraud risk profile that aligns with leading 
practices identified in GAO's Fraud Risk Framework. 

Response: Concur. USCIS' Field Operations Directorate's Immigrant 
Investor Program Office will develop a fraud risk profile that aligns with 
the leading practices identified in GAO's Fraud Risk Framework, Office of 
Management and Budget (OMB) guidelines currently being developed in 

Page 29 GAO-16-828  Immigrant Investor Program

Page 2 

Page 3 



 
Appendix III: Accessible Data 

 
 
 

response to The Fraud Reduction and Data Analytics Act of 2015 (P.L. 
114-186), and any subsequent DHS implementing guidance developed in 
response to the OMB guidelines. Estimated Completion Date: September 
30, 2017. 

Accessible Text for Figure 2: The Fraud Risk Framework 
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Assess: 
Plan regular fraud risk assessments and assess risks to determine a 
fraud risk profile. 

Design and Implement: 
Design and implement a strategy with specific control activities to mitigate 
assessed fraud risks and collaborate to help ensure effective 
implementation. 

Evaluate and Adapt: 
Evaluate outcomes using a risk-based approach and adapt activities to 
improve fraud risk management. 

Commit: 
Commit to combating fraud by creating an organizational culture� and 
structure conducive to fraud risk management. 

Accessible Text 



 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 
 
 
 
 

 

The Government Accountability Office, the audit, evaluation, and investigative 
arm of Congress, exists to support Congress in meeting its constitutional 
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	Source: GAO, Australian National Audit Office, Institute of Internal Auditors, American Institute of Certified Public Accountants, and Association of Certified Fraud Examiners.   GAO 16 828

	Appendix II: Comments from the Department of Homeland Security
	(100456)

	Appendix III: Accessible Data
	Agency Comment Letter
	Text of Appendix II: Comments from the Department of Homeland Security
	Page 1
	Page 2
	Page 3
	Accessible Text for Figure 2: The Fraud Risk Framework


	Accessible Text
	Order by Phone




